Projekt z dnia 18 lutego 2026 r.

USTAWA

z dnia ... 2026 .

o zmianie ustawy o uslugach zaufania oraz identyfikacji elektronicznej oraz niektorych

innych ustaw':?

Art. 1. W ustawie z dnia 5 wrze$nia 2016 r. o uslugach zaufania oraz identyfikacji

elektronicznej (Dz. U. z 2024 r. poz. 1725) wprowadza si¢ nastepujace zmiany:

1)

w art. 1 w pkt 7 kropke zastepuje si¢ srednikiem i dodaje si¢ pkt 8—13 w brzmieniu:

»3)

9)

10)
11)

12)

13)

funkcjonowanie rejestru stron ufajacych europejskim portfelom tozsamosci
cyfrowej;

dopasowywanie tozsamosci 0sob fizycznych uzywajacych notyfikowanych srodkow
identyfikacji elektronicznej lub europejskich portfeli tozsamosci cyfrowej;
funkcjonowanie punktu weryfikacji atrybutéw wzgledem zrodet autentycznych;
wydawanie elektronicznych po$wiadczen atrybutéw w imieniu podmiotéw sektora
publicznego odpowiedzialnych za Zrédla autentyczne;

zasady wnioskowania o wigczenie atrybutéw do katalogu atrybutéw publikowanego
przez Komisj¢ Europejska;

zasady wnioskowania o wiaczenie lub zmiange schematow elektronicznych
poswiadczen atrybutow do katalogu schematdéw atrybutéw publikowanego przez

Komisje Europejska.”;

D Niniejsza ustawa stuzy stosowaniu rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 z dnia

2)

23 lipca 2014 r. w sprawie identyfikacji elektronicznej i uslug zaufania w odniesieniu do transakcji
elektronicznych na rynku wewngtrznym oraz uchylajacego dyrektywe 1999/93/WE (Dz. Urz. UE L 257 z
28.08.2014, str. 73, Dz. Urz. UE L 333 z27.12.2022, str. 80 oraz Dz. Urz. UE L 2024/1183 z 30.04.2024).
Niniejsza ustawa zmienia si¢ ustawy: ustawe z dnia 29 czerwca 1995 r. o statystyce publicznej, ustawe z dnia
20 sierpnia 1997 r. o Krajowym Rejestrze Sadowym, ustawe z dnia 17 lutego 2005 r. o informatyzacji
dziatalno$ci podmiotow realizujacych zadania publiczne, ustawe z dnia 18 listopada 2020 r. o dorgczeniach
elektronicznych oraz ustawe z dnia 26 maja 2023 r. o aplikacji mObywatel.
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2)

3)

w art. 4:

a) wust I:

pkt 2 otrzymuje brzmienie:
,»2) kwalifikowanej ustugi zaufania, lub”,
dodaje si¢ pkt 3 w brzmieniu:

,»3) uslugi wydawania przez kwalifikowanego dostawce ustlug zaufania

wydajacego kwalifikowane certyfikaty podpisu elektronicznego i
kwalifikowane certyfikaty pieczgci elektronicznej, certyfikatow dostgpu
strony ufajacej portfelowi oraz certyfikatow rejestracji strony ufajacej
portfelowi, o ktéorych mowa w rozporzadzeniu wykonawczym Komisji (UE)
2025/848 z dnia 6 maja 2025 r. ustanawiajagcym zasady stosowania
rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 w
odniesieniu do rejestracji stron ufajagcych europejskiego portfela tozsamosci
cyfrowej (Dz. Urz. UE L =z 2025 r. poz. 848), zwanym dalej
,rozporzadzeniem 2025/848”,

b) wust. 4:
- w pkt 1 po wyrazach ,.str. 73” dodaje si¢ wyrazy ,,.Dz. Urz. UE L 333 z 27.12.2022 str.
80 oraz Dz. Urz. UE L 2024/1183 z 30.04.2024”,

- pkt 2 otrzymuje brzmienie:

»2) polityke $wiadczenia ushug objetych wnioskiem, zgodnie z ktérg majg by¢

Swiadczone uslugi zaufania, oraz adres elektroniczny, pod ktorym umieszczona

jest ta polityka;”,

c¢) wust. 6 w pkt 2 kropke zastepuje si¢ Srednikiem 1 dodaje si¢ pkt 3 w brzmieniu:

»3) ustugi wydawania przez kwalifikowanego dostawce ustug zaufania wydajacego

w art. 8:

kwalifikowane certyfikaty podpisu elektronicznego i kwalifikowane certyfikaty
pieczeci elektronicznej, certyfikatow dostepu strony ufajacej portfelowi oraz

certyfikatow rejestracji strony ufajacej portfelowi.”;

a) ust. 1 otrzymuje brzmienie:

,»1. Minister wlasciwy do spraw informatyzacji wykresla kwalifikowanego

dostawce ustug zaufania, Swiadczong przez niego kwalifikowang ustuge zaufania lub

swiadczong przez niego ustuge wydawania certyfikatow dostepu strony ufajacej



4)

5)

b)

portfelowi i certyfikatow rejestracji strony ufajgcej portfelowi z rejestru w drodze
decyzji.”,
po ust. 3 dodaje si¢ ust. 3a w brzmieniu:

»3a. Decyzja o wykresleniu z rejestru ustugi wydawania certyfikatow dostepu
strony ufajacej portfela 1 certyfikatow rejestracji  oznacza odebranie
kwalifikowanemu dostawcy ustlug zaufania uprawnienia do wydawania takich

certyfikatow.”;

w art. 16 w pkt 3 kropke zastepuje si¢ srednikiem i dodaje si¢ pkt 4 1 5 w brzmieniu:

»4) certyfikatow dostepu strony ufajacej portfelowi oraz certyfikatow rejestracji strony

ufajacej portfelowi;

5) informacji o statusie certyfikatow, o ktorych mowa w pkt 4.”;

w art. 21a:

a) wust. 1 wpkt 2 w lit. b $rednik zastepuje si¢ przecinkiem i1 dodaje si¢ lit. ¢ w
brzmieniu:

»C) system scentralizowany, o ktdrym mowa w rozporzadzeniu wykonawczym
Komisji (UE) 2025/846 z dnia 6 maja 2025 r. ustanawiajacym zasady
stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014
w odniesieniu do transgranicznego dopasowywania tozsamos$ci 0sob fizycznych
(Dz. Urz. UE L z 2025 r. poz. 846), zwanym dalej ,;rozporzadzeniem
2025/846”.,

b) uchyla si¢ ust. 6;
¢) dodaje si¢ ust. 6a w brzmieniu:

,»0a. Minister wlasciwy do spraw informatyzacji przetwarza dane osobowe
0sob, ktorym wydano $rodki identyfikacji elektronicznej, obejmujace:

1) dane identyfikujace osobg, o ktérych mowa w zalaczniku do rozporzadzenia
wykonawczego Komisji (UE) 2015/1501 z dnia 8 wrzesnia 2015 r. w sprawie
ram interoperacyjnosci na podstawie art. 12 ust. 8 rozporzadzenia Parlamentu
Europejskiego 1 Rady (UE) nr 910/2014 w sprawie identyfikacji elektronicznej
1 ustug zaufania w odniesieniu do transakcji elektronicznych na rynku
wewngtrznym (Dz. Urz. UE L z 2015 r. Nr 235, str. 1, z p6zn. zm.), zwanego
dalej ,,rozporzadzeniem 2015/15017,

2) dane identyfikujace osobg, o ktorych mowa w zalgczniku do rozporzadzenia

wykonawczego Komisji (UE) 2024/2977 z dnia 28 listopada 2024 r. w sprawie
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6)

8)

ustanowienia zasad stosowania rozporzadzenia Parlamentu Europejskiego i
Rady (UE) nr 910/2014 w odniesieniu do danych identyfikujacych osobg i
elektronicznych poswiadczen atrybutéw wydawanych europejskim portfelom
tozsamosci cyfrowej (Dz. Urz. UE L z 2024 r. poz. 2977), zwanego dalej
,rozporzadzeniem 2024/2977”,

3) imiona rodzicow o0séb oraz numer dokumentu potwierdzajacego tozsamosc

0s0b, o ktérych mowa w pkt 112

— w celu uwierzytelnienia z wykorzystaniem wezta krajowego.”;
po art. 21a dodaje si¢ art. 21aa w brzmieniu:

»Art. 21aa. 1. Minister wlasciwy do spraw informatyzacji, za posrednictwem wezta
krajowego, zapewnia uzytkownikom $rodkéw identyfikacji elektronicznej wydanych w
systemie identyfikacji elektronicznej przytaczonym do wezta krajowego ustuge, ktora
umozliwia zapoznanie si¢ z historig uzycia tych srodkow identyfikacji elektronicznej,
zapisang w dziennikach systemow (logach).

2. Ustuga, o ktorej mowa w ust. 1, umozliwia uzytkownikom uzyskanie danych,
obejmujacych:

1) dane identyfikujace ustuge online, z ktorej skorzystal uzytkownik;

2) dane identyfikujagce S$rodek identyfikacji elektronicznej, z ktorego skorzystat
uzytkownik;

3) date i czas uzycia Srodka identyfikacji elektroniczne;.

3. Dane, o ktérych mowa w ust. 2, udostgpniane sa wytacznie uzytkownikowi
ktorego dane dotycza, po uwierzytelnieniu z wykorzystaniem $rodka identyfikacji
elektronicznej wydanego w systemie identyfikacji elektronicznej przytaczonym do wezta
krajowego, zapewniajagcego wysoki poziom bezpieczenstwa.

4. Uzytkownik moze pobra¢ dokument elektroniczny zawierajacy imi¢, nazwisko,
numer PESEL oraz dane, o ktérych mowa w ust. 2, opatrzony zaawansowang pieczecia
elektroniczng weryfikowang za pomoca kwalifikowanego certyfikatu ministra
wlasciwego do spraw informatyzacji.”;
po art. 21v dodaje si¢ art. 21va w brzmieniu:

»Art. 21va. 1. Minister wtasciwy do spraw informatyzacji udostgpnia ustugi online
umozliwiajace sktadanie wnioskéw o przylaczenie do wezla krajowego systemu

teleinformatycznego, w ktérym udostgpniane sg ustugi online.



9)

2. Minister wlasciwy do spraw informatyzacji moze udostepni¢ uslugi online
umozliwiajace sktadanie wnioskow:

1) o ktérych mowa w art. 22d ust. 1-3;

2) o przylaczenie systemu teleinformatycznego, w ktorym udostepniane sg ustugi
online, do systemu, w ktorym $swiadczone sg ustugi, o ktérych mowa w art. 20aa ust.
2 i 3 ustawy z dnia 17 lutego 2005 r. o informatyzacji dziatalno$ci podmiotow
realizujacych zadania publiczne.”;

po art. 22 dodaje si¢ art. 22a—22j w brzmieniu:

»Art. 22a. 1. Minister wlasciwy do spraw informatyzacji zapewnia funkcjonowanie
systemu scentralizowanego, o ktorym mowa w art. 21a ust. 1 lit. ¢, umozliwiajacego
dopasowywanie tozsamosci, o ktorym w art. 11a rozporzadzenia 910/2014.

2. System scentralizowany zapewnia w szczegdlnosci:

1) dopasowywanie tozsamosci do danych gromadzonych w rejestrze PESEL, gdy osoba
fizyczna po raz pierwszy wystapi z wnioskiem o udzielenie dostgpu do ustugi online
swiadczonej przez strong ufajaca, bedaca osoba fizyczng lub prawna, ktora polega
na identyfikacji elektronicznej, europejskim portfelu tozsamosci cyfrowej lub innym
srodku identyfikacji elektronicznej, lub na usludze zaufania, zwang dalej ,,strong
ufajaca”, a ta strona ufajagca wymaga podania numeru PESEL w celu ustalenia, czy
osoba fizyczna posiada juz nadany numer PESEL;

2) mozliwo$¢ zadania przez strong ufajaca od osoby fizycznej podania dodatkowych
danych, o ktérych mowa w ust. 4 pkt 3, 1 przekazania tych danych przez osobeg
fizyczng celem jednoznacznego dopasowania tozsamo$ci w przypadku, gdy
dopasowanie tozsamosci jest niejednoznaczne;

3) mozliwo$¢ zachowania wynikow dopasowywania tozsamosci, w szczegdlnosci
numeru PESEL, w sposob umozliwiajacy uniknigcie ponownego dopasowywania
tozsamosci dla tej samej osoby wykorzystujacej ten sam Srodek identyfikacji
elektroniczne;.

3. W systemie scentralizowanym przetwarzane sa dane osobowe, obejmujace:

1) dane identyfikujace osobe, o ktérym mowa w zataczniku do rozporzadzenia
wykonawczego 2015/1501 - w przypadku osoby fizycznej postugujacej sie

notyfikowanym $rodkiem identyfikacji elektronicznej;



2) dane identyfikujace osobg, o ktorych mowa w zataczniku do rozporzadzenia
2024/2977 - w przypadku osoby fizycznej postugujacej si¢ europejskim portfelem
tozsamosci cyfrowe;;

3) imionarodzicoOw, numer dokumentu potwierdzajgcego tozsamos¢ lub numer PESEL
- w przypadku potrzeby podania dodatkowych danych w celu jednoznacznego
dopasowania tozsamos$ci do danych gromadzonych w rejestrze PESEL lub danych
znajdujacych si¢ w systemie teleinformatycznym strony ufajace;.

4. W przypadku dopasowania tozsamos$ci do danych gromadzonych w rejestrze
PESEL, za pomoca systemu scentralizowanego:

1) uzytkownik ustugi online informowany jest o dopasowaniu i mozliwosci wyslania
ustalonego numeru PESEL do strony ufajace;;

2) za zgoda uzytkownika uslugi online wysylane sa do strony ufajacej dane
identyfikujace osobe, o ktorych mowa w ust. 3 pkt 1 lub 2, wraz z ustalonym
numerem PESEL.

5. W przypadku niedopasowania tozsamosci do danych gromadzonych w rejestrze
PESEL, za pomocg systemu scentralizowanego:

1) uzytkownik ustugi online informowany jest o niedopasowaniu;

2) zazgoda uzytkownika wysytane sg do strony ufajace;:

a) dane identyfikujace osobe, o ktorych mowa w ust. 3 pkt 1 lub 2, wraz z
informacja, ze nie udato si¢ dopasowac tych danych do danych zawartych w
rejestrze PESEL, lub

b) numer dokumentu potwierdzajacego tozsamos¢ tego uzytkownika podany
przez tego uzytkownika.

6. Dane identyfikujace osobe wysylane sa za pomoca systemu scentralizowanego

w formacie danych zgodnym z formatem danych wysytanych przez we¢zel krajowy.

7. Strony ufajace korzystaja z dopasowywania tozsamosci w ramach systemu
scentralizowanego, jezeli system teleinformatyczny, w ktorym udostgpniane sg ich ustugi
online, wymagajace takiego dopasowania, przylaczony jest do wezta krajowego.

8. Strony ufajace, bedace podmiotami publicznymi, obowigzane sg przylaczyc
system teleinformatyczny, w ktérym udostgpniane s3g ich ustugi online, wymagajace

dopasowania tozsamosci, do wezta krajowego.



9. Strony ufajace, niebedace podmiotami publicznymi, moga przytaczy¢ system
teleinformatyczny, w ktérym udostepniane sg ich ustugi online, wymagajace dopasowania
tozsamosci, do wezta krajowego.

Art. 22b. 1. Minister wiasciwy do spraw informatyzacji prowadzi, przy uzyciu
systemu teleinformatycznego, rejestr stron ufajacych europejskiemu portfelowi
tozsamosci cyfrowej, o ktorym mowa w art. 3 ust. 1 rozporzadzenia 2025/848, oraz
zapewnia utrzymanie i rozwdj tego rejestru, w tym:

1) zapewnia ochrong przed nieuprawnionym dostepem do rejestru;

2) zapewnia integralno$¢ danych przetwarzanych w rejestrze;

3) zapewnia dostgpnos¢ systemu teleinformatycznego, przy uzyciu ktérego
prowadzony jest rejestr;

4) przeciwdziala uszkodzeniom systemu teleinformatycznego, przy uzyciu ktorego
prowadzony jest rejestr;

5) okresla zasady bezpieczenstwa przetwarzanych danych, w tym danych osobowych;

6) okresla zasady zglaszania naruszenia ochrony danych osobowych;

7)  zapewnia rozliczalno$¢ dziatah dokonywanych na danych w rejestrze;

8) zapewnia poprawno$¢ danych przetwarzanych w rejestrze.

2. Do rejestru wpisuje si¢ strony ufajace europejskiemu portfelowi tozsamosci
cyfrowej majace siedzib¢ w Polsce.

3. Wpis do rejestru 1 zmiany we wpisie nastgpuja na wniosek ztozony w postaci
elektronicznej do ministra wlasciwego do spraw informatyzacji:

1) z wykorzystaniem formularza elektronicznego udostgpnionego przez ministra
wlasciwego do spraw informatyzacji, po uwierzytelnieniu strony ufajacej
europejskiemu portfelowi tozsamosci cyfrowej za pomoca:

a) w przypadku osob fizycznych:

— $rodka identyfikacji elektronicznej osoby fizycznej zapewniajacego wysoki
poziom bezpieczenstwa,

— danych weryfikowanych za pomoca kwalifikowanego podpisu
elektronicznego, jezeli te dane pozwalaja na identyfikacje 1
uwierzytelnienie wymagane w celu realizacji ustugi online umozliwiajace;j
wpis do rejestru stron ufajagcych europejskiemu portfelowi tozsamosci

cyfrowej,



b) w przypadku osob prawnych:

— $rodka identyfikacji elektronicznej osoby prawnej zapewniajagcego wysoki
poziom bezpieczenstwa, lub

— zaawansowanej pieczeci elektronicznej weryfikowanej za pomoca
kwalifikowanego certyfikatu;

2) za posrednictwem kwalifikowanego dostawcy ustug zaufania Swiadczacego ustuge
wydawania certyfikatéw dostepu strony ufajacej portfelowi lub certyfikatow
rejestracji strony ufajacej portfelowi.

4. Wniosek, o ktorym mowa w ust. 3 pkt 2, wymaga opatrzenia kwalifikowanym
podpisem elektronicznym osoby fizycznej albo kwalifikowanym podpisem
elektronicznym osoby fizycznej upowaznionej do reprezentowania osoby prawnej, w
imieniu  ktorej jest skladany, oraz zaawansowana pieczecia weryfikowang
kwalifikowanym certyfikatem kwalifikowanego dostawcy ustug zaufania, =za
posrednictwem ktorego jest sktadany. Przed opatrzeniem wniosku pieczecig elektroniczng
kwalifikowany dostawca uslug zaufania weryfikuje uprawnienia osoby fizycznej do
reprezentowania osoby prawnej w sposob zgodny z krajowa polityka, o ktorej mowa w
ust. 15 pkt 2.

5. Wniosek, o ktorym mowa w ust. 3, zawiera dane okreslone w zataczniku I do
rozporzadzenia 2025/848 oraz adres do dorgczen elektronicznych wpisany do bazy
adresow elektronicznych, o ktérej mowa w art. 25 ustawy z dnia 18 listopada 2020 r. o
dorgczeniach elektronicznych (Dz. U. z 2026 r. poz. 3).

6. Formularz elektroniczny, o ktérym mowa w ust. 3 pkt 1, umozliwia po
uwierzytelnieniu strony ufajgcej europejskiemu portfelowi tozsamosci cyfrowej, pobranie
danych z rejestrow, o ktorych mowa w ust. 7, w celu wstepnego automatycznego
uzupetienia wniosku.

7. Minister wilasciwy do spraw informatyzacji weryfikuje zgodno$¢ danych
zawartych we wniosku z danymi wpisanymi do:

1) Centralnej Ewidencji i Informacji o Dzialalnosci Gospodarcze;j;

2) Krajowego Rejestru Sagdowego;

3) Katalogu Podmiotéw Publicznych;

4) rejestru, o ktorym mowa w art. 2 pkt 1;

5) rejestru PESEL w przypadku gdy wniosek o wpis sktada osoba fizyczna nie

prowadzaca dzialalnosci gospodarcze;.
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8. W przypadku, gdy wniosek zawiera wskazanie posrednika, o ktorym mowa w
pkt 14 1 15 zalacznika I do rozporzadzenia 2025/848, wpisanego do rejestru, o ktorym
mowa w ust. 1, wpis do tego rejestru nastepuje po potwierdzeniu tego wskazania przez
posrednika uwierzytelnionego w systemie teleinformatycznym, przy uzyciu ktérego
prowadzony jest ten rejestr. Minister wlasciwy do spraw informatyzacji zapewnia w
systemie teleinformatycznym, przy uzyciu ktérego prowadzony jest ten rejestr, mozliwosé
potwierdzenia, o ktorym mowa w zdaniu pierwszym.

9. W przypadku, gdy wniosek zawiera wskazanie posrednika, o ktorym mowa w
pkt 14 i 15 zalacznika 1 do rozporzadzenia 2025/848, wpisanego do rejestru stron
ufajacych europejskim portfelom tozsamosci cyfrowej prowadzonego w innym panstwie
cztonkowskim Unii Europejskiej, do wniosku zalacza si¢ sporzadzone przez notariusza,
w jezyku polskim, elektroniczne poswiadczenie zgodnosci odpisu umowy z okazang
umowa zawierajaca:

1) okreslenie stron umowy pozwalajace na ich jednoznaczng identyfikacje;

2) wskazanie strony umowy, ktora pelni rolg posrednika, o ktérym mowa w pkt 141 15
zatacznika I do rozporzadzenia 2025/848, oraz adresu elektronicznego wpisu w
rejestrze stron ufajacych europejskim portfelom tozsamosci cyfrowej wlasciwym dla
jego siedziby;

3) wskazanie ustug w jakich ten posrednik posredniczy.

10. Wpis do rejestru nastgpuje po zweryfikowaniu kompletnosci danych zawartych
we wniosku, zgodnie z ust. 7-9, 1 stanowi czynno$¢ materialno-techniczng.

11. W przypadku braku kompletnosci danych lub zgodnosci, o ktorej mowa w ust.
7, minister wlasciwy do spraw informatyzacji zwraca wniosek wskazujgc braki, z
pouczeniem, ze ich usunigcie wymaga zlozenia ponownego wniosku, a wniosek
zawierajacy braki nie podlega rozpoznaniu.

12. Certyfikaty dostepu strony ufajacej portfelowi oraz certyfikaty rejestracji strony
ufajacej portfelowi, o ktérych mowa w rozporzadzeniu 2025/848, wydawane sg przez
kwalifikowanych dostawcow ushug zaufania, ktoérzy uzyskali wpis do rejestru, o ktorym
mowa w art. 2 pkt 1.

13. Certyfikaty rejestracji strony ufajacej portfelowi dla podmiotéw publicznych

moga by¢ wydawane przez ministra wtasciwego do spraw informatyzacji.



14. System teleinformatyczny, przy uzyciu ktérego prowadzony jest rejestr, o

ktérym mowa w ust. 1, zapewnia:

1)

2)

3)

4)

uwierzytelnianie uzytkownikow w sposob okreslony w ust. 3 oraz za pomoca

certyfikatu dostepu strony ufajacej portfelowi;

generowanie przez uwierzytelnionych uzytkownikow bedacych podmiotami

publicznymi certyfikatow rejestracji strony ufajacej portfelowi, odpowiadajacych

dokonanym wpisom odnoszacym si¢ do poszczegolnych ustug;

automatyczne uniewaznienie certyfikatow rejestracji strony ufajgcej portfelowi

wydanych w sposob, o ktorym mowa w pkt 2, w zwigzku z zaistnialymi we wpisie

do rejestru zmianami danych, ktore zostaty umieszczone w tych certyfikatach;

mechanizm informowania kwalifikowanych dostawcow ustug zaufania o:

a) koniecznosci uniewaznienia wydanych przez nich certyfikatoéw dostgpu strony
ufajacej portfelowi oraz certyfikatow rejestracji strony ufajacej portfelowi w
zwigzku z zaistnialymi we wpisie do rejestru zmianami danych, ktore zostaty
umieszczone w tych certyfikatach,

b) dokonaniu wpisu do rejestru na wniosek, o ktorym mowa w ust. 3 pkt 2, zlozony
za ich posrednictwem.

15. Minister wlasciwy do spraw informatyzacji okresli 1 udostepni w Biuletynie

Informacji Publicznej na swojej stronie podmiotowe;:

1)

2)

3)

krajowa polityke rejestracji w rejestrze stron ufajacych europejskim portfelom
tozsamosci cyfrowej, o ktdrej mowa w rozporzadzeniu 2025/848;

krajowa polityke certyfikacji 1 oswiadczen dotyczacych praktyk -certyfikacji
w odniesieniu do certyfikatow dostgpu strony ufajacej portfelowi, o ktoérej} mowa
w rozporzadzeniu 2025/848;

krajowa polityke certyfikacji 1 o$wiadczen dotyczacych praktyk certyfikacji
w odniesieniu do certyfikatow rejestracji strony ufajacej portfelowi, o ktoérej] mowa
w rozporzadzeniu 2025/848.

16. Podmioty wydajace certyfikaty dostgpu strony ufajacej portfela oraz certyfikaty

rejestracji strony ufajacej portfela stosuja si¢ do krajowych polityk, o ktérych mowa w

ust. 15.

17. Minister wlasciwy do spraw informatyzacji okresli w drodze rozporzadzenia

wzor wniosku o wpis, o ktorym mowa w ust. 3, uwzgledniajac konieczno$¢ zapewnienia

sprawnosci, prawidlowosci 1 bezpieczenstwa sktadania wnioskow.
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Art. 22¢. 1. Podmioty publiczne odpowiedzialne na poziomie krajowym za zrdédta
autentyczne, o ktérych mowa w zataczniku VI do rozporzadzenia 910/2014, zapewniaja
kwalifikowanym dostawcom ushug zaufania, ktorzy dostarczaja kwalifikowane
elektroniczne poswiadczenia atrybutéw, mozliwo$¢ weryfikacji tych atrybutow droga
elektroniczna, na zadanie uzytkownika, zgodnie z art. 45¢ ust. 1 rozporzadzenia 910/2014.

2. Podmioty inne niz podmioty publiczne odpowiedzialne na poziomie krajowym
za zrddta autentyczne, o ktérych mowa w zalaczniku VI do rozporzadzenia 910/2014,
moga zapewni¢ kwalifikowanym dostawcom ustug zaufania, ktorzy dostarczajg
kwalifikowane elektroniczne poswiadczenia atrybutéw, mozliwo$¢ weryfikacji tych
atrybutow droga elektroniczng, na zadanie uzytkownika, zgodnie z art. 45e ust. 1
rozporzadzenia 910/2014.

Art. 22d. 1. Podmiot odpowiedzialny za Zrédlo autentyczne, w rozumieniu art. 3 pkt
47 rozporzadzenia 910/2014, ktére umozliwia weryfikacje droga elektroniczng
autentycznosci atrybutow wymienionych w zalaczniku VI rozporzadzenia 910/2024,
sktada na pismie utrwalonym w postaci elektronicznej wnioski o zgloszenie przez ministra
wlasciwego do spraw informatyzacji atrybutoéw do katalogu atrybutoéw prowadzonego
przez Komisj¢ Europejska, o ktorym mowa w rozporzadzeniu 2025/1569, dotyczace
atrybutow, ktorych dotyczy to zrodto. Wniosek zawiera w informacje, o ktérych mowa w
art. 7 ust. 5 rozporzadzenia 2025/1569.

2. Podmiot odpowiedzialny za Zrédlo autentyczne w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 inne niz umozliwiajace weryfikacje droga elektroniczng
autentycznosci atrybutéw wymienionych w zataczniku VI rozporzadzenia 910/2014 moze
sktada¢ na piSmie utrwalonym w postaci elektronicznej wnioski o zgloszenie przez
ministra wlasciwego do spraw informatyzacji atrybutow do katalogu atrybutow
prowadzonego przez Komisj¢ Europejska, o ktorym mowa w rozporzadzeniu 2025/1569.
Whiosek zawiera informacje, o ktorych mowa w art. 7 ust. 5 rozporzadzenia 2025/1569.

3. Podmiot odpowiedzialny za zrodio autentyczne w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2024 moze sktada¢ na pisSmie utrwalonym w postaci elektronicznej
wnioski o zgloszenie przez ministra wlasciwego do spraw informatyzacji schematdéw
elektronicznych poswiadczen atrybutow do katalogu schematéw elektronicznych
poswiadczen atrybutow prowadzonego przez Komisj¢ Europejska, o ktorym mowa w
rozporzadzeniu 2025/1569, dotyczace atrybutdéw, ktorych dotyczy to zrodto. Wniosek

zawiera w informacje, o ktorych mowa w art. 8 ust. 3 rozporzadzenia 2025/1569.
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Art. 22e. 1. Minister wlasciwy do spraw informatyzacji sktada wnioski o wiaczenie
atrybutoéw wymienionych w zalaczniku VI do rozporzadzenia 910/2014 do katalogu
atrybutow zapewnianego przez Komisj¢ Europejska, o ktorym mowa przepisach
wydanych na podstawie art. 45d—45f rozporzadzenia 910/2014, oraz o modyfikacje
atrybutow w tym katalogu.

2. Minister wtasciwy do spraw informatyzacji sktada wnioski o wiaczenie
atrybutéw niewymienionych w zataczniku VI do rozporzadzenia 910/2014 do katalogu
atrybutow zapewnianego przez Komisje Europejska, o ktorym mowa przepisach
wydanych na podstawie art. 45d-45f rozporzadzenia 910/2014, oraz o modyfikacje
atrybutow w tym katalogu.

3. Minister wlasciwy do spraw informatyzacji sktada wnioski o wtaczenie schematu
po$wiadczen atrybutow do katalogu schematéw poswiadczen atrybutdw zapewnianego
przez Komisj¢ Europejska, o ktorym mowa w przepisach wydanych na podstawie art.
45d—45f rozporzadzenia 910/2014, Iub o modyfikacj¢ schematu w tym katalogu.

4. W przypadku gdy minister wlasciwy do spraw informatyzacji jest podmiotem
odpowiedzialnym za zrodto autentyczne, o ktérym mowa w zalaczniku VI do
rozporzadzenia 910/2014, sktada z urzedu wnioski, o ktorych mowa w ust. 11 2.

5. W przypadku gdy minister wtasciwy do spraw informatyzacji jest podmiotem,
ktory wydaje elektroniczne poswiadczenia atrybutow, o ktorych mowa w art. 45f
rozporzadzenia 910/2014, wykorzystujace dane stanowigce zrodto autentyczne, za ktore
jest odpowiedzialny, sktada z urzgdu wniosek, o ktorym mowa w ust. 3.

6. W przypadku gdy minister wtasciwy do spraw informatyzacji nie jest podmiotem
odpowiedzialnym za dane stanowigce zrodto autentyczne, o ktérym mowa w zalaczniku
VI do rozporzadzenia 910/2014, sktada wnioski, o ktérych mowa w ust. 112, na wniosek
podmiotu, o ktorym mowa w art. 22d ust. 11 2.

7. W przypadku gdy minister wlasciwy do spraw informatyzacji jest podmiotem,
ktory wydaje elektroniczne poswiadczenia atrybutow, o ktorych mowa w art. 45f
rozporzadzenia 910/2014, wykorzystujace dane stanowiace zrodto autentyczne, za ktore
nie jest odpowiedzialny, wnioski, o ktérych mowa w ust. 3, sktada na wniosek podmiotu,
o ktérym mowa w art. 22d ust. 3.

8. Schematy elektronicznych pos$wiadczen atrybutow do katalogu schematow

atrybutow zapewnianego przez Komisj¢ Europejska mogg zgtaszac:
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1) podmioty odpowiedzialne za zrodila autentyczne w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014,

2) kwalifikowani dostawcy ustug zaufania $wiadczacy ustugi wydawania
kwalifikowanych poswiadczen atrybutow,

3) dostawcy ustug online wpisani do rejestru stron ufajacych europejskim portfelom
tozsamosci cyfrowej, o ktorym mowa art. 22b ust. 1

- w zakresie elektronicznych poswiadczen atrybutow wykorzystujacych wpisane do
rejestru dane, poswiadczenia lub atrybuty, o ktorych mowa w pkt 9 zatgcznika I do
rozporzadzenia 2025/848.

Art. 22f. Minister wtasciwy do spraw informatyzacji moze wydawac elektroniczne
poswiadczenia atrybutow, o ktorych mowa w art. 45f rozporzadzenia 910/2014, w imieniu
podmiotow odpowiedzialnych za zrodta autentyczne.

Art. 22g. 1. Minister wlasciwy do spraw informatyzacji moze wydawac
uzytkownikowi europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w ustawie z
dnia 26 maja 2026 r. o aplikacji mObywatel, elektroniczne poswiadczenia atrybutow w
rozumieniu art. 3 pkt 44 rozporzadzenia 910/2014:

1) w formacie danych okreslonym w rozporzadzeniu wykonawczym Komisji (UE)
2024/2979 z dnia 28 listopada 2024 r. ustanawiajace zasady stosowania
rozporzadzenia Parlamentu Europejskiego 1 Rady (UE) nr 910/2014 w odniesieniu
do integralnos$ci i podstawowych funkcji europejskich portfeli tozsamosci cyfrowe;j
(Dz. U. UE. L. 22024 1. poz. 2979);

2) opatrzone zaawansowang pieczecig elektroniczng weryfikowang kwalifikowanym
certyfikatem ministra wtasciwego do spraw informatyzacji;

3) zawierajace dane i informacje, o ktorych mowa w art. 22h ust. 2 pkt 2.

2. Minister wlasciwy do spraw informatyzacji okresla i udostgpnia w Biuletynie
Informacji Publicznej wzory elektronicznych po$§wiadczen atrybutow, o ktérych mowa w
ust. 1, struktury danych, okres waznos$ci 1 zasady uniewazniania.

3. Elektroniczne po$wiadczenie atrybutdéw, o ktérym mowa w ust. 1, wywotuje taki
sam skutek prawny jak dokument wydany na podstawie przepisOw prawa powszechnie
obowigzujacego potwierdzajacy dany stan prawny lub uprawnienia osob postugujacych
si¢ nim, w tym dokument publiczny w rozumieniu ustawy z dnia 22 listopada 2018 r. o
dokumentach publicznych (Dz. U. z 2024 r. poz. 1669 1 1863 oraz z 2025 r. poz. 1881),

zaswiadczenie w rozumieniu ustawy z dnia 14 czerwca 1960 r. - Kodeks postgpowania
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administracyjnego lub dokument mobilny w rozumieniu ustawy dnia 26 maja 2023 r. o

aplikacji mObywatel.

Art. 22h. 1. Wnioski o wydawanie przez ministra wlasciwego do spraw
informatyzacji uzytkownikowi europejskiego portfela tozsamosci cyfrowej, o ktorym
mowa w ustawie z dnia 26 maja 2023 r. o aplikacji mObywatel, elektronicznych
poswiadczen atrybutéw moga sktada¢ na pismie utrwalonym w postaci elektroniczne;j:

1) podmioty, o ktorych mowa w art. 22d ust. 1-3, w zakresie elektronicznych
poswiadczen atrybutow wykorzystujacych atrybuty pochodzace ze zrodet
autentycznych, za ktére te podmioty s3 odpowiedzialne, lub

2) dostawcy ustug online wpisani do rejestru stron ufajacych europejskiemu portfelowi
tozsamosci cyfrowej, o ktorym mowa art. 22b ust. 1, w zakresie elektronicznych
poswiadczen atrybutow wykorzystujacych wpisane do rejestru dane, w tym
poswiadczenia lub atrybuty, o ktérych mowa w pkt 9 zatacznika I do rozporzadzenia
2025/848.

2. Whniosek, o ktorym mowa w ust. 1, zawiera:

1) wskazanie odpowiedniego schematu elektronicznego poswiadczenia atrybutow w
katalogu, o ktorym mowa w art. 8 rozporzadzenia 2025/1569 — w przypadku
elektronicznego poswiadczenia atrybutdw, o ktorym mowa w art. 22f,

2) dane okres$lajace:

a) odniesienie do przepisow, norm lub wytycznych, jezeli maja zastosowanie,

b) opisy semantyczne i rodzaje danych kazdego atrybutu, ktory ma by¢ czescia

elektronicznego po$§wiadczenia atrybutow,

¢) opis modelu zaufania 1 mechanizmdw zarzadzania stosowanych w celu wydania

poswiadczenia atrybutéw, w tym mechanizmow uniewaznienia,

d) opis zrodet informacji, niezbednych do wydawania elektronicznego

poswiadczenia atrybutéw

- w przypadku elektronicznego poswiadczenia atrybutow, o ktérym mowa w art. 22g.

3. Minister wlasciwy do spraw informatyzacji ocenia wnioski, o ktérych mowa w:

1) art. 22d ust. 1-3,

2) ust. 1

- uwzgledniajac w szczegdlnosci, czy realizacja wniosku przyczyni si¢ do
bezpiecznej 1 niezagrazajgcej prywatnosci interakcji elektronicznej miedzy obywatelami,

przedsigbiorstwami i organami publicznymi, do wspierania interoperacyjnos$ci, a takze
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czy spoteczne oczekiwanie 1 spodziewany zakres wykorzystania atrybutu lub

elektronicznego poswiadczenia atrybutdw objetego wnioskiem uzasadnia podjecie

dziatan.

4. W przypadku pozytywnej oceny wniosku, o ktérym mowa w:

1) art. 22d ust. 1-3 - minister wlasciwy do spraw informatyzacji sktada odpowiednio
wniosek o wlaczenie atrybutéw lub schematéw elektronicznych poswiadczen atrybutow
do odpowiednich katalogow prowadzonych przez Komisj¢ Europejska;

2) ust. 1 - minister wlasciwy do spraw informatyzacji zawiera z podmiotem,
porozumienie, w ktorym okre$la si¢ wymagania techniczne 1 organizacyjne umozliwiajace
wydawanie przez ministra elektronicznych poswiadczen atrybutow w europejskim
portfelu tozsamosci cyfrowej, o ktorym mowa w ustawie z dnia 26 maja 2023 r. o aplikacji
mObywatel.

5. W przypadku negatywnej oceny wniosku minister wilasciwy do spraw
informatyzacji odmawia realizacji tego wniosku w drodze decyzji administracyjne;.

Art. 221. Minister wlasciwy do spraw informatyzacji:

1) opracowuje i1 utrzymuje krajowy program certyfikacji, o ktérym mowa art. 3
rozporzadzenia wykonawczego Komisji (UE) 2024/2981 z dnia 28 listopada 2024 r.
ustanawiajacego zasady stosowania rozporzadzenia Parlamentu Europejskiego i
Rady (UE) nr 910/2014 w odniesieniu do certyfikacji europejskich portfeli
tozsamosci cyfrowej, w szczego6lnosci sporzadza i1 utrzymuje program certyfikacji
europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w ustawie z dnia 26
maja 2023 r. o aplikacji mObywatel;

2) wyznacza jednostkg certyfikujaca, o ktorej mowa w art. 2 pkt 9 rozporzadzenia
Wykonawczego Komisji (UE) 2024/2981 z dnia 28 listopada 2024 r.
ustanawiajgcego zasady stosowania rozporzadzenia Parlamentu Europejskiego i
Rady (UE) nr 910/2014 w odniesieniu do certyfikacji europejskich portfeli
tozsamosci cyfrowej;

3) peinirole organu nadzoru, o ktérym mowa w art. 46a rozporzadzenia 910/2014, oraz
przekazuje odpowiednie informacje do Komisji Europejskiej w tym zakresie.

Art. 22j. Zadania ministra wlasciwego do spraw informatyzacji, o ktérych mowa w
art. 14a ustawy z dnia 26 maja 2023 r. o aplikacji mObywatel, nie mogg by¢ realizowane
przez t¢ samg komoérke organizacyjng w urzedzie obstugujacym tego ministra, ktora

realizuje zadania, o ktorych mowa w art. 221, sprawuje nadzér nad dostawcami ustug
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11)

zaufania, o ktorym mowa w art. 27 ust. 1, lub sprawuje nadzoér nad krajowym schematem

identyfikacji elektronicznej, o ktdrym mowa w art. 39a.”;

art. 23 otrzymuje brzmienie:

1)

2)

3)

4)

5)

6)

7)

8)

9)

,»Art. 23. Minister wiasciwy do spraw informatyzacji:

koordynuje dziatania na poziomie krajowym na rzecz wspotpracy z panstwami
cztonkowskimi Unii Europejskiej w sprawach dotyczacych systemow identyfikacji
elektronicznej, prowadzonej zgodnie z art. 12 ust. 5 rozporzadzenia 910/2014;

po uzyskaniu opinii CSIRT GOV, CSIRT MON i CSIRT NASK, o ktorych mowa w
art. 2 pkt 1-3 ustawy z dnia 5 lipca 2018 r. o krajowym systemie
cyberbezpieczenstwa (Dz. U. z 2024 r. poz. 1077), udostgpnia kod zrédlowy
poszczegb6lnych komponentow oprogramowania europejskiego portfela tozsamoscei,
o ktérym mowa w ustawie z dnia 26 maja 2023 r. o aplikacji mObywatel;
informuje uzytkownikow europejskich portfeli tozsamos$ci cyfrowej o wszelkich
naruszeniach bezpieczenstwa zgodnie z art. 5a ust. 6 rozporzadzenia 910/2014;
zapewnia nieodplatne mechanizmy walidacji, o ktéorych mowa w art. 5a ust. 8
rozporzadzenia 910/2014;

przekazuje Komisji Europejskiej informacje, o ktorych mowa w art. 5a ust. 18
rozporzadzenia 910/2014;

udostepnia publicznie informacje, o ktorych mowa w art. 5b ust. 2, online, w postaci
umozliwiajacej ich automatyczne przetwarzanie, elektroniczne podpisanie lub
opatrzenie pieczgcig elektroniczng, oraz zapewnia mechanizm umozliwiajacy
identyfikacj¢ 1 uwierzytelnianie strony wufajacej europejskiemu portfelowi
tozsamosci cyfrowej, o ktérym mowa w art. 5b ust. 7 rozporzadzenia 910/2014;
wyznacza wlasciwe jednostki oceniajace zgodnos¢ europejskich portfeli tozsamosci
cyfrowej, o ktorych mowa w art. 5c ust. 1 rozporzadzenia 910/2014, oraz przekazuje
ich nazwy 1 adresy do Komisji Europejskiej, zgodnie z art. 5c ust. 7 rozporzadzenia
910/2014;

ustanawia krajowy program certyfikacji, w odniesieniu do wymogéw, o ktérych
mowa w art. 5c ust. 3 rozporzadzenia 910/2014 oraz przekazuje projekt tego
programu Grupie Wspotpracy;

informuje Komisje Europejska oraz Grupe Wspodlpracy o wszelkich zmianach
zwigzanych z europejskimi portfelami tozsamosci cyfrowej, o ktorych mowa a art.

5d ust. 1 rozporzadzenia 910/2014;
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12)

13)

10) wyznacza wlasciwe jednostki oceniajgce zgodnos$¢ systemow identyfikacji
elektronicznej, o ktorych mowa w art. 12a ust. 1 rozporzadzenia 910/2014 oraz
przekazuje ich nazwy i adresy do Komisji Europejskiej, zgodnie z art. 12a ust. 6
rozporzadzenia 910/2014;

11) uzyskuje dodatkowe informacje na temat systemoéw identyfikacji elektronicznej, o
ktérych mowa w art. 12a ust. 4 rozporzadzenia 910/2014;

12) przekazuje Komisji Europejskiej informacje o jednostkach oceniajacych zgodnos$¢,
o ktorych mowa w art. 20 ust. 1b rozporzadzenia 910/2014;

13) wyznacza podmioty certyfikujace urzadzenia do sktadania podpisu elektronicznego,
o ktérych mowa w art. 30 ust. 1, rozporzadzenia 910/2014, przekazuje ich nazwy i
adresy do Komisji Europejskiej, zgodnie z art. 30 ust. 2 rozporzadzenia 910/2014,
oraz informacje o urzadzeniach certyfikowanych przez te podmioty, zgodnie z art.
31 ust. 1 rozporzadzenia 910/2014;

14) notyfikuje Komisji Europejskiej podmioty sektora publicznego, o ktorych mowa w
art. 3 pkt 46 rozporzadzenia 910/2014, zgodnie z art. 45f ust. 3 rozporzadzenia
910/2014;

15) wyznacza przedstawicieli do Grupy Wspotpracy, o ktorej] mowa w art. 46e ust. 2
rozporzadzenia 910/2014.”;

po art. 23 dodaje si¢ art. 23a w brzmieniu:

,»Art. 23a. Zadania ministra wlasciwego do spraw informatyzacji, o ktorych mowa w

art. 22f 1 art. 22g, nie moga by¢ realizowane przez t¢ sama komorke organizacyjng w

urzedzie obstugujagcym tego ministra, ktora sprawuje nadzor nad dostawcami ustug

zaufania, o ktorym mowa w art. 27 ust. 1, lub sprawuje nadzor nad krajowym schematem
identyfikacji elektronicznej, o ktérym mowa w art. 39a.”;

w art. 24:

a) w ust. 2 skresla si¢ kropke 1 dodaje si¢ wyrazy ,,oraz dokument potwierdzajacy
certyfikacje, o ktorej mowa w art. 12a ust. 1 tego rozporzadzenia.”,

b) ust. 3 14 otrzymujg brzmienie:

»3. Minister witasciwy do spraw informatyzacji moze zglosi¢ system
identyfikacji elektronicznej do przeprowadzenia wzajemnej oceny, o ktdrej mowa w
art. 12 ust. 5 rozporzadzenia 910/2014, oraz do notyfikacji, o ktérej mowa w art. 9
rozporzadzenia 910/2014, po pozytywnym zweryfikowaniu wniosku, o ktérym

mowa w ust. 1, bioragc pod uwage warunki kwalifikowania si¢ systemu do

17



14)

15)

notyfikowania wskazane w art. 7 tego rozporzadzenia oraz polityke panstwa w
zakresie identyfikacji elektronicznej. 4. Minister wiasciwy do spraw informatyzacji
zglasza systemy identyfikacji elektronicznej do notyfikacji, o ktérej mowa w art. 9

rozporzadzenia 910/2014, i zmiany w tych systemach, oraz realizuje zadania, o

ktorych mowa w rozporzadzeniu wykonawczym Komisji (UE) 2025/1568 z dnia 29

lipca 2025 r. ustanawiajagcym zasady stosowania rozporzadzenia Parlamentu

Europejskiego i Rady (UE) nr 910/2014 w odniesieniu do ustalen proceduralnych

dotyczacych wzajemnych ocen systemow identyfikacji elektronicznej 1 wspotpracy

w zakresie organizacji takich przegladow w ramach grupy wspoélpracy oraz

uchylajacym decyzj¢ wykonawcza Komisji (UE) 2015/296 (Dz. Urz. UE. L. z 2025

1. poz. 1568).”;

po art. 24 dodaje si¢ art. 24a w brzmieniu:

»Art. 24a. 1. Dostawca rozwigzania sklada wniosek do ministra wiasciwego do
spraw informatyzacji. o uznanie rozwigzania jako europejskiego portfela tozsamosci
cyfrowej wydawanego niezaleznie od jednego z panstw cztonkowskich Unii Europejskiej,
o ktorym mowa w art. 5a ust. 2 lit. ¢ rozporzadzenia 910/2014.

2. Do wniosku zalacza si¢ dokument potwierdzajacy certyfikacje, o ktorej mowa w
art. 5c ust. 1 rozporzadzenia 910/2014.

3. Minister wlasciwy do spraw informatyzacji rozpatrujgc wniosek bierze pod uwage
warunki kwalifikowania si¢ systemu identyfikacji elektronicznej, w ramach ktoérego
zapewniany ma by¢ europejski portfel tozsamosci cyfrowej, do notyfikowania, wskazane
w art. 7 rozporzadzenia 910/2014, certyfikacj¢, o ktorej mowa w art. 12a ust. 1 tego
rozporzadzenia oraz polityke panstwa w zakresie identyfikacji elektroniczne;.

4. Po pozytywnym rozpatrzeniu wniosku minister wtasciwy do spraw informatyzacji
uznaje europejski portfel tozsamosci cyfrowej, o ktérym mowa w ust. 1, i informuje
Komisj¢ Europejska 1 Grupe Wspotpracy o oraz przekazuje Komisji Europejskiej
informacje o ktérych mowa w art. 5a ust. 18 rozporzadzenia 910/2014.

5. Odmowa uwzglednienia wniosku, o ktorym mowa w ust. 1, nastepuje w drodze
decyzji administracyjne;j.”;

uchyla sig¢ art. 37.

Art. 2. W ustawie z dnia 29 czerwca 1995 r. o statystyce publicznej (Dz. U. z 2024 r. poz.

1799 oraz z 2025 r. poz. 1792) w art. 42 wprowadza si¢ nast¢pujace zmiany:

1)

po ust. 7 dodaje si¢ ust. 7a w brzmieniu:

18



,»71a. Ztozenie wniosku o zmiang¢ cech objetych wpisem oraz wniosku o skreslenie z
rejestru podmiotéw dla podmiotdéw, o ktorych mowa w art. 10a ust. 3 ustawy z dnia 18
listopada 2020 r. o dorgczeniach elektronicznych (Dz. U. z 2026 r. poz. 3), moze nastgpic
rowniez na podstawie przepisow ustawy z dnia 18 listopada 2020 r. o doreczeniach
elektronicznych.”;

2) po ust. 8 ust. 8a otrzymuje brzmienie:

,»8a. Przepisu ust. 7 1 7a nie stosuje si¢ rowniez, jezeli zmiana dotyczy jedynie cech
objetych wpisem, niebedacych przedmiotem wpisu w Katalogu Podmiotow Publicznych,
o ktérym mowa w art. 10a ust. 3 ustawy z dnia 18 listopada 2020 r. o doreczeniach

elektronicznych.”.

Art. 3. W ustawie z dnia 20 sierpnia 1997 r. o Krajowym Rejestrze Sadowym (Dz. U. z
2025 r. poz. 869, 1556 1 1792) wprowadza si¢ nastgpujace zmiany:
2) wart. 20 w ust. 1c pkt 3 otrzymuje brzmienie:
,»3) ministra wlasciwego do spraw informatyzacji w celu:
a) dokonania wpisu adresu do doreczen elektronicznych do bazy adresow
elektronicznych lub dokonania aktualizacji danych,
b) gromadzenia lub aktualizacji danych w Katalogu Podmiotéw Publicznych, o
ktorym mowa w art. 10a ust. 3 ustawy z dnia 18 listopada 2020 r. o dorgczeniach

elektronicznych (Dz. U. z 2026 r. poz. 3).”.

Art. 4. W ustawie z dnia 17 lutego 2005 r. o informatyzacji dziatalno$ci podmiotow
realizujacych zadania publiczne (Dz. U. z 2025 r. poz. 1703) wprowadza si¢ nast¢pujace
zmiany:

1) wart. 3 pkt 14 otrzymuje brzmienie:

,»14) profil zaufany — §rodek identyfikacji elektronicznej zawierajacy zestaw danych:

a) identyfikujacych 1 opisujacych osobe fizyczna, ktéra posiada peilng albo
ograniczong zdolno$¢ do czynnos$ci prawnych, ktory zostat wydany w sposob,
o ktéorym mowa w art. 20c albo art. 20cb, lub

b) identyfikujacych i opisujacych podmiot publiczny, ktéry zostat wydany w
sposob, o ktorym mowa w art. 20cc, lub

c) identyfikujacych 1 opisujacych osobe fizyczng reprezentujaca podmiot

publiczny, ktory zostat wydany w sposdb, o ktérym mowa w art. 20cd;”;
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2)

3)

w art. 20aa w ust. 1:

a) wpkt 1 w lit. ¢ $rednik zastepuje si¢ przecinkiem i dodaje si¢ lit. d w brzmieniu:

,»d) europejski portfel tozsamosci cyfrowej, o ktorym mowa w ustawie z dnia 26

maja 2023 r. o aplikacji mObywatel”,

b) w pkt 2 w lit. b $rednik zast¢puje si¢ przecinkiem i dodaje si¢ lit. ¢ w brzmieniu:

»C) ztozenie wniosku, o ktorym mowa w art. 20cc;”;

w art. 20ac w ust. 2:

a) wpktl

— W€

wprowadzeniu do wyliczenia po wyrazie ,,0soby” dodaje si¢ wyraz

»fizycznej”,

— w lit. f érednik zastepuje si¢ przecinkiem i dodaje si¢ i dodaje si¢ lit. g—-k w

brzmieniu:

»g)
h)
i)
j)
k)

miejsce urodzenia;

obywatelstwo;

pte¢;

nazwisko rodowe;

wizerunek twarzy uzytkownika europejskiego portfela tozsamosci cyfrowe;,

o ktéorym mowa w ustawie z dnia 26 maja 2023 r. o aplikacji mObywatel;”,

b) po pkt 1 dodaje si¢ pkt 1a—1d w brzmieniu:

,»1a) podmiotu publicznego, ktoremu wydano profil zaufany obejmujace:

a)

b)

nazwe¢ zgodng z Katalogiem Podmiotow Publicznych, o ktérym mowa w
art. 10a ust. 3 ustawy z dnia 18 listopada 2020 r. o doreczeniach
elektronicznych (Dz. U. z 2026 r. poz. 3), zwanym dalej ,,KPP”,

numer KPP;

1b) osoby fizycznej, ktorej wydano profil zaufany osoby reprezentujacej podmiot

publiczny obejmujace:

a)
b)
©)
d)
e)
f)

imi¢ (imiona),

nazwisko,

dat¢ urodzenia,

numer PESEL,

nazwe reprezentowanego podmiotu publicznego zgodng z KPP,

numer KPP reprezentowanego podmiotu publicznego;
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Ic) administratora profilu zaufanego wydanego podmiotowi publicznemu
obejmujace:
a) 1imi¢ (imiona),
b) nazwisko,
c) date urodzenia
d) numer PESEL,
€) nazwe reprezentowanego podmiotu publicznego zgodng z KPP,
f)  numer KPP reprezentowanego podmiotu publicznego,
1d) dane o ktérych mowa w art. 14a ust. 3 ustawy z dnia 26 maja 2023 r. o aplikacji
mObywatel;”;

4) wart. 20ad:

a)
b)

d)

w ust. 1 po wyrazach ,,Profil zaufany” dodaje si¢ wyrazy ,,0soby fizyczne;”,
po ust. 1 dodaje si¢ ust. 1ai 1b w brzmieniu:

,»la. Profil zaufany podmiotu publicznego zawiera dane identyfikujace ten
podmiot obejmujace:

1) nazwe zgodng z KPP;
2) numer KPP.

1b. Profil zaufany osoby fizycznej reprezentujacej podmiot publiczny zawiera

dane obejmujace:

1) imig¢ (imiona);

2) nazwisko;

3) dat¢ urodzenia;

4) nazwe reprezentowanego podmiotu publicznego zgodng z KPP;

5) numer KPP reprezentowanego podmiotu publicznego.”,

w ust. 2 po wyrazach ,,profilu zaufanego” dodaje si¢ wyrazy ,,0soby fizycznej”;
po ust. 2 dodaje si¢ ust. 2a w brzmieniu:

»2a. W procedurze potwierdzania profilu zaufanego osoby fizycznej
reprezentujacej podmiot publiczny dane, o ktérych mowa w ust. 1b, sg pobierane
automatycznie z danych zawartych w profilu zaufanym osoby fizycznej
wskazywanej w sposob, o ktérym mowa w art. 20cd, oraz z profilu zaufanego
podmiotu publicznego, za pomocag ktorego potwierdzono profil zaufany osoby

fizycznej reprezentujacej podmiot publiczny.”;
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5)

6)

w art. 20c w ust. 1 we wstepie do wyliczenia po wyrazach ,,profilu zaufanego™ dodaje si¢

wyrazy ,,0soby fizycznej”;

po art. 20cb dodaje si¢ art. 20cc i art. 20cd w brzmieniu:

»Art. 20cc. 1. Profil zaufany podmiotu publicznego potwierdza minister wiasciwy
do spraw informatyzacji na wniosek podmiotu publicznego zlozony za pomocg ustugi
online udostepnianej w ramach systemu teleinformatycznego, o ktorym mowa w art. 20aa
ust. 1.

2. Wniosek, o ktorym mowa w ust. 1, zawiera:

1) nazwe¢ 1 numer KPP wnioskujacego podmiotu publicznego, dla ktéorego ma byc¢
wydany profil zaufany podmiotu publicznego;

2) imig¢ (imiona), nazwisko i numer PESEL administratora wskazanego do zarzadzania
profilem zaufanym podmiotu publicznego;

3) kwalifikowany podpis elektroniczny osoby lub organu, ktéory zgodnie z
obowigzujacymi przepisami, statutem lub umowa, jest uprawniony do zarzadzania
podmiotem publicznym, z wylaczeniem pelnomocnikéw ustanowionych przez ten
podmiot.

3. Whniosek moze zawiera¢ wskazanie wigcej niz jednego administratora.

4. Odwotanie lub zmiana administratora nastg¢puje z wykorzystaniem wniosku, o
ktorym mowa w ust. 1, lub jest realizowane w systemie, o ktorym mowa w art. 20aa ust.
1, przez aktualnego administratora.

5. Profil zaufany podmiotu publicznego jest powigzany z profilami zaufanymi oso6b
fizycznych, wskazanych jako administratorzy we wniosku, o ktorym mowa w ust. 1, lub
w sposob, o ktorym mowa w ust. 4, 1 jest wykorzystywany przy uzyciu ich profili
zaufanych, z wykorzystaniem mechanizméw uwierzytelniania polegajacych na profilu
osobistym lub kwalifikowanym certyfikacie podpisu elektronicznego.

Art. 20cd. 1. Profil zaufany osoby fizycznej reprezentujgcej podmiot publiczny jest
potwierdzany za pomocg profilu zaufanego podmiotu publicznego.

2. Profil zaufany osoby fizycznej reprezentujacej podmiot publiczny jest powigzany
z profilem zaufanym osoby fizycznej tej osoby i1 uzycie profilu zaufanego osoby fizycznej
reprezentujacej podmiot publiczny jest mozliwe przy uzyciu profilu zaufanego osoby

fizycznej tej osoby.
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3. Usunigcie powigzania, o ktorym mowa w ust. 2, oznacza uniewaznienie profilu
zaufanego osoby fizycznej reprezentujacej podmiot publiczny i moze by¢ wykonane:
1) przy uzyciu profilu zaufanego podmiotu publicznego;
2) przy uzyciu profilu zaufanego osoby fizycznej powigzanego z profilem zaufanym

osoby fizycznej tej osoby reprezentujgcej podmiot publiczny.”.

Art. 5. W ustawie z dnia 18 listopada 2020 r. o dorgczeniach elektronicznych (Dz. U. z

2026 r. poz. 3) wprowadza si¢ nast¢pujace zmiany:

1)

2)

w art. 2 po pkt 6 dodaje si¢ pkt 6a w brzmieniu:

,»0a) podmiot niepubliczny realizujacy zadania publiczne — podmiot niepubliczny
niebedacy osobg fizyczna, realizujacy lub wspierajacy $wiadczenie tych zadan na
podstawie odrebnych przepiséw albo na podstawie powierzenia lub zlecenia tego
zadania;”;

po rozdziale 1 dodaje si¢ rozdziat 1a w brzmieniu:

,,Rozdziatl 1a.
Katalog Podmiotow Publicznych

Art. 10a. 1. Minister wlasciwy do spraw informatyzacji prowadzi w systemie
teleinformatycznym, bedacy rejestrem publicznym, Katalog Podmiotéw Publicznych, w
ktorym gromadzone sg dane o podmiotach publicznych i podmiotach niepublicznych
realizujgcych zadania publiczne, oraz zapewnia jego utrzymanie i rozwo6j, w tym:

1) zapewnia ochron¢ przed nieuprawnionym dostgpem do Katalogu Podmiotéw

Publicznych;

2) zapewnia integralnos¢ danych przetwarzanych w Katalogu Podmiotéw Publicznych;
3) zapewnia dostepnos$¢ systemu teleinformatycznego, w ktorym prowadzony jest

Katalog Podmiotow Publicznych;

4) przeciwdziala uszkodzeniom systemu teleinformatycznego, w ktorym prowadzony
jest Katalog Podmiotéw Publicznych;

5) okresla zasady bezpieczenstwa przetwarzanych danych, w tym danych osobowych;

6) okresla zasady zglaszania naruszenia ochrony danych osobowych;

7) zapewnia rozliczalno$¢ dziatan dokonywanych na danych w Katalogu Podmiotow

Publicznych;

8) zapewnia poprawnos$¢ danych przetwarzanych w Katalogu Podmiotow Publicznych.
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2. Prowadzenie Katalogu Podmiotow Publicznych ma na celu gromadzenie

kompletnych, aktualnych i ustandaryzowanych danych o podmiotach publicznych i

podmiotach niepublicznych realizujacych zadania publiczne.

1)

3. W Katalogu Podmiotéw Publicznych gromadzi si¢ i przetwarza nast¢pujace dane:

podmiotow publicznych 1 podmiotow niepublicznych realizujacych zadania

publiczne:

a)

b)
©)

nazwa lub firma, pod ktoéra podmiot dziata, a w przypadku komornika sadowego
jego imi¢ 1 nazwisko oraz tytut,

numer identyfikacyjny REGON, jezeli zostat nadany,

numer identyfikacji podatkowej (NIP), jezeli zostat nadany, lub informacje o
jego uniewaznieniu lub uchyleniu,

numer KRS, jezeli zostat nadany,

numer w Katalogu Podmiotow Publicznych,

oznaczenie formy prawnej,

adres siedziby,

adres do korespondencji,

forma wtasnosci,

data powstania podmiotu,

data zawieszenia dziatalnosci,

data wznowienia dziatalnosci,

data zakonczenia dziatalnosci,

wykonywana dziatalno$¢, w tym rodzaj przewazajacej dziatalnosci,

dane kontaktowe podmiotu (adres poczty elektronicznej, numer telefonu, faks,
adres strony internetowej oraz adres do dorgczen elektronicznych i adres
elektronicznej skrzynki podawczej),

identyfikatory i nazwy jednostek podziatu terytorialnego,

identyfikatory 1 nazwy miejscowosci,

identyfikacji adresowej ulic, nieruchomosci, budynkow i mieszkan,

dane o reprezentantach podmiotu i sposobie reprezentacji,

akcie prawnym bedacy podstawa dziatalno$ci,

realizowanym zadaniu publicznym oraz terminie jego realizacji, jezeli zostat

okreslony,
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2)

3)

v) identyfikator odbiorcy ptatnosci na platformie, o ktorej mowa w art. 7 ust. 1
ustawy z dnia 9 listopada 2018 r. o elektronicznym fakturowaniu w
zamowieniach publicznych, koncesjach na roboty budowlane lub ustugi oraz
partnerstwie publiczno-prywatnym (Dz. U. z 2020 r. poz. 1666 oraz z 2023 r.
poz. 1598),

w) numer identyfikacyjny szkoty, placéwki lub centra, o ktorym mowa w art. 9¢
ust. 2b ustawy z dnia 7 wrze$nia 1991 r. o systemie o$wiaty (Dz. U. z 2025 r.
poz. 88111019),

x) szczegblowe informacje o wszystkich siedzibach podmiotu oraz komoérkach
organizacyjnych,

y) struktur¢ organizacja w zakresie nadrzednosci i podrzednosci podmiotow
wzgledem siebie,

z) informacje o jednostkach lokalnych w zakresie danych, o ktérych mowa w lit.
a—y — w zakresie w jakim je posiadaja;

0s6b fizycznych (imig, nazwisko, numer PESEL oraz wykorzystywane do realizacji

obowiazkow stuzbowych numer telefonu, adres poczty elektronicznej lub adres do

dorgczen elektronicznych), ktore:

a) kieruja podmiotami, o ktérych mowa w pkt 1,

b) sguprawnione do reprezentacji podmiotu, o ktorym mowa w pkt 1,

¢) administrujga kontem podmiotu w Katalogu Podmiotow Publicznych;

imi¢ 1 nazwisko administratora skrzynki dorgczen podmiotu, o ktérym mowa w pkt

1, jego adres poczty elektronicznej oraz numer PESEL, a jezeli nie zostat nadany —

niepowtarzalny identyfikator nadany przez jedno z panstw cztonkowskich Unii

Europejskiej dla celow transgranicznej identyfikacji, o ktérym mowa w

rozporzadzeniu wykonawczym Komisji 2015/1501.

4. Podmioty publiczne oraz podmioty niepubliczne realizujace zadania publiczne

zamieszczaja w katalogu podmiotow publicznych informacje dotyczace ich organizacji i

funkcjonowania oraz aktualizujg je nie pdzniej niz w terminie 5 dni roboczych od dnia

zmiany tych informacji.

5. Minister wilasciwy do spraw informatyzacji usuwa z Katalogu Podmiotow

Publicznych dane osobowe niezwlocznie po ich aktualizacji, wycofaniu albo wycofaniu

podmiotu z Katalogu Podmiotow Publicznych.
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6. Minister wlasciwy do spraw informatyzacji jest administratorem danych

przetwarzanych w Katalogu Podmiotow Publicznych.

Art. 10b. Do Katalogu Podmiotéw Publicznych, po utworzeniu konta podmiotu,

przekazywane sa automatycznie, za posrednictwem interfejsu programistycznego

aplikacji danego systemu, nast¢pujgce dane podmiotéw publicznych oraz podmiotow

niepublicznych realizujacych zadania publiczne:

1) zkrajowego rejestru urzgdowego podmiotow gospodarki narodowej, o ktdrym mowa

w art. 42 ustawy dnia 29 czerwca 1995 r. o statystyce publicznej (Dz. U. z 2024 r.

poz. 1799):

a) numer identyfikacyjny REGON, jezeli zostal nadany,

b) nazwg lub firme, pod ktora podmiot dziata, a w przypadku komornika sagdowego
jego imi¢ 1 nazwisko oraz tytul,

¢) forma wlasnosci,

d) forma prawna,

e) numer identyfikacji podatkowej (NIP), jezeli zostat nadany, lub informacje¢ o
jego uniewaznieniu lub uchyleniu,

f)  data powstania podmiotu,

g) data zawieszenia dzialalnosci,

h) data wznowienia dziatalnosci.

1)  data zakonczenia dziatalnosci,

j)  adres siedziby,

k) wykonywana dziatalno$¢, w tym rodzaj przewazajacej dziatalnosci,

1) numer telefonu 1 faksu siedziby, adres poczty elektronicznej oraz strony
internetowej, o ile podmiot takie posiada i poda je do rejestru podmiotow,

m) nazwa organu rejestrowego lub ewidencyjnego, nazwa rejestru (ewidencji) i
nadany przez ten organ numer, w tym numer KRS oraz numer identyfikacyjny
szkoty, placowki lub centra, o ktorym mowa w art. 9c ust. 2b ustawy z dnia 7
wrzesnia 1991 r. o systemie o$wiaty,

n) informacje o jednostkach lokalnych tych podmiotéw w zakresie okreslonym w

lit. b, f, g, h, 1, j, k, m;

2) z krajowego rejestru urzedowego podziatu terytorialnego kraju, o ktorym mowa w

art. 47 ustawy z dnia 29 czerwca 1995 r. o statystyce publiczne;j:

a)

identyfikatory i nazwy jednostek podziatu terytorialnego,
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b) identyfikatory i nazw miejscowosci,
¢) identyfikacje adresowa ulic, nieruchomosci, budynkow i mieszkan;
3) zbazy adresoéw elektronicznych:
a) adresy do doregczen elektronicznych,
b) imig¢ i nazwisko administratora skrzynki dorgczen podmiotu, o ktorym mowa w
art. 10a ust. 3 pkt 1, jego adres poczty elektronicznej oraz numer PESEL, a
jezeli nie zostat nadany — niepowtarzalny identyfikator nadany przez jedno z
panstw cztonkowskich Unii Europejskiej dla celow transgranicznej
identyfikacji, o ktérym mowa w rozporzadzeniu wykonawczym Komisji
2015/1501;
4) zelektronicznej Platformy Ustug Administracji Publicznej — adresy elektronicznych
skrzynek podawczych;
5) z Krajowego Rejestru Sadowego — dane o reprezentantach podmiotu i sposobie
reprezentacji.

Art. 10c. Minister wlasciwy do spraw informatyzacji moze wprowadza¢, wycofywac
lub aktualizowa¢ dane, o ktérych mowa w art. 10a ust. 3 pkt 1 lit. a, g-i,n, 0, t, u, X, y,
oraz z, o podmiotach publicznych oraz o podmiotach niepublicznych realizujacych
zadania publiczne na podstawie danych pochodzacych z rejestrow publicznych lub na
podstawie danych, w ktorych posiadaniu jest minister wiasciwy do spraw informatyzacji
pochodzacych z systemow teleinformatycznych prowadzonych przez tego ministra, a
takze prostowa¢ oczywiste bledy 1 omytki pisarskie.

Art. 10d. 1. Minister wtasciwy do spraw informatyzacji na wniosek podmiotu
publicznego ztozony w systemie teleinformatycznym, przy uzyciu ktorego prowadzony
jest Katalog Podmiotéw Publicznych z wykorzystaniem ustugi online udostgpnionej przez
ministra wtasciwego do spraw informatyzacji, tworzy konto podmiotu w Katalogu
Podmiotéw Publicznych.

2. Jezeli podmiot publiczny nie ztozy wniosku, o ktorym mowa w ust. 1, minister
wlasciwy do spraw informatyzacji moze, na podstawie danych z rejestrow i systemow, o
ktérych mowa w art. 10b i art. 10c, albo innych danych i informacji udostgpnianych przez
podmiot publiczny na swojej stronie podmiotowej w Biuletynie Informacji Publicznej, a
jezeli nie prowadzi strony podmiotowej w Biuletynie Informacji Publicznej — na swojej
stronie internetowej, utworzy¢ z urzedu temu podmiotowi konto podmiotu w Katalogu

Podmiotow Publicznych. Minister wlasciwy do spraw informatyzacji powiadamia
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niezwlocznie podmiot publiczny o utworzeniu temu podmiotowi konta w Katalogu
Podmiotéw Publicznych.

3. Podmiot publiczny, ktory powierzyt lub zlecit realizacj¢ zadania publicznego
podmiotowi niepublicznemu realizujgcemu zadanie publiczne jest obowigzany do
ztozenia wniosku o utworzenie podmiotowi niepublicznemu realizujagcemu zadania
publiczne konta podmiotu w Katalogu Podmiotéw Publicznych w systemie
teleinformatycznym przy uzyciu ktorego prowadzony jest Katalog Podmiotow
Publicznych z wykorzystaniem ustugi online udostepnionej przez ministra wtasciwego do
spraw informatyzacji. W przypadku gdy podmiot niepubliczny realizujacy zadanie
publiczne jest juz wpisany do Katalogu Podmiotéw Publicznych to wniosek ten jest
podstawa do dokonania aktualizacji danych danego podmiotu niepublicznego
realizujacego zadania publiczne.

4. Wniosek, o ktorym mowa w ust. 1 albo 3, opatruje si¢ kwalifikowang pieczgcia
elektroniczng podmiotu lub kwalifikowanym podpisem elektronicznym, podpisem
zaufanym albo podpisem osobistym osoby fizycznej uprawnionej do ztozenia wniosku.

5. Jezeli wniosek, o ktéorym mowa w ust. 1 albo 3, zawiera braki lub nieprawidlowe
dane, minister wtasciwy do spraw informatyzacji zwraca wniosek wskazujac jego braki
lub nieprawidtowe dane, z pouczeniem, ze ich usunigcie wymaga ztozenia ponownego
wniosku, a wniosek zawierajacy braki lub nieprawidtowe dane nie podlega rozpoznaniu.
Zwrot wniosku nastgpuje za posrednictwem ustugi online z wykorzystaniem ktorej
wniosek zostal ztozony.

6. Utworzenie konta podmiotu w Katalogu Podmiotow Publicznych stanowi
czynno$¢ materialno-techniczng.

7. Minister wlasciwy do spraw informatyzacji odmawia utworzenia konta podmiotu,
w drodze decyzji administracyjnej, jezeli podmiot nie jest podmiotem publicznym albo
podmiot publiczny wystapil o utworzenie konta podmiotu w Katalogu Podmiotow
Publicznych dla podmiotu, ktory nie jest podmiotem niepublicznym realizujagcym zadania
publiczne.

8. Podmiot publiczny wycofuje z Katalogu Podmiotéw Publicznych podmiot
niepubliczny realizujacy zadanie publiczne, ktéremu powierzyl lub zlecit realizacje
zadania publicznego, jezeli zakonczyta si¢ realizacja powierzonego lub zleconego zadania
publicznego. W przypadku gdy podmiot niepubliczny realizujgcy zadanie publiczne

realizuje wigcej niz jedno zadanie publiczne to podmiot publiczny wycofanie z Katalogu
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Podmiotow Publicznych jest podstawa do dokonania aktualizacji danych danego
podmiotu niepublicznego realizujacego zadania publiczne.

9. Podmiotowi publicznemu oraz podmiotowi niepublicznemu realizujagcemu
zadania publiczne po utworzeniu konta podmiotu w Katalogu Podmiotoéw Publicznych
jest nadawany automatycznie numer w Katalogu Podmiotéw Publicznych.

10. W przypadku ponownego powierzenia, zlecenia lub wsparcia realizacji zadania
publicznego przez podmiot publiczny podmiotowi niepublicznemu realizujacego zadania
publiczne i1 ztozenia wniosku o utworzenie konta, o ktorym mowa w ust. 3, minister
wlasciwy do spraw informatyzacji przywraca dost¢p do uprzednio utworzenia konta, a
numer w Katalogu Podmiotéw Publicznych nie ulega zmianie.

11. Podmioty publiczne oraz podmioty niepubliczne realizujace zadania publiczne
sg administratorami konta podmiotu w Katalogu Podmiotéw Publicznych w zakresie jego
zarzadzania 1 obshugi.

12. Uwierzytelnienie w Katalogu Podmiotéw Publicznych nastepuje w sposob
okreslony w art. 20a ust. 1 pkt 1 Iub 2 ustawy z dnia 17 lutego 2005 r. o informatyzacji
dziatalnosci podmiotow realizujacych zadania publiczne (Dz. U. z 2025 r. poz. 1703).

Art. 10e. 1. Minister wiasciwy do spraw informatyzacji po utworzeniu konta
podmiotu w Katalogu Podmiotow Publicznych, na wniosek podmiotu publicznego albo
podmiotu niepublicznego realizujacego zadania publiczne, tworzy konto administratora
podmiotu stuzace do zarzadzania kontem podmiotu w Katalogu Podmiotow Publicznych
oraz do nadawania uprawnien.

2. Do postepowania o utworzenie konta administratora podmiotu art. 10d ust. 1, 4 1
5 stosuje si¢ odpowiednio.

Art. 10f. Dane, o ktérych mowa w art. 10a w ust. 3 pkt 1 lit. a, g, h, 1, n, o, t, u, v,
y oraz z, pkt 2 i 3, do Katalogu Podmiotéw Publicznych wprowadzaja podmioty publiczne
oraz podmioty niepubliczne realizujace zadania publiczne w terminie 5 dni roboczych od
dnia utworzenia konta w Katalogu Podmiotow Publicznych oraz aktualizujg te dane w
terminie 5 dni roboczych od dnia zmiany tych danych.

Art. 10g. 1. Jezeli zmiana danych w Katalogu Podmiotéw Publicznych dotyczy
danych objetych wpisem do rejestru REGON, wprowadzone do Katalogu Podmiotéw
Publicznych przez podmiot zobowigzany aktualne dane podmiotu publicznego lub
podmiotu niepublicznego realizujacego zadania publiczne sg przekazywane z Katalogu

Podmiotéw Publicznych do rejestru REGON. Wprowadzenie aktualnych danych do
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Katalogu Podmiotow Publicznych przez podmiot zobowigzany jest rOwnoznaczne ze
ztozeniem wniosku o zmian¢ cech objetych wpisem w rejestrze REGON albo wniosku o
skreslenie podmiotu publicznego lub podmiotu niepublicznego realizujacego zadania
publiczne z rejestru REGON.

2. Po dokonaniu zmiany cech objetych wpisem do rejestru REGON z rejestru
REGON jest przekazywany do Katalogu Podmiotéw Publicznych komunikat o dokonaniu
zmiany.

3. Jezeli podmiot publiczny lub podmiot niepubliczny realizujacy zadania
publiczne zostat skreslony z rejestru REGON, jest przekazywany do Katalogu Podmiotow
Publicznych komunikat o skresleniu podmiotu publicznego lub podmiotu niepublicznego
realizujgcego zadania publiczne z rejestru REGON.

Art. 10h. 1. Dane, o ktérych mowa w art. 10a ust. 3 pkt 1, z wylaczeniem danych
osobowych, zgromadzone w Katalogu Podmiotow Publicznych sa udost¢pniane
podmiotom publicznym oraz podmiotom niepublicznym realizujagcym zadania publiczne
za posrednictwem interfejsu programistycznego aplikacji w rozumieniu art. 2 pkt 9 ustawy
z dnia 11 sierpnia 2021 r. o otwartych danych i ponownym wykorzystywaniu informacji
sektora publicznego (Dz. U. z 2023 r. poz. 1524).

2. Minister wlasciwy do spraw informatyzacji, w drodze decyzji administracyjnej, z
urzedu cofa dostep do danych, o ktorych mowa w art. 10a ust. 3 pkt 1, udostgpnionych w
sposob, o ktorym mowa w ust. 1, w przypadku wystapienia ryzyka naruszenia
bezpieczenstwa przez podmiot publiczny lub podmiot niepubliczny realizujacy zadania
publiczne.

3. Decyzja administracyjna o cofnigciu dostepu do danych, o ktérych mowa w art.
10a ust. 3 pkt 1, udostgpnionych w sposéb, o ktorym mowa w ust. 1, podlega
natychmiastowemu wykonaniu.

Art. 10i. Minister wilasciwy do spraw informatyzacji okresli, w drodze
rozporzadzenia:

1) szczegdlowy zakres danych, o ktérych mowa w art. 10a ust. 3, gromadzonych

w Katalogu Podmiotéw Publicznych,

2) szczegOlowy tryb utworzenia konta podmiotu i konta administratora podmiotu w

Katalogu Podmiotow Publicznych,
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2)

3)

4)

S)

6)

3) sposob i warunki administrowania kontem podmiotu i kontem administratora
podmiotu w Katalogu Podmiotoéw Publicznych przez podmioty publiczne oraz
podmioty niepubliczne realizujace zadania publiczne

— biorgc pod uwage konieczno$¢ zapewnienia gromadzenia aktualnych danych o

podmiotach publicznych oraz podmiotach niepublicznych realizujacych zadania

publiczne, ujednolicenie sposobu utworzenia konta podmiotu i konta administratora
podmiotu w Katalogu Podmiotow Publicznych, a takze prawidtowos$¢ funkcjonowania

Katalogu Podmiotéw Publicznych.”;

w art. 11 w pkt 2 lit. b kropke zastepuje si¢ Srednikiem i dodaje si¢ pkt 3 w brzmieniu:

»3) automatycznie po otrzymaniu z Katalogu Podmiotow Publicznych odpowiednio
danych, o ktérych mowa w art. 12 ust. 2 pkt 1-6 albo art. 14 ust. 2 pkt 1-7, oraz imi¢
1 nazwisko, adres poczty elektronicznej oraz numer PESEL, osoby fizycznej ktora
administruje kontem podmiotu w Katalogu Podmiotow Publicznych uprawnione;,
ktora staje si¢ administratorem skrzynki dorgczen.”;

w art. 12 w ust. 2 pkt 2 otrzymuje brzmienie:

»2) numer identyfikacyjny REGON, a jezeli nie zostal nadany numer w Katalogu
Podmiotéw Publicznych;”;

w art. 26:

a) wpkt1 po lit. a dodaje sig¢ lit. aa w brzmieniu:

,»aa) numer w Katalogu Podmiotow Publicznych,”,

b) w pkt 3 po lit. a dodaje si¢ lit. aa w brzmieniu:

,,aa) numer w Katalogu Podmiotow Publicznych, jezeli zostat nadany,”;

po art. 27 dodaje si¢ art. 27a 1 art. 27b w brzmieniu:

»Art. 27a. W przypadku zmiany danych w Katalogu Podmiotéw Publicznych jest
dokonywana automatyczna aktualizacja tych danych w bazie adreséw elektronicznych.

27b. Prezes Gtownego Urzedu Statystycznego udostgpnia ministrowi wiasciwemu
do spraw informatyzacji w drodze teletransmisji danych dane, o ktérych mowa w art. 10b
pkt 1, zawarte w rejestrze REGON.”;

w art. 60 w ust. 1 w pkt 1:

a) w lit. a po tiret pierwsze dodaje si¢ tiret w brzmieniu:

»— numer w Katalogu Podmiotow Publicznych, jezeli zostat nadany,”,

b) w lit. ¢ po tiret pierwsze dodaje si¢ tiret w brzmieniu:

»— nhumer w Katalogu Podmiotéw Publicznych, jezeli zostat nadany,”.
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Art. 6. W ustawie z dnia 26 maja 2023 r. o aplikacji mObywatel (Dz. U. z 2024 r. poz.

12751 1717 oraz z 2025 r. poz. 1019) wprowadza si¢ nast¢pujace zmiany:

1)

2)

w art. 1:

b)

w pkt 5 kropke zastepuje si¢ srednikiem i1 dodaje si¢ pkt 6 1 7 w brzmieniu:

,»0) sposob zapewnienia 1 funkcjonowania europejskiego portfela tozsamosci
cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia Parlamentu
Europejskiego i Rady (UE) nr 910/2014 z dnia 23 lipca 2014 r. w sprawie
identyfikacji elektronicznej i ustug zaufania w odniesieniu do transakcji
elektronicznych na rynku wewnetrznym oraz uchylajacego dyrektywe
1999/93/WE, zwanego dalej ,,rozporzadzeniem 910/2014”,;

7) warunki 1 sposdb pobierania przez uzytkownika europejskiego portfela
tozsamosci cyfrowej, o ktérym mowa w art. 5a ust. 2 lit. a rozporzadzenia
910/2014, danych dotyczacych tego uzytkownika, pochodzacych z rejestrow
publicznych, rejestrow niepublicznych Iub systemow teleinformatycznych

podmiotéw publicznych lub podmiotéw niepublicznych;

po art. 14 dodaje si¢ art. 14a-14j w brzmieniu:

»Art. 14a. 1. Minister wlasciwy do spraw informatyzacji zapewnia europejski

portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia

910/2014, w tym:

1)

2)

3)

4)

oprogramowanie przeznaczone dla urzadzen mobilnych umozliwiajace korzystanie
przez uzytkownika z tego portfela, zapewniajace w szczeg6lnos$ci instancj¢ portfela,
o ktorej mowa w art. 2 pkt 10 rozporzadzenia wykonawczego komisji (UE)
2024/2979 z dnia 28 listopada 2024 r. ustanawiajacego zasady stosowania
rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 w odniesieniu
do integralnos$ci i podstawowych funkcji europejskich portfeli tozsamosci cyfrowej
(Dz. Urz. UE L 72024 1. str. 2979), zwanego dalej ,,rozporzadzeniem 2024/2979;
bezpieczng aplikacje kryptograficzng portfela, o ktérej mowa w art. 2 pkt 1
rozporzadzenia 2024/2979;

bezpieczne urzadzenie kryptograficzne portfela, o ktorym mowa w art. 2 pkt 12
rozporzadzenia 2024/2979;

dane identyfikujacych osobe, o ktérych mowa w ust. 2, 1 powigzanie tych danych z
europejskim portfelem tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a

rozporzadzenia 910/2014.
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2. Europejski portfel tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a

rozporzadzenia 910/2014, zawiera zestaw danych identyfikujacych osobe fizyczng,

obejmujacy:

1) imi¢ (imiona);

2) nazwisko;

3) datg urodzenia;

4)  miejsce urodzenia;

5) numer PESEL;

6) obywatelstwo;

7) pleg;

8) nazwisko rodowe jezeli wystepuje w rejestrze PESEL;
9) wizerunek twarzy uzytkownika portfela.

3. Europejski portfel tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a

rozporzadzenia 910/2014, zawiera zestaw danych identyfikujacych osobe prawng lub

osobg fizyczng prowadzaca dzialalnos¢ gospodarcza, obejmujacy:

1)

2)
3)
4)

nazwe (firme) zgodng z odpowiednim wpisem do:

a) Centralnej Ewidencji i Informacji o Dziatalnosci Gospodarczej,
b) Krajowego Rejestru Sagdowego,

c¢) Katalogu Podmiotow Publicznych;

numer identyfikacji podatkowej (NIP);

numer KRS, jezeli zostat nadany;

numer KPP, jezeli zostat nadany.

4. Europejskie portfel tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a

rozporzadzenia 910/2014, zawiera zestaw metadanych dotyczacych zestawu danych

identyfikujacych osobe¢ fizyczng, prawng lub osobg fizyczng prowadzaca dziatalnosé

gospodarcza, obejmujacy:

1)
2)
3)
4)

1)

dat¢ 1 godzinge wygasnigcia waznosci danych identyfikujacych dang osobe;

nazwe organu, ktory wydat dane identyfikujace dang osobg;

dwuznakowy kod ISO 3166-1 dla Rzeczypospolitej Polskiej;

numer danych identyfikujacych dang osobe nadany organ, o ktérym mowa w pkt 2.
5. Dane, o ktorych mowa, w ust. 2:

pkt 1 - 8 — pobierane sg automatycznie z rejestru PESEL,
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2)

pkt 9 — pobierane sg automatycznie z Rejestru Dowodow Osobistych lub jezeli nie
jest to mozliwe z dokumentu potwierdzajacego tozsamo$¢ spetniajacego zalecenia
Organizacji Migdzynarodowego Lotnictwa Cywilnego, zwanej dalej ,,ICAO”,
okreslone w dokumencie - Doc 9303 Machine Readable Travel Documents czgs¢ 10,

11112

— po potwierdzeniu tozsamos$ci w sposob okre§lony w art. 14b ust. 1.

6. Minister wlasciwy do spraw informatyzacji przetwarza dane osobowe

uzytkownikéw europejskiego portfela tozsamosci cyfrowej, o ktérym mowa w art. 5a ust.

2 lit. a rozporzadzenia 910/2014, przez okres:

1)

2)

20 lat od dnia uniewaznienia europejskiego portfela tozsamosci cyfrowej, o ktorym
mowa w art. S5a ust. 2 lit. a rozporzadzenia 910/2014— w przypadku danych, ktore sa
przetwarzane w celu rejestracji uzytkownika i1 pobrania z rejestru publicznego
danych identyfikujacych osobe prawng lub osobe fizyczng prowadzaca dziatalno$¢
gospodarcza, lub w celu uniewaznienia europejskiego portfela tozsamosci cyfrowe;,
o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014;

2 lata w przypadku pozostalych danych niezbednych do $wiadczenia ustugi
europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a
rozporzadzenia 910/2014.

7. Za dane niezbedne do $wiadczenia uslugi europejskiego portfela tozsamosci

cyfrowej, o ktdrym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, o ktéorych mowa

w ust. 6 pkt 2, uznaje si¢:

1)

2)

dane umozliwiajace uzytkownikom odtworzenie na nowym urzadzeniu, na ktorym
ich europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit.
a rozporzadzenia 910/2014zostatl zarejestrowany, rejestru transakcji, o ktorych
mowa w art. 5a ust. 4 lit. d rozporzadzenia 910/2014, przeprowadzonych
z wykorzystaniem ich europejskiego portfela tozsamosci cyfrowej, o ktorym mowa
w art. Sa ust. 2 lit. a rozporzadzenia 910/2014;

dane umozliwiajace uzytkownikom odtworzenie konfiguracji europejskiego portfela
tozsamos$ci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia
910/2014na nowym urzadzeniu, na ktorym europejskiego portfela tozsamosci
cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, zostat
zarejestrowany, w  szczegélnosci  wskazanie  jakimi  elektronicznymi

poswiadczeniami atrybutéw uzytkownik dysponowat.
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Art. 14b. 1. Uzytkownikiem europejskiego portfela tozsamosci cyfrowej, o ktorym

mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, moze zosta¢ osoba fizyczna, ktéra

zostata uwierzytelniona z wykorzystaniem jednego z nastepujacych sposobow:

1)
2)

3)

)
2)

za pomocg profilu osobistego;

za pomocg profilu zaufanego, z dodatkowg weryfikacja tozsamosci

spetniajaca wymagania okreslone w przepisach wykonawczych wydanych na
podstawie art. 5a ust. 24 rozporzadzenia 910/2014, albo

w punkcie potwierdzajacym tozsamos$¢ podczas obecnosci fizycznej po okazaniu

dokumentu stwierdzajacego tozsamo$¢ i obywatelstwo, ktory zawiera dowody

identyfikacji fotograficznej lub biometrycznej, o ktorych mowa w zatagczniku do w

rozporzadzenia wykonawczego Komisji (UE) 2015/1502 z dnia 8 wrze$nia 2015 r.

w sprawie ustanowienia minimalnych specyfikacji technicznych 1 procedur

dotyczacych poziomow zaufania w zakresie sSrodkoéw identyfikacji elektronicznej na

podstawie art. 8 ust. 3 rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr

910/2014 w sprawie identyfikacji elektronicznej i uslug zaufania w odniesieniu do

transakcji elektronicznych na rynku wewnetrznym (Dz. Urz. UE L z 2015 r. Nr 235,

str. 7, z pdzn. zm.), zwanego dalej ,,rozporzadzeniem 2015/1502”, umozliwiajace

potwierdzenie deklarowanej tozsamosci, celem pordéwnania co najmniej jednej

cechy fizycznej osoby, ktorej tozsamos¢ jest weryfikowana.

2. Funkcj¢ punktu potwierdzajacego tozsamos¢, o ktérym mowa w ust. 1 pkt 2 lit. b:

pelni wojewoda;

moze petié, za zgodg ministra wtasciwego do spraw informatyzacji:

a) bank krajowy, o ktorym mowa w art. 4 ust. 1 pkt 1 ustawy z dnia 29 sierpnia
1997 r. — Prawo bankowe (Dz. U. z 2025 r. poz. 38),

b) organy gminy bedacej siedzibg wiadz powiatu lub organ miasta na prawach
powiatu.

3. Minister wlasciwy do spraw informatyzacji okresli w drodze rozporzadzenia

wymagania dotyczace weryfikacji tozsamosci, o ktorej mowa w ust. 1 pkt 2, oraz warunki

organizacyjno-techniczne jakie musi spelnia¢ punkt potwierdzajacy tozsamos¢, o ktorym

mowa w ust. 1 pkt 2 lit. b, uwzgledniajac wymogi okreslone w rozporzadzeniu 2015/1502.
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Art. 14c. 1. Uzytkownikiem europejskiego portfela tozsamosci cyfrowej, o ktorym
mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, osoby prawnej moze zostaé:

1) osoba fizyczna po uwierzytelnieniu za pomoca europejskiego portfela tozsamosci
cyfrowej, o ktorym mowa w art. Sa ust. 2 lit. a rozporzadzenia 910/2014, wydanego
tej osobie oraz kwalifikowanego -elektronicznego poswiadczenia atrybutow
poswiadczajacego pelnomocnictwo tej osoby do poslugiwania si¢ europejskiego
portfela tozsamosci cyfrowej, o ktérym mowa w art. 5a ust. 2 lit. a rozporzadzenia
910/2014, osoby prawnej;

2) osoba fizyczna wskazana we wniosku osoby prawnej ztozonym do ministra
wlasciwego do spraw informatyzacji za pomoca ustugi online udostepnianej przez
tego ministra;

3) osoba fizyczna prowadzaca dziatalno$¢ gospodarcza po uwierzytelnieniu za pomoca
europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a
rozporzadzenia 910/2014.

2. Whniosek, o ktorym mowa w ust. 1 pkt 2, zawiera:

1) nazweg i odpowiednio numer KRS lub numer KPP wnioskujacej osoby prawnej dla
ktorej ma by¢ wydany europejskie portfel tozsamosci cyfrowej, o ktérym mowa w
art. 5a ust. 2 lit. a rozporzadzenia 910/2014;

2) imi¢ (imiona), nazwisko 1 numer PESEL osoby fizycznej uprawnionej do zostania
uzytkownika europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a
ust. 2 lit. a rozporzadzenia 910/2014, osoby prawne;j;

3) kwalifikowany podpis elektroniczny osoby lub osob, ktore sa uprawnione do
zarzadzania osobg prawna.

3. Minister wilasciwy do spraw informatyzacji umozliwia pobranie danych
identyfikujacych osobg prawng lub osobg fizyczng prowadzaca dziatalno$¢ gospodarcza
odpowiednio z Krajowego Rejestru Sgdowego, Katalogu Podmiotow Publicznych lub
Centralnej Ewidencji 1 Informacji o Dzialalnosci Gospodarczej, uzytkownikowi
europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a
rozporzadzenia 910/2014, za pomoca ktdrego zostala potwierdzona tozsamos$é, w celu
pobrania tych danych i zapewnia kryptograficznie powigzanie tych danych z europejskim
portfelem tozsamosci, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014.

4. Osoba prawna, ktorej wydano dane identyfikujace do europejskiego portfela

tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, lub
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osoba fizyczna bedaca uzytkownikiem europejskiego portfela tozsamosci cyfrowej, o
ktéorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, osoby prawnej moze cofngé
powiazanie danych identyfikujacych osobg prawnag lub osobe fizyczng prowadzaca
dziatalno$¢ gospodarcza z europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w
art. 5Sa ust. 2 lit. a rozporzadzenia 910/2014. Cofnigcie powigzania oznacza uniewaznienie
europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a
rozporzadzenia 910/20140soby prawne;.

5. Minister wlasciwy do spraw informatyzacji okresli w drodze rozporzadzenia
sposob powigzania europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a
ust. 2 lit. a rozporzadzenia 910/2014, osoby prawnej ze S$rodkiem identyfikacji
elektronicznej osoby fizycznej zarzadzajacej tym portfelem oraz cofnigcia takiego
powiazania, uwzgledniajagc wymogi okreslone w przepisach rozporzadzenia 2015/1502.

Art. 14d. 1. Jezeli z przepisu prawa wynika obowigzek stwierdzenia tozsamosci lub
obywatelstwa na podstawie dokumentu tozsamosci, w szczegdlno$ci na podstawie
dowodu osobistego lub paszportu, obowigzek ten uznaje si¢ za spetniony w przypadku
stwierdzenia tozsamos$ci lub obywatelstwa na podstawie pelnego zestawu danych
identyfikujacych osobg fizyczna, jakie zawiera europejskie portfel tozsamosci cyfrowej,
o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, podczas wzajemne;j
fizycznej obecnosci stron.

2. Minister wtasciwy do spraw informatyzacji zapewnia ustuge weryfikacji danych,
o ktorych mowa w art. 14a ust. 21 3.

Art. 14e. 1. Minister wlasciwy do spraw informatyzacji udost¢pnia przy uzyciu
europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a
rozporzadzenia 910/2014, ustuge, ktora umozliwia uzytkownikom europejskiego portfela
tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014,
nieodptatne sktadanie kwalifikowanych podpiséw elektronicznych, zgodnie z art. 5a ust.
5 lit. g rozporzadzenia 910/2014, w celach innych niz profesjonalne.

2. W celu zapewnienia ustugi, o ktérej mowa w ust. 1, minister wtasciwy do spraw
informatyzacji na wniosek kwalifikowanego dostawcy ustug zaufania wpisanego do
rejestru, o ktorym mowa w art. 2 pkt 1 ustawy z dnia 5 wrzes$nia 2016 r. o ushugach
zaufania oraz identyfikacji elektronicznej, $wiadczacego kwalifikowane ustugi zaufania

w zakresie zarzadzania urzadzeniami do skladania kwalifikowanego podpisu
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elektronicznego na odleglo$¢, moze w drodze decyzji, wyrazi¢ zgode na §wiadczenie

ustugi, o ktorej mowa w ust. 1.

3. Wniosek, o ktorym mowa w ust. 2, zawiera:

1) imi¢ i nazwisko lub firm¢ (nazweg), adres siedziby i miejsca wykonywania
dziatalno$ci, numer KRS, a w przypadku gdy podmiot nie posiada takiego numeru,
numer identyfikacji podatkowej (NIP);

2) o$wiadczenie o zapewnieniu stosowania wytycznych, o ktérych mowa w ust. 8.

4. Minister wydaje decyzj¢, o ktorej mowa w ust. 2, po przeprowadzeniu testow
integracyjnych zakonczonych pozytywnym wynikiem, potwierdzajacych
interoperacyjnos¢ $wiadczonej ushugi z europejskim portfelem tozsamosci cyfrowej, o
ktéorym mowa w art. Sa ust. 2 lit. a rozporzadzenia 910/2014.

5. Kwalifikowanym dostawcom ustug zaufania $wiadczacym nieodpltatng ustuge, o
ktorej mowa w ust. 1, przysluguje rekompensata.

6. Rekompensata, o ktorym mowa w ust. 5, przystuguje kwalifikowanym
dostawcom ustug zaufania:

1) za kazdy pelny miesiac kalendarzowy $wiadczenia ustugi, o ktérej mowa w ust. 1,
poczawszy od nastgpnego miesigca, w ktdrym nastapito rozpoczecie przez danego
dostawce swiadczenia ustugi;

2)  w kwocie obliczonej zgodnie ze wzorem

KMW=SOG/12+(LUPxSOU/LD/12)

- gdzie poszczegdlne symbole oznaczaja nastepujace parametry:

a) KMW —kwota miesigcznej rekompensaty dla kwalifikowanego dostawcy ustug
zaufania wynikajaca z nieodptatnego Swiadczenia wustugi sktadania
kwalifikowanego podpisu elektronicznego, w celach innych niz profesjonalne,
za pomocg urzadzenia do sktadania kwalifikowanego podpisu elektronicznego
na odlegtos¢ dla uzytkownikdéw europejskiego portfela tozsamosci, o ktérym
mowa w art. Sa ust. 2 lit. a rozporzadzenia 910/2014,

b) LUP — liczba uzytkownikow europejskiego portfela tozsamosci, ktérym mowa
w art. Sa ust. 2 lit. a rozporzadzenia 910/2014, ktdrzy co najmniej raz skorzystali
w danym roku kalendarzowym z wustugi nieodptatnego sktadania
kwalifikowanych podpisow elektronicznych, ustalana na ostatni dzien danego

miesigca, za ktory przyznawana jest rekompensata,
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c¢) SOU - stawka optaty za kazdego uzytkownika europejskiego portfela
tozsamosci, ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, ktéry
co najmniej raz skorzystal w danym roku kalendarzowym =z ushugi
nieodptatnego sktadanie kwalifikowanych podpiséw elektronicznych, w celach
innych niz profesjonalne, dowolng ilo$¢ razy,

d) SOG - oplata za utrzymywanie gotowosci do $wiadczenia ustugi sktadania
kwalifikowanego podpisu elektronicznego, w celach innych niz profesjonalne,

e) LD - liczba dostawcow ustug zaufania ktorzy §wiadczyli w danym miesigcu
ushuge.

7. Stawka optaty SOU nie moze by¢ nizsza niz 1 zt i wyzsza niz 2 zt 60 groszy.

8. Optata SOG wynosi 300 tysiecy zlotych.

9. W przypadku gdy parametr LUP stuzacy do wyliczenia rekompensaty wynosi

wiecej niz 10 milionow, do wyliczenia przyjmuje si¢ liczbe 10 milionow.

10. Kwoty, o ktorych mowa w ust. 7 i1 8, ulegaja podwyzszeniu na nastepny rok

kalendarzowy o wielkos¢ wskaznika inflacji, stanowigcego podstawe do opracowania

projektu ustawy budzetowej na rok nastgpny.

11. Kwalifikowani dostawcy ustug zaufania $wiadcza ustuge, o ktérej mowa w ust.

1, zgodnie z wytycznymi $wiadczenia tej ustugi udostgpnionymi przez ministra

wlasciwego do spraw informatyzacji w Biuletynie Informacji Publicznej na jego stronie

podmiotowe;j

1))
2)
3)

4)

1)
2)

12. Wytyczne $wiadczenia ustugi, o ktorej mowa w ust. 1, okreslaja:

sposOb werytikacji tozsamosci uzytkownikow;

obstugiwane formaty podpisow;

szczegblne wymagania dotyczace wydawanych certyfikatow kwalifikowanego
podpisu elektronicznego;

sposOb oznaczania podpisanych dokumentow elektronicznych informacja o
opatrzeniu nieodptatnym kwalifikowanym podpisem elektronicznym, ztozonym w
celach innych niz profesjonalne;.

13. Minister wlasciwy do spraw informatyzacji okresli w drodze rozporzadzenia:
sposob §wiadczenia ushugi, o ktorej mowa w ust. 1,

wysokos¢ stawki oplaty SOU, o ktoérej mowa w ust. 7

— majac na uwadze zapewnienie uzytkownikom europejskiego portfela tozsamosci

cyfrowej, o ktérym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, nieprzerwanej
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ustugi sktadania kwalifikowanego podpisu elektronicznego na odlegto$¢ w celach innych

niz profesjonalne, liczb¢ uzytkownikow europejskiego portfela tozsamosci cyfrowej, o

ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, i spodziewany zakres

korzystania przez tych uzytkownikow z nieodptatnej ustugi sktadania kwalifikowanych
podpisow elektronicznych.

Art. 14f. 1. Przez cel sktadania kwalifikowanego podpisu elektronicznego inny niz
profesjonalny, o ktorym mowa w art. 22e ust. 1, rozumie si¢ sktadanie tego podpisu w
celu oswiadczenia woli w swoim imieniu lub imieniu innej osoby fizycznej w celu
zalatwienia sprawy prywatnej, niezwigzanej z wykonywanym zawodem, prowadzong
dziatalnoscig gospodarczg lub dziatalno$cig osoby prawnej albo jednostki organizacyjnej
nieposiadajacej osobowosci prawnej, ktory sktadajacy to oswiadczenia reprezentuje.

2. Dokumenty elektroniczne opatrzone nieodptatnym kwalifikowanym podpisem
elektronicznym w celu innym niz profesjonalny oznacza si¢ w sposdb umozliwiajacy
stwierdzenie uzycia takiego podpisu.

Art. 14g. 1. W europejskim portfelu tozsamosci cyfrowej, o ktérym mowa w art. 5a
ust. 2 lit. a rozporzadzenia 910/2014, moga by¢ udostepniane ustugi umozliwiajace
uzytkownikowi europejskiego portfela tozsamosci cyfrowej, o ktdrym mowa w art. 5a ust.
2 lit. a rozporzadzenia 910/2014:

1) pobranie z rejestrow publicznych, rejestrow niepublicznych lub systeméw
teleinformatycznych podmiotéw publicznych lub podmiotdw niepublicznych
danych:

a) osobowych tego uzytkownika niezbednych do realizacji ustugi,

b) dotyczacych sytuacji prawnej tego uzytkownika lub praw mu przystugujacych,

¢) umozliwiajacych identyfikacj¢ rzeczy zwigzanej z tym uzytkownikiem,

d) dotyczacych sytuacji prawnej osoby niepetnoletniej lub praw przystugujacych

tej osobie, jezeli uzytkownik portfela jest:

— rodzicem osoby niepetnoletniej, z wytaczeniem rodzica, ktérego sad
pozbawit wiladzy rodzicielskiej lub ktéoremu sad ograniczyt wiadze
rodzicielskg przez umieszczenie dziecka w pieczy zastepczej, albo

— opiekunem prawnym osoby niepelnoletniej, z wylaczeniem rodzica
zastepczego lub prowadzacego rodzinny dom dziecka, w przypadku gdy
sad orzekl o odebraniu mu dziecka z uwagi na niewlasciwe sprawowanie

pieczy zastepczej;
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5)

2) uzyskanie elektronicznego poswiadczenia atrybutéw wystawionego przez ministra
wlasciwego do spraw informatyzacji, zawierajacego dane, o ktérych mowa w pkt 1;

3) korzystanie z ustug online, o ktérych mowa w art. 19aa i art. 19ab ustawy z dnia 17
lutego 2005 r o informatyzacji dziatalnosci podmiotéw realizujacych zadania
publiczne;

4) uzycie urzadzenia mobilnego w celu obstugi jednego z czynnikoéw uwierzytelniania
profilu zaufanego, o ktorym mowa w art. 3 pkt 14 ustawy z dnia 17 lutego 2005 r. o
informatyzacji dziatalnos$ci podmiotéw realizujacych zadania publiczne;

5) otrzymywanie komunikatow dotyczacych ustug §wiadczonych w innych systemach
teleinformatycznych na rzecz uzytkownika europejskiego portfela tozsamosci
cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014;

6) dokonywanie platnosci elektronicznych zwigzanych =z ustugami online
$wiadczonymi na rzecz uzytkownika europejskiego portfela tozsamosci cyfrowej, o
ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014;

7) opatrywanie dokumentu elektronicznego podpisem zaufanym, podpisem osobistym
oraz kwalifikowanym podpisem elektronicznym, oraz weryfikacj¢ tych podpisow.
2. W europejskim portfelu tozsamosci cyfrowej, o ktorym mowa w art. S5a ust. 2 lit.

a rozporzadzenia 910/2014, mozna udostgpnia¢ inne ustugi, niz okreslone w ust. 1,

swiadczone przez podmioty publiczne lub podmioty niepubliczne prowadzace rejestry

publiczne, rejestry niepubliczne lub systemy teleinformatyczne.

Art. 14h. Rada Ministréw okresli, w drodze rozporzadzenia, zakres danych i wykaz
rejestrow publicznych oraz systemow teleinformatycznych, z ktorych uzytkownik
europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a
rozporzadzenia 910/2014, moze pobra¢ dane, oraz podmiotow publicznych prowadzacych
te rejestry publiczne i1 systemy teleinformatyczne, majac na uwadze adekwatno$¢ zakresu
tych danych do potrzeb zwigzanych z ustugami $wiadczonymi w ramach europejskiego
portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia
910/2014, oraz uwarunkowania pozwalajace na zapewnienie mozliwos$ci pobierania tych
danych.”;

w art. 16 wprowadza si¢ nastepujace zmiany:

a) ust. 1 otrzymuje brzmienie:

Podmiot zainteresowany $wiadczeniem nowej ustugi w aplikacji mObywatel oraz w

ramach europejskiego portfela tozsamosci cyfrowej, o ktérym mowa w art. 5a ust. 2 lit. a
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rozporzadzenia 910/2014, moze wystgpi¢ do ministra wlasciwego do spraw

informatyzacji z wnioskiem o opracowanie, udost¢pnienie oraz umozliwienie temu

podmiotowi §wiadczenia takiej ustugi w ramach obu tych rozwigzan.

b) wust 3 w pkt 2 w lit. b po wyrazach ,,aplikacji mObywatel” dodaje si¢ wyrazy ,,i
uzytkownika europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. Sa

ust. 2 lit. a rozporzadzenia 910/2014,

c) wust. 7:

- we wprowadzeniu do wyliczenia po wyrazach ,,aplikacji mObywatel” dodaje si¢
wyrazy ,, 1 europejskim portfelu tozsamosci cyfrowej, o ktérym mowa w art. Sa
ust. 2 lit. a rozporzadzenia 910/2014,

- w pkt 3 po wyrazach ,aplikacji mObywatel” dodaje si¢ wyrazy ,oraz
bezpieczenstwo europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w
art. 5a ust. 2 lit. a rozporzadzenia 910/2014, 1 jego uzytkownikow

d) w ust. 8 po wyrazach ,,aplikacji mObywatel” dodaje si¢ wyrazy ,,i europejskim
portfelu tozsamosci cyfrowej, o ktérym mowa w art. 5a ust. 2 lit. a rozporzadzenia

910/2014”,

e) w ust. 12 po wyrazach ,,aplikacji mObywatel” dodaje si¢ wyrazy ,,i europejskim
portfelu tozsamosci cyfrowej, o ktérym mowa w art. 5a ust. 2 lit. a rozporzadzenia

910/2014”.

Art. 7. Europejski portfel tozsamosci cyfrowej, o ktorym mowa w ustawie zmienianej w
art. 6, do czasu uzyskania certyfikacji, o ktdrej mowa w art. 5c rozporzadzenia Parlamentu
Europejskiego 1 Rady (UE) nr 910/2014 z dnia 23 lipca 2014 r. w sprawie identyfikacji
elektronicznej 1 ustug zaufania w odniesieniu do transakcji elektronicznych na rynku
wewnetrznym oraz uchylajace dyrektywe 1999/93/WE (Dz. Urz. UE L z 2014 r. Nr 257, str.
73, z pdzn. zm.), moze by¢ wykorzystywany w celu uwierzytelniania uzytkownikow systemow
teleinformatycznych, w ktérych s3 udostgpniane uslugi online, przylaczonych do wezla
krajowego identyfikacji elektronicznej, wymagajacych uzycia s$rodka identyfikacji
elektronicznej, zapewniajacego sredni poziom bezpieczenstwa.

Art. 8. System teleinformatyczny podmiotu publicznego, w ktérym udost¢gpniane s3
ustugi online, uruchomiony przed dniem wejsciem zycie ustawy przytacza si¢ do systemu

scentralizowanego, o ktorym mowa w art. 21a ust. 1 pkt 2 lit. ¢, ustawy zmienianej w art. 1,

w terminie 6 miesigcy od dnia wejScia w Zycie ustawy.
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Art. 9. 1. Minister wlasciwy do spraw informatyzacji moze utworzy¢ z urzedu konto
podmiotu w Katalogu Podmiotow Publicznych w terminie 12 miesi¢cy od dnia wejscia w zycie
ustawy, na podstawie danych z rejestrow i systemow, o ktorych mowa w art. 10b i art. 10c,
ustawy zmienianej w art. 5, w brzmieniu nadanym niniejszg ustawg, albo innych danych
i informacji udost¢pnianych przez podmiot publiczny na swojej stronie podmiotowej
w Biuletynie Informacji Publicznej, a jezeli nie prowadzi strony podmiotowej w Biuletynie
Informacji Publicznej — na swojej stronie internetowe;.

2. Minister wilasciwy do spraw informatyzacji zamieszcza na stronie internetowej
informacje o utworzeniu konta w Katalogu Podmiotéw Publicznych podmiotom, o ktérych
mowa w ust. 1.

Art. 10. Maksymalny limit wydatkéw z budzetu panstwa bedacych skutkiem wejscia w
Zycie niniejszej ustawy wynosi:

1) w2026r.—45,50 mln zk;
2) w2027 r.—48,94 min zi;
3) w2028r.—53,57 min zi;
4) w2029 r.— 71,02 min zi;
5) w2030r.—73,97 min zk;
6) w2031r.—76,10min zi;
7)  w2032r.— 77,80 min zi;
8) w2033r.—66,55mln zk;
9) w2034r.— 68,55 min zk;
10) w2035r.— 84,11 mln zt.

2. W przypadku przekroczenia lub zagrozenia przekroczeniem przyjetego na dany rok
budzetowy maksymalnego limitu wydatkéw okreslonego w ust. 1, stosuje si¢ mechanizm
korygujacy polegajacy na ograniczeniu kosztow zwigzanych z realizacja zadah wynikajacych
Z ustawy.

3. Organem wilasciwym do monitorowania wykorzystania limitu wydatkow, o ktérym
mowa w ust. 1, oraz wdrozenia mechanizmu korygujacego, o ktérym mowa w ust. 2, jest

minister wlasciwy do spraw informatyzacji.

Art. 11. Ustawa wchodzi w Zycie z dniem 24 grudnia 2026 r., z wyjatkiem:

1) art. 1 pkt 2-4, ktore wchodza w zycie z dniem nastepujagcym po dniu ogloszenia;

2) art. 4 pkt 1, pkt 2 lit. b, pkt 3 lit. b, pkt 4 lit. b1 d i pkt 6, ktore wchodza w zycie 30 czerwca
2028 r.;
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3) art. 5 pkt 7 w zakresie art. 10a ust. 3 pkt 1 lit. k 1 1, lit. o w zakresie adresu poczty
elektronicznej, lit. s, y i z oraz pkt 2 1 3, art. 10b pkt 1 lit. b w zakresie nazwy lub firmy
podmiotu niepublicznego realizujacego zadania publiczne pod ktorg ten podmiot dziata
oraz imienia i nazwiska, lit. g 1 h, lit. | w zakresie adresu poczty elektronicznej, pkt 3 lit.
b oraz pkt 5, art. 10d ust. 1, 2, 3, 5,7, 81 10, art. 10e, art. 10f, art. 10g i art. 101 oraz pkt 8
1 pkt 33, ktore wchodza w zycie po uptywie 12 miesiecy od dnia ogloszenia;

4) art. 6 pkt 5 w zakresie art. 14a ust. 3 i art. 14c, ktére wchodza w zycie 31 grudnia 2029 r.

Za zgodno$¢ pod wzgledem prawnym,
legislacyjnym i redakcyjnym
Magdalena Witkowska-Krzymowska
Dyrektor Departamentu Prawnego

w Ministerstwie Cyfryzacji
/podpisano elektronicznie/
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