Uzasadnienie

I. Wstep

Projektowana ustawa ma na celu dostosowanie polskiego porzadku prawnego do zmian, jakie
zostaly wprowadzone do rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014!
— zwanego dalej ,,rozporzadzeniem eIDAS” — rozporzadzeniem Parlamentu Europejskiego i

Rady (UE) 2024/11832.

Celem projektowanych regulacji jest wydanie przepisow, w aktach rangi ustawowej,
odnoszacych si¢ do nowych kwestii wskazanych przez znowelizowanym rozporzadzeniu
eIDAS, pozostajacych w kompetencji panstw czionkowskich tak, aby umozliwi¢ prawidlowa

realizacj¢ tego rozporzadzenia

Kluczowa nowosciag w rozporzadzeniu eIDAS jest zobowigzanie panstw cztonkowskich do
zapewnienia europejskiego portfela tozsamos$ci cyfrowej — zwanego dalej ,,portfelem” —
wszystkim osobom fizycznym i prawnym w Unii Europejskiej. Portfel ma umozliwi¢ tym

osobom:

- bezpieczny, zaufany 1 niezaklocony dostep transgraniczny do ustug publicznych
1 prywatnych,

- pelng kontrole nad swoimi danymi?.

Rozporzadzenie eIDAS ustanawia najwazniejsze wymogi dla portfela oraz dla dodatkowych
przedsigwzie¢, bez ktorych portfel ten nie bedzie mogl poprawnie funkcjonowaé lub by¢
w pelni wykorzystywany. Rozporzadzenie eIDAS odsyla ponadto w wielu kwestiach do
obligatoryjnych lub fakultatywnych aktéw wykonawczych, wydawanych przez Komisje
Europejska, wskazujacych wlasciwe normy referencyjne odnoszace si¢ do tych wymogoéw oraz,

w razie potrzeby, ustanawiajacych dodatkowe specytikacje i procedury.

Do najwazniejszych przedsiewzie¢ wymaganych do zrealizowania przez panstwa

czlonkowskie, oprocz zapewnienia samego portfela, nalezy zaliczy¢:

! Rozporzadzenie Parlamentu Europejskiego i Rady (UE) nr 910/2014 z dnia 23 lipca 2014 r. w sprawie identyfikacji
elektronicznej i ustug zaufania w odniesieniu do transakcji elektronicznych na rynku wewnetrznym oraz uchylajace dyrektywe
1999/93/WE (Dz. U. UE. L. 2 2014 r. Nr 257, str. 73, Dz. Urz. UE L 333 z 27.12.2022, str. 80 oraz Dz. Urz. UE L 2024/1183
230.04.2024).

2 Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2024/1183 z dnia 11 kwietnia 2024 r. w sprawie zmiany
rozporzadzenia (UE) nr 910/2014 w odniesieniu do ustanowienia europejskich ram tozsamosci cyfrowej (Dz.Urz.UE.L z 2024
r. str. 1183).

3 Zob. art. 5a ust. 1 rozporzadzenia eIDAS.



udostepnienie 1 zapewnienie funkcjonowania rejestru stron ufajacych portfelowi,
w ktorym proces rejestracji musi by¢ efektywny kosztowo 1 jednoczes$nie
proporcjonalny wzgledem zagrozen®,

zrealizowanie wymogu wskazania podmiotow wydajacych stronom ufajagcym
portfelowi certyfikaty potwierdzajace ich tozsamos¢ wzgledem portfela oraz zakres
danych, jakich moga Zadaé od uzytkownika portfela®,

udostepnienie publicznych zrddel autentycznych kwalifikowanym dostawcom ustug
zaufania tak, aby mogli oni, na zadanie uzytkownika portfela, potwierdzi¢ atrybuty
odnoszace sie do tego uzytkownika®,

zrealizowanie wymogu zgloszenia okreslonych rodzajow atrybutéw polegajacych na
publicznych zrédtach autentycznych do katalogu Komisji Europejskiej, ze wskazaniem
adresu elektronicznego, pod ktéorym mozna zweryfikowacé te atrybuty’,

zapewnienie dopasowywania tozsamosci w ustugach krajowych osobom korzystajagcym
ze Srodkow identyfikacji elektronicznej wydanych poza granicami kraju(w tym osobom
majacym nadany numer PESEL i osobom, ktérym numeru PESEL nie nadano)?,
zapewnienie  uzytkownikom  portfela mozliwosci  nieoplatnego  sktadania
kwalifikowanego podpisu elektronicznego’,

przygotowanie krajowego programu certyfikacji portfela i przeprowadzenie certyfikacji

portfela zgodnie z tym programem'°.

Rozporzadzenie eIDAS, i przepisy wykonawcze wydane na podstawie tego rozporzadzenia,

zawierajg kwestie wymagajace pojecia przez panstwa cztonkowskie UE dziatan majacych na

celu dostosowania krajowych ustug online 1 systeméw teleinformatycznych do zgodnosci

ztymi przepisami. Tym samym, jezeli przepisy krajowe ograniczaja zakres stosowania

srodkow identyfikacji elektronicznej, podpiséw elektronicznych, elektronicznych poswiadczen

atrybutow lub innych narzgdzi, jakie zostaty ustanowione przepisami rozporzadzenia eIDAS,

to powinny one zosta¢ odpowiednio dostosowane .

II. Zapewnienie wszystkim osobom fizycznym i prawnym w Polsce co najmniej jednego

europejskiego portfela tozsamosci cyfrowej

4 Zob.
5 Zob.
6 Zob.
7 Zob.
8 Zob.
9 Zob.

art. 5Sb ust. 1 1 2 rozporzadzenia eIDAS.

przepisy wykonawcze wydane na podstawie art. 5b ust. 11 rozporzadzenia eIDAS.
art. 45¢ rozporzadzenia eIDAS.

przepisy wykonawcze wydane na podstawie art. 45e ust. 2 rozporzadzenia eIDAS,
art. 11a rozporzadzenia eIDAS,

art. Sa ust. 5 lit. g rozporzadzenia eIDAS,

10 Zob. art. 5¢ rozporzadzenia eIDAS,



Panstwa cztonkowskie zobowigzane s3, zgodnie z art. 5a ust. 1 rozporzadzenia eIDAS,
do zapewnienia mozliwosci korzystania z co najmniej jednego europejskiego portfela
tozsamosci cyfrowej. Zgodnie z art. 5a ust. 2 tego rozporzadzenia, taki portfel powinien by¢

zapewniony w co najmniej jeden z nastg¢pujacych sposobow:

- bezposrednio przez panstwo cztonkowskie,
- na podstawie upowaznienia od panstwa czlonkowskiego,

- niezaleznie od panstwa cztonkowskiego, lecz uznawany przez panstwo cztonkowskie!’.

Powyzsze trzy sposoby zapewnienia portfela sg takie same, jak sposoby wydawania srodkow
identyfikacji elektronicznej wydawanych w ramach notyfikowanych systemow identyfikacji
elektronicznej, jakie wskazano w rozporzadzeniu eIDAS juz w 2014 1.2, Nalezy zauwazy¢, ze
w Polsce nie zdecydowano si¢ dotad na notyfikacje zadnego $rodka identyfikacji elektronicznej
wydawanego na podstawie panstwowego upowaznienia lub niezaleznie od panstwa. Obecnie
notyfikowanymi $rodkami identyfikacji elektronicznej sg tylko publiczne $rodki identyfikacji
elektronicznej wydawane w ramach publicznego systemu identyfikacji elektronicznej!'® -

,»profil zaufany” i ,,profil osobisty”.

Majac ponadto na uwadze, ze europejski portfel tozsamosci cyfrowej jest w szczegolnosci
srodkiem identyfikacji elektronicznej'* i w zwigzku z tym wymaganym jest wskazanie organu
lub organéw odpowiedzialnych za system identyfikacji elektronicznej, w ramach ktorego ten
portfel (jako ten srodek identyfikacji elektronicznej) jest wydawany, niezaleznie od tego, w jaki
sposob wydanie portfela nastepuje'®, przyjeto zatozenie, ze w Polsce europejski portfel
tozsamosci cyfrowej zapewni minister wlasciwy do spraw informatyzacji, ktory juz zapewnia
funkcjonowanie systemu teleinformatycznego zapewniajacego obstuge publicznego systemu

identyfikacji elektroniczne;.

Istotne znaczenie dla proponowanych w projekcie rozwigzan ma roéwniez to, ze aplikacje
mObywatel, ktora ma podobne funkcjonalno$ci, jakich wymaga si¢ od europejskiego portfela
tozsamos$ci cyfrowej, wydawang w Polsce na podstawie ustawy z dnia 26 maja 2023 r.
o aplikacji mObywatel, posiada juz ponad 11 milionéw uzytkownikow. Aplikacja mObywatel,

tak jak europejski portfel tozsamosci cyfrowej, zapewnia mozliwos¢ potwierdzenia tozsamosci

11Zob. art. 5a ust. 1 i 2 rozporzadzenia eIDAS,

12 Art. 7 lit. a rozporzadzenia eIDAS obowigzujacy od 2014 1.

13 System, o ktorym mowa w art. 20aa ust. 1 ustawy z dnia 17 lutego 2005 1. o informatyzacji dziatalnoéci podmiotow
realizujacych zadania publiczne (Dz. U. z 2025 r. poz. 1703).

14 Wynika to z definicji okreslonej w art. 3 pkt 42 rozporzadzenia eIDAS

15 Zob. art. 5d ust. 2 lit d rozporzadzenia eIDAS.



uzytkownika zaréwno zdalnie w ustugach online, jak i podczas obecnosci fizycznej. Aplikacja
ta umozliwia takze potwierdzenie niektorych atrybutéw uzytkownikow oraz na zlozenie
podpisu elektronicznego. Dlatego tez funkcjonujace w przestrzeni publicznej pordwnania

aplikacji mObywatel do europejskiego portfela tozsamosci cyfrowej sg uzasadnione.

Mimo podobnych funkcjonalnosci, rozwigzania architektoniczne i techniczno-organizacyjne
w aplikacji mObywatel, ustanowione w oparciu o przepisy krajowe, sa zasadniczo rézne od
wymagan dla europejskiego portfela tozsamosci cyfrowej, ustanowionych wprost w przepisach
rozporzadzenia eIDAS, jak rowniez w aktach wykonawczych wydanych na podstawie tego
rozporzadzenia i normach referencyjnych wskazanych w tych przepisach. Wymagania
techniczne wynikajace z tych przepisow i norm wykluczaja mozliwos¢ udostepniania
europejskiego portfela tozsamosci cyfrowej w ramach aplikacji mObywatel, ktora opiera si¢ na
odmiennych zatozeniach technicznych. W przypadku aplikacji mObywatel, tozsamos$¢
1 obywatelstwo polskie uzytkownika aplikacji mObywatel w relacjach wzajemnej fizycznej
obecnosci stron potwierdza ,,dokument mObywatel”, o ktorym mowa w art. 2 pkt 8 ustawy
z dnia 26 maja 2023 r. o aplikacji mObywatel, obstlugiwany przy uzyciu ustugi udostepnianej
w aplikacji mObywatel. W przypadku europejskiego portfela tozsamosci cyfrowej, tozsamos¢
1 obywatelstwo uzytkownika (nie tylko obywatela polskiego) potwierdzaja dane identyfikujace
osobe, o ktorych mowa w art. 3 pkt 3 rozporzadzenia eIDAS, oraz w rozporzadzeniu
wykonawczym Komisji (UE) 2024/2977 z dnia 28 listopada 2024 r. w sprawie ustanowienia
zasad stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014
w odniesieniu do danych identyfikujacych osobg i elektronicznych po$wiadczen atrybutow
wydawanych europejskim portfelom tozsamosci cyfrowej (Dz. U. UE. L. z 2024 r. poz. 2977)
— zwanym dalej ,,rozporzadzeniem 2024/2977” — wydanym na podstawie art. 5a ust. 23

rozporzadzenia eIDAS.

W przypadku aplikacji mObywatel, udostgpniang forma poswiadczen elektronicznych, ktore
potwierdzaja dane uzytkownikow (lub rzeczy, ktore do tych uzytkownikéw nalezg) sa
dokumenty mobilne, w rozumieniu art. 2 ust. 8 ustawy z dnia 26 maja 2023 r. o aplikacji
mObywatel. Dokumenty te uzyskiwane sg przez uzytkownikow dzigki mozliwemu polaczeniu
aplikacji mObywatel z systemem teleinformatycznym podmiotu, w ktérym sag przetwarzane
dane uzytkownika aplikacji mObywatel, w zakresie niezbednym do zapewnienia pobrania
takich danych bezposrednio na urzadzenie mobilne tego uzytkownika. Pobranie takich danych
odbywa si¢ za posrednictwem systemu mObywatel, ale dane te nie pozostaja w tym systemie

teleinformatycznym. W praktyce zatem nie ma instytucjonalnego posrednika, ktoéry wydaje



tego rodzaju dokumenty, sa one bowiem zapewniane od razu w aplikacji mObywatel dzigki
mozliwo$ci wspomnianego wyzej pobrania danych przez uzytkownika bezposrednio ze
zintegrowanego systemu teleinformatycznego, przy uzyciu ktérego prowadzony jest rejestr

w ktorym przetwarzane sg te dane.

W przypadku europejskiego portfela tozsamosci cyfrowej, dokumenty elektroniczne
potwierdzajace dane uzytkownikow lub rzeczy, ktore do tych uzytkownikéw naleza, beda co

do zasady elektronicznymi po$wiadczeniami atrybutow, ktore moga wydawac:

- kwalifikowani dostawcy ustug zaufania,

- podmioty odpowiedzialne za Zrédta autentyczne zawierajace dane o uzytkowniku, ktory
chce uzyskac elektroniczne poswiadczenie atrybutdw,

- podmiot publiczny uprawniony do wydawania elektronicznych po$§wiadczen atrybutow

w imieniu podmiotu odpowiedzialnego za zrédto autentyczne.

Majac na uwadze tacznie powyzsze uwarunkowania, przyjeto zatozenie, ze europejski portfel
tozsamosci cyfrowej bedzie zapewniany przez ministra wtasciwego do spraw informatyzacji,
podobnie jak aplikacja mObywatel, ale w ramach odrebnej aplikacji, ktéra bedzie zapewniata
mozliwos¢ rejestracji uzytkownikow w wydawanym w kraju europejskim portfelu tozsamosci

cyfrowe;.

Szczegdlnego podkreslenia wymaga, Zze rdznice techniczno-organizacyjne pomiedzy aplikacja
mObywatel 1europejskim portfelem tozsamosci cyfrowej — jaki ma by¢ opracowany
1 udostepniany, zgodnie z wymogami ostatecznie okreslonymi w przepisach wykonawczych
do rozporzadzenia eIDAS i normach Europejskiego Instytutu Norm Telekomunikacyjnych'® —

jakie majg znalez¢ zastosowanie, sg tak znaczne, ze nie jest mozliwe:

- dostosowanie istniejacej aplikacji mObywatel do wymogéw okreslonych
dla europejskiego portfela tozsamosci cyfrowej 1 co za tym idzie koniczne jest
opracowanie zupelnie nowego rozwigzania, w tym nowej aplikacji,

- przenoszenie dokumentoéw mobilnych z aplikacji mObywatel do europejskiego portfela
tozsamos$ci cyfrowej 1 co za tym idzie nie bedzie przeptywu danych z aplikacji
mObywatel do zapewnianego w Polsce europejskiego portfela tozsamosci cyfrowej

1 odwrotnie.

16 European Telecommunications Standards Institute, ETSI, zob. https:/www.etsi.org/
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Podsumowujac, aplikacja mObywatel 1 zapewniany w Polsce europejski portfel tozsamosci
cyfrowej beda stanowily catkowicie niezalezne od siebie rozwigzania. Zapewnienie
uzytkownikom aplikacji mObywatel komfortowego przejscia do europejskiego portfela
tozsamosci cyfrowej bedzie ogromnym wyzwaniem nie tylko techniczno-organizacyjnym, ale
rowniez informacyjnym. Z uwagi na wspomniane wyzej réznice techniczno-organizacyjne nie
bedzie mozliwe oddanie uzytkownikom do uzytku europejskiego portfela tozsamosci cyfrowej,
ktéry bedzie zapewniat te same dokumenty mobilne (ktére bylyby wydawane dla tego portfela
zgodnie z wymogami rozporzadzenia eIDAS, jako elektroniczne poswiadczenia atrybutow
w okres§lonym przepisami europejskimi formacie) 1 te same ustugi. Bedzie to proces
rozciagniety w czasie, wymagajacy okresu przejsciowego, w trakcie ktorego bedzie konieczne
utrzymywanie obu rozwigzan (aplikacji) ze stopniowym przenoszeniem si¢ uzytkownikow
aplikacji mObywatel do aplikacji europejskiego portfela tozsamosci cyfrowej. Nalezy
podkresli¢, ze to uzytkownicy sami zdecyduja o tym, czy chca korzysta¢ z europejskiego
portfela tozsamosci cyfrowej, poniewaz nie bgdzie to narzedzie obowigzkowe. Odnotowania
wymaga, ze mimo udostepnienia europejskiego portfela tozsamosci cyfrowej dostep do ustug
publicznych i1 prywatnych nadal bedzie musiat by¢ mozliwy z wykorzystaniem innych,

istniejacych srodkow identyfikacji i uwierzytelniania'’.

Zaproponowano, zeby krajowe przepisy wskazujgce sposdb zapewnienia tego portfela znalazty
si¢ w ustawie z dnia 26 maja 2023 r. o aplikacji mObywatel Pozostate kwestie, jakie nalezy
uregulowac na poziomie krajowym, w zwiazku z nowelizacja rozporzadzenia eIDAS, zostang
umocowane w ustawie z dnia 5 wrzesnia 2016 r. o ustugach zaufania oraz identyfikacji
elektronicznej (Dz. U. z 2024 r. poz. 1725), ktéra jest aktem prawnym juz obecnie
implementujagcym wymagania, jakie wobec panstw czlonkowskich formulowane byty
dotychczas na gruncie rozporzadzenia eIDAS. W ustawie tej zostang uregulowane nastgpujace

kwestie:

- dopasowywanie tozsamos$ci w ustugach transgranicznych, o czym mowa w art. 1la
rozporzadzenia eIDAS,
- funkcjonowanie rejestru stron ufajacych portfelowi, o ktorym mowa w art. S5b

rozporzadzenia eIDAS,

17 Wymog wynikajacy z art. 56 ust. 15 rozporzadzenia eIDAS.
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- wskazanie podmiotéw wydajacych stronom ufajacym portfelowi certyfikaty
potwierdzajace ich tozsamo$¢ wzgledem europejskich portfeli tozsamosci cyfrowej'®,

- udostepnianie publicznych zrédet autentycznych kwalifikowanym dostawcom ustug
zaufania tak, aby mogli oni, na zadanie uzytkownika portfela, potwierdzi¢ atrybuty
odnoszace si¢ do tego uzytkownika, o czym mowa w art. 45e rozporzadzenia eIDAS,

- zasady zglaszania okreslonych rodzajow atrybutow polegajacych na publicznych
zrodtach autentycznych do katalogu prowadzonego przez Komisje Europejska,
ze wskazaniem adresu elektronicznego, pod ktéorym bedzie mozna zweryfikowac
te atrybuty!?,

- zasady zglaszania schematow elektronicznych po$wiadczen atrybutow do katalogu
prowadzonego przez Komisje Europejska?’,

- wydawanie przez ministra wlasciwego do spraw informatyzacji elektronicznych
poswiadczen atrybutéw w imieniu podmiotéw odpowiedzialnych za zrodta autentyczne
na podstawie schematdéw elektronicznych pos$wiadczen atrybutéw zgloszonych do
katalogu prowadzonego przez Komisje Europejska i elektronicznych poswiadczen

atrybutow waznych tylko w kraju.

III. Zmiany w ustawie z dnia 5 wrzesSnia 2016 r. o ustugach zaufania oraz identyfikacji

elektronicznej

Poszerzono zakres przedmiotowy ustawy do zakresu umozliwiajacego realizacje nowych

wymagan, jakie naklada na panstwa cztonkowskie znowelizowane rozporzadzenie eIDAS.

Umozliwiono kwalifikowanym dostawcom ustug zaufania wydajacym kwalifikowane
certyfikaty podpisu elektronicznego i kwalifikowane certyfikaty pieczgci elektronicznej,
wydawanie certyfikatow dostepu strony ufajacej portfelowi oraz certyfikatow rejestracji strony
ufajacej portfelowi. Bedzie to mozliwe na wniosek o wpis do rejestru ustug zaufania, sktadany
do ministra wtasciwego do spraw informatyzacji w trybie przewidzianym obecnie dla innych
ustug zaufania. Majac na uwadze dotychczasowe doswiadczenia kwalifikowanych dostawcow

ustug zaufania, zdobyte przy $wiadczeniu ustug zwigzanych z wydawaniem oraz obsluga

18 Wymogi wskazane w rozporzadzeniu wykonawczym Komisji (UE) 2025/848 z dnia 6 maja 2025 r. ustanawiajace zasady
stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 w odniesieniu do rejestracji stron ufajacych
portfela (Dz. U. UE. L. z 2025 r. poz. 848), zwanym dalej ,,rozporzadzeniem 2025/848”.

19 Wymogi wskazane w rozporzadzeniu wykonawczym Komisji (UE) 2025/1569 z dnia 29 lipca 2025 r. w sprawie ustanowienia
zasad stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 w odniesieniu do kwalifikowanych
elektronicznych poswiadczen atrybutow oraz elektronicznych poswiadczen atrybutow wydanych przez podmiot sektora
publicznego odpowiedzialny za zrédlo autentyczne lub w jego imieniu (Dz. U. UE. L. z 2025 r. poz. 1569), dalej zwanym
,rozporzadzeniem 2025/1569”.

20 Wymogi wynikajace z rozporzadzenia 2025/1569.



pieczeci elektronicznych 1 podpisow elektronicznych, przyjeto, ze podmioty te w profesjonalny
1 bezpieczny sposob obstuzg roéwniez wydawanie certyfikatow niezbednych do funkcjonowania
europejskich portfeli tozsamosci cyfrowej. Certyfikaty dostepu i certyfikaty rejestracji wydaje
si¢ bowiem stronom ufajacym portfelowi w celu umozliwienia tym podmiotom potwierdzania
swojej tozsamosci wobec uzytkownikow portfela oraz zakresu danych, jakiego te strony ufajace

beda oczekiwaé od uzytkownika portfela, w ramach kazdej ze §wiadczonych ushug?!.

Certyfikaty dostepu strony ufajacej portfela oraz certyfikaty rejestracji strony ufajacej portfela
wlaczono do obecnie funkcjonujacej krajowej infrastruktury zaufania, tak aby byly one
opatrywane zaawansowang pieczecig elektroniczng dostawcy ustug zaufania, podobnie jak
wymaga si¢ tego w przypadku certyfikatow zwigzanych ze $wiadczeniem kwalifikowanych
ustug zaufania. Taki wymog jest uzasadniony znaczeniem tych certyfikatow dla mozliwosci

polegania na europejskich portfelach tozsamosci cyfrowe;.

Poszerzono zakres danych, jakie mogg by¢ przetwarzane na wezle krajowym identyfikacji
elektronicznej, o dane, jakie potencjalnie moga by¢ wystane w ramach danych identyfikujacych
osobg, o ktorych mowa w rozporzadzeniu 2024/2977. Okre$lono réwniez zakres danych
odnoszacych si¢ do os6b prawnych, jakie potencjalnie moga by¢ wystane w ramach danych

identyfikujacych osobe prawna, o ktorych mowa w rozporzadzeniu \ 2024/2977.

Projektowane przepisy maja na celu zapewnienie uzytkownikom s$rodkow identyfikacji
elektronicznej — wydanych w systemach identyfikacji elektronicznej przylaczonych do wezta
krajowego identyfikacji elektronicznej — mozliwos$¢ zapoznania si¢ z zapisami w dziennikach
systemow (logach) odzwierciedlajacych histori¢ uzycia wydanych im $rodkéw identyfikacji
elektronicznej wykorzystywanych za posrednictwem wezta krajowego identyfikacji
elektronicznej. Celem tej ustlugi jest zapewnienie rozwigzania, ktére pozwoli uzytkownikom
srodkoéw identyfikacji elektronicznej, wydanych w systemach identyfikacji elektronicznej,
przytaczonych do wezla krajowego identyfikacji elektronicznej, na uzyskanie podobnej
informacji, jakg — zgodnie z art. 5a ust. 4 lit. d rozporzadzenia eIDAS — zapewniajg europejskie
portfele tozsamosci cyfrowej w ramach dostepu do rejestru transakcji przeprowadzonych
z wykorzystaniem tych portfeli. Dostgp taki bedzie ograniczony wylacznie do danych
pozwalajacych na zidentyfikowanie ustugi online, uzytego srodka identyfikacji elektroniczne;,
z ktorego skorzystat uzytkownik, oraz daty i1 czasu uzycia $rodka identyfikacji elektroniczne;..

Takie dane pozwolg uzytkownikom podja¢ dziatania zmniejszajace dotychczasowe i przyszte

21 Zdefiniowanie tych certyfikatow i wymog wskazania kto je wydaje wynika z rozporzadzenia 2025/848.
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skutki kradziezy tozsamos$ci oraz nieuprawnionego korzystania ze S$rodkow identyfikacji
elektronicznej przez przestgpcoOw. Zwazywszy na to, ze w Polsce mozliwe jest potwierdzenie
tozsamo$ci w uslugach publicznych bezposrednio za pomocg $rodkow identyfikacji
elektronicznej wydawanych przez kilkaset podmiotéw??, ustuga tego rodzaju ma istotne
znaczenie. Ustuga bedzie dostepna wylgcznie dla oséb, ktorych dotyczg udostepniane dane,
a uzyskanie dostepu do takiej ushugi bedzie wymagato uwierzytelnienia przy uzyciu $rodka
identyfikacji elektronicznej, wydanego w systemie identyfikacji elektronicznej przytaczonym
do wezta krajowego identyfikacji elektronicznej, ktory spelnia wymagania okreslone dla

wysokiego poziomu bezpieczenstwa.

W ramach projektu uwzgledniono umozliwienie opracowania i udostgpnienia przez ministra

wlasciwego do spraw informatyzacji dedykowanych ustug online wpierajacych sktadanie:

- wnioskdéw o zgloszenie, przez tego ministra, atrybutoéw lub schematow elektronicznych
poswiadczen atrybutow do odpowiednich katalogéw prowadzonych przez Komisje
Europejska, oraz

- wnioskéw o przylaczenie systemu teleinformatycznego, w ktorym udostepniane sg
ustugi online, do wezta krajowego identyfikacji elektronicznej 1 uslug wspierajacych

sktadanie 1 weryfikacje podpiséw elektronicznych.

W ramach zmian w ustawie z dnia 5 wrzes$nia 2016 r. o ustugach zaufania oraz identyfikacji
elektronicznej okreslono wjaki sposob zapewniane bedzie dopasowywanie tozsamosci
uzytkownikow, ktorzy beda postugiwac sie srodkami identyfikacji elektronicznej, wydanymi
w innych panstwach cztonkowskich UE, w celu ich uwierzytelniania w ustugach online w
Polsce. Aby ulatwi¢ dopasowywanie tozsamos$ci, przewidziano uruchomienie systemu
scentralizowanego, o ktorym mowa w rozporzadzeniu wykonawczym Komisji (UE) 2025/846
z dnia 6 maja 2025 r. ustanawiajagcym zasady stosowania rozporzadzenia Parlamentu
Europejskiego i Rady (UE) nr 910/2014 w odniesieniu do transgranicznego dopasowywania
tozsamos$ci osob fizycznych (Dz. U. UE. L. z 2025 r. poz. 846), zwanym dalej
,rozporzadzeniem 2025/846”. System ten zapewni weryfikacje danych z danymi w rejestrze
PESEL, celem ustalenia, czy osoba fizyczna posiada juz nadany numer PESEL (tylko w
przypadkach, gdy strona ufajaca wymaga podania numeru PESEL). Jezeli numer PESEL

zostanie ustalony na podstawie dopasowania danych , system dopasowania tozsamos$ci

22 Zob. Rejestr dostawcow $rodka identyfikacji elektronicznej przylaczonych do wezla krajowego identyfikacji
elektronicznej: https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-srodka-identyfikacji/rejestr-dostawcow-srodka-
identyfikacji-elektronicznej-przylaczonych-do-wezla-krajowego.html
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przekaze, przez wezet krajowy identyfikacji elektronicznej, zestaw danych oczekiwany przez
strong ufajaca. W przypadku niedopasowania tozsamosci w systemie scentralizowanym, dane
zostang przekazane do strony ufajacej przez wezet krajowy identyfikacji elektronicznej
w formacie przewidzianym dla tego wezla i1 dalej w celu dopasowania strona ufajaca bedzie
musiata podja¢ proby dopasowania tozsamosci w sposéb zgodny z przepisami rozporzadzenia
2025/846, w tym w szczegbdlnosci zatozy¢ konto dla nowego uzytkownika. Proponowane
rozwigzanie znaczgco ulatwi uwierzytelnianie uzytkownikow postugujacych si¢ zagranicznymi
srodkami identyfikacji elektronicznej, w przypadku gdy kiedykolwiek mieli nadany nr PESEL.
Rozwigzanie to jest dedykowane obywatelom RP, ktorzy wyemigrowali z kraju, oraz bylym
rezydentom, ktdrzy otrzymali numer PESEL. W odniesieniu do osob, ktore nigdy nie miaty
nadanego numeru PESEL, zakladasi¢, ze publiczne ustugi online beda stopniowo
dostosowywane w sposob pozwalajacy na zaktadanie kont dla nowych uzytkownikéw, ktorzy
nie maja nadanego numeru PESEL. PowyzZsze zatozenie wynika bezposrednio z przepisow
rozporzadzenia eIDAS i aktow wykonawczych do tego rozporzadzenia , stad tez nie wymaga

regulacji na gruncie krajowym.

Nowe przepisy wprowadzane do ustawy z dnia 5 wrzesnia 2016 r. ustugach zaufania oraz
identyfikacji elektronicznej implementuja ponadto wymagania, o ktorych mowa w art. 5b
rozporzadzenia eIDAS 1 przepisach wykonawczych do tego rozporzadzenia. Obowigzkiem
wynikajacym z art. 5b rozporzadzenia eIDAS jest utworzenie rejestru podmiotdéw, ktore beda
chcialy $wiadczy¢ swoje ustugi uwzgledniajace wykorzystanie europejskiego portfela
tozsamosci cyfrowej (rejestru stron ufajacych). Szczegdtowo kwestie zostaty uregulowane w
rozporzadzeniu 2025/848. Zgodnie z art. 5b ust. 2 rozporzadzenia eIDAS, proces rejestracji
musi  by¢ efektywny kosztowo 1jednocze$nie proporcjonalny wzgledem zagrozen,
a w szczegolnosci ma by¢, o ile to mozliwe, zautomatyzowany?>*. Dlatego tez zaklada sig, ze
strony ufajace beda mogty samodzielnie wpisywac si¢ do rejestru i modyfikowac swoje wpisy.
Beda mogly w tym celu zlozy¢ wniosek z wykorzystaniem formularza elektronicznego
udostgpnionego przez ministra wlasciwego do spraw informatyzacji. Aby wyj$¢ naprzeciw
wskazanym powyzej wytycznym, dotyczacym procesu rejestracji, wniosek bedzie mozliwy do
ztozenia po uwierzytelnieniu wnioskodawcy za pomoca $rodka identyfikacji osoby prawne;j
albo zaawansowanej pieczgci elektronicznej weryfikowanej za pomoca kwalifikowanego

certyfikatu.

23 zgodnie z art. 6 ust. 1 rozporzadzenia wykonawczego Komisji (UE) 2025/848
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Przewiduje si¢ rowniez zapewnienie mozliwosci sktadania wyzej wspomnianego wniosku,
do ministra wiasciwego do spraw informatyzacji, za posrednictwem kwalifikowanego
dostawcy ustug zaufania §wiadczacego ustuge wydawania certyfikatow dostepu strony ufajace;j
portfelowi lub certyfikatow rejestracji strony ufajacej portfelowi, o ktérych mowa
w rozporzadzeniu 2025/848. Takie rozwigzanie umozliwi stronom ufajacym zalatwienie
wszystkich formalno$ci, niezbg¢dnych do polegania na portfelu, (tj. wpisu do rejestru

1 uzyskania wyzej wspomnianych certyfikatow) w jednym miejscu.

Wpis do rejestru stron ufajacych bedzie nastepowal automatycznie, po zweryfikowaniu
kompletnosci danych przekazanych za pomocg formularza elektronicznego, udost¢gpnionego
przez ministra wlasciwego do spraw informatyzacji lub w ramach wniosku, przekazanego za
posrednictwem kwalifikowanego dostawcy uslug zaufania. Zaklada si¢ bowiem, ze zakres
danych osobowych, jakich strona ufajaca bedzie zada¢ od uzytkownika europejskiego portfela
tozsamosci cyfrowej, nie bedzie urzedowo weryfikowany w postgpowaniu administracyjnym
przed dokonaniem wpisu do rejestru stron ufajacych, poniewaz bedzie wyswietlony kazdemu
uzytkownikowi portfela, korzystajacemu z danej ustugi. Oznacza to, ze sami uzytkownicy
portfela beda mieli mozliwo$¢ zweryfikowania, czy zada si¢ od nich nadmiarowych danych
ibeda mogli poinformowa¢ o takim ewentualnym przypadku organ ochrony danych
osobowych za pomocg ustugi udostgpnionej w kazdym portfelu. Taki samoregulujacy sie
system zapewni minimalizacj¢ danych niezbgdnych do $wiadczenia ustug bez potrzeby
biurokratyzowania kwestii dostgpu do tych wyzej wspomnianych danych w kosztownym
postepowaniu administracyjnym, ktdre spowalniatoby proces rejestracji, a jednoczesnie

nie zapewniloby w praktyce lepszej ochrony takich danych.

Specjalng procedur¢ postepowania przewiduje si¢ w sytuacjach, gdy wniosek zawiera
wskazanie posrednika, o ktorym mowa w pkt 14 1 15 zatacznika I do rozporzadzenia 2025/848.
Majac na uwadze wytyczne okre§lone w art. 5b ust. 2 rozporzadzenia eIDAS (tj. wymaganie,
ze proces musi by¢ efektywny kosztowo 1 proporcjonalny wzgledem zagrozen) oraz w art. 6
ust. 1 rozporzadzenia wykonawczego Komisji (UE) 2025/848 (tj. wymaganie, ze proces ma
by¢, o ile to mozliwe, zautomatyzowany), nie przewiduje si¢ badania przez organ rejestrujacy
autentycznos$ci i tresci umow dotyczacych posrednictwa, o ktérym mowa w art. 5b ust. 10
rozporzadzenia eIDAS, oraz w pkt 14 1 15 zalacznika I do rozporzadzenia 2025/848, jakie
podmiot wnioskujacy zawart z posrednikiem wpisanym do rejestru krajowego. W takim
przypadku wpis bedzie nastgpowal automatycznie, po potwierdzeniu deklarowanego

posrednictwa przez wskazanego posrednika, ktory zostanie uprzednio uwierzytelniony
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w systemie teleinformatycznym, w ramach ktorego prowadzony jest rejestr. Tylko
w przypadkach, gdy wskazany po$rednik, o ktérym mowa w pkt 14 i 15 zalgcznika I
do rozporzadzenia 2025/848, bedzie wpisany do rejestru stron ufajacych prowadzonego
w innym panstwie czlonkowskim UE, do wniosku bedzie wymagane zalaczenie
elektronicznego odpisu umowy — poswiadczonego przez notariusza oraz sporzadzonego w

jezyku polskim — ktéry umozliwi organowi rejestrujgcemu dokonanie wpisu do rejestru.

W zwiazku z tym, ze strona ufajaca bedzie musiata uzyskaé certyfikat dostepu, ktory bedzie
wydawany przez krajowe podmioty Swiadczace kwalifikowane ustugi zaufania oraz certyfikaty
rejestracji strony ufajacej portfela, ktore bedg mogly by¢ wydane przez te podmioty , rejestr
bedzie musial w szczegdlnosci zapewni¢ automatyczne powiadamianie wystawcow takich
certyfikatow o koniecznos$ci ich uniewaznienia po dokonaniu zmian w rejestrze, ktore beda
uzasadniaty takie uniewaznienie. Projektowane przepisy, wprowadzane do ustawy z dnia 5
wrzesnia 2016 r. o uslugach zaufania oraz identyfikacji elektronicznej, dotycza takze
elektronicznych poswiadczen atrybutéow, o ktorych mowa w sekcji 9 rozporzadzenia eIDAS,
w tym ustanawiaja sposob wykonania obowigzkéw, natozonych na panstwa czlonkowskie
w ramach tego rozporzadzenia oraz rozporzadzenia wykonawczego Komisji (UE) 2025/1569
z dnia 29 lipca 2025 r. w sprawie ustanowienia zasad stosowania rozporzadzenia Parlamentu
Europejskiego 1 Rady (UE) nr 910/2014 w odniesieniu do kwalifikowanych elektronicznych
poswiadczen atrybutow oraz elektronicznych poswiadczen atrybutéw wydanych przez podmiot
sektora publicznego odpowiedzialny za Zrddto autentyczne lub w jego imieniu (Dz. U. UE. L.
z 2025 r. poz. 1569) — zwanego dalej ,,rozporzadzeniem 2025/1569”. Z definicji zawartych
w art. 3 pkt 43 144 rozporzadzenia eIDAS wynika, ze ,,elektroniczne poswiadczenie atrybutow”
oznacza poswiadczenie w postaci elektronicznej, ktore umozliwia uwierzytelnienie cechy
charakterystycznej, wlasciwosci, prawa lub zezwolenia osoby fizycznej, lub prawnej lub
przedmiotu. Na uwage zastuguje réwniez definicja ,,zrodta autentycznego”, ktérym — zgodnie
z art. 3 pkt 47 rozporzadzenia eIDAS — jest ,, repozytorium lub system, za prowadzenie ktorego
odpowiedzialny jest podmiot sektora publicznego lub podmiot prywatny, ktore zawiera
i udostgpnia atrybuty — tj. cechy charakterystyczne, wlasciwosci, prawa lub zezwolenia —
dotyczgce osoby fizycznej lub prawnej lub przedmiotu i ktore uwaza si¢ za podstawowe zrodto
tych informacji lub uznaje za autentyczne zgodnie z prawem Unii lub prawem krajowym, w tym

z praktykami administracyjnymi”. Wartym odnotowanie jest, ze krajowych przepisach?*

24 W rozporzadzeniu Rady Ministrow z dnia 21 maja 2024 r. w sprawie Krajowych Ram Interoperacyjnosci, minimalnych
wymagan dla rejestrow publicznych i wymiany informacji w postaci elektronicznej oraz minimalnych wymagan dla systemow
teleinformatycznych (Dz. U. poz. 773).
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funkcjonuje pojecie ,,danych referencyjnych”, rozumianych jako , dane opisujgce ceche
informacyjng obiektu - tj. przedmiotu opisu w rejestrze publicznym — pierwotnie wprowadzone
do rejestru publicznego w wyniku okreslonego zdarzenia, z domniemania opatrzone atrybutem

’

autentycznosci”. Majac na uwadze, ze przepisy rozporzadzenia eIDAS stosuje si¢
bezposrednio, przyjeto zatozenie, ze na gruncie projektowanych przepiséw projektodawca
bedzie postugiwat si¢ terminologia okreslong w tym rozporzadzeniu (czyli pojeciem ,,zroédto
autentyczne”), aby nie stwarza¢ watpliwos$ci odnoszacych si¢ do kwestii, do ktérych przepisow

europejskich odnoszg si¢ okreslone przepisy krajowe.

Nie funkcjonuje réwniez w przepisach krajowych pojecie ,.elektroniczne poswiadczenie
atrybutow”, poniewaz jest to nowa ustuga zaufania, ktéra zostata wprowadzona na gruncie
znowelizowanego rozporzadzenia eIDAS. Na uwage zasluguje, ze wydawane w aplikacji
mObywatel dokumenty mobilne, zdefiniowane w art. 2 ust. 7 ustawy z dnia 26 maja 2023 r.
o aplikacji mObywatel), czyli dokumenty elektroniczne obslugiwane przy uzyciu ustugi
udostepnianej w aplikacji mObywatel, wpisuja si¢ w ogdlng definicj¢ elektronicznego
poswiadczenia atrybutow, okreslong w art. 3 pkt 44 rozporzadzenia eIDAS. Kazdy dokument
mobilny moze by¢ uznany za poswiadczenie w postaci elektronicznej, ktdre umozliwia
uwierzytelnienie cechy charakterystycznej, wlasciwosci, prawa lub zezwolenia osoby fizycznej

lub prawnej, lub innego przedmiotu.

I w tym przypadku, majac na uwadze, ze przepisy rozporzadzenia eIDAS stosuje si¢
bezposrednio, przyjeto zalozenie postugiwania si¢ terminologia okreslong w tym

rozporzadzeniu.

Zgodnie z rozporzadzeniem eIDAS elektroniczne poswiadczenia atrybutdow moga by¢

wydawane jako:

a) kwalifikowane elektroniczne poswiadczenie atrybutéw - wydawane przez
kwalifikowanych dostawcow ustug zaufania, spetniajace wymagania okreslone
w zalaczniku V do rozporzadzenia eIDAS;

b) elektroniczne poswiadczenie atrybutow wydane przez podmiot sektora publicznego
odpowiedzialny za Zrédlo autentyczne lub w jego imieniu —wydawane przez podmiot
publiczny odpowiedzialny za Zrddlo autentyczne lub przez podmiot publiczny, ktory
jest wyznaczony przez panstwo czlonkowskie do wydawania takich po$wiadczen
w imieniu podmiotu odpowiedzianego za zrodlo autentyczne. spetniajagce wymagania

okreslone w zataczniku VII do rozporzadzenia eIDAS;
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c) pozostale elektroniczne pos§wiadczenia atrybutéw, ktore nie muszg spetnia¢ wymagan,

o ktérych mowa wyzej w lit. aib.

Elektroniczne po$wiadczenia atrybutow nie musza by¢ wydawane wytacznie do europejskich
portfeli tozsamosci cyfrowej. Nie ma bowiem takiego ograniczenia w zadnym z przepisow,
a posrednio potwierdza to pkt 3 zatgcznika II do rozporzadzenia 2025/1569. Jezeli jednak takie
poswiadczenia beda wydawane do europejskich portfeli tozsamosci cyfrowej, to zgodnie z art.
8 rozporzadzenia wykonawczego Komisji (UE) 2024/2979 z dnia 28 listopada 2024 r.
ustanawiajgcego zasady stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr
910/2014 w odniesieniu do integralnosci i podstawowych funkcji europejskich portfeli
tozsamosci cyfrowej (Dz. U. UE. L. z 2024 r. poz. 2979), beda musialy by¢ wydawane
w formatach danych wskazanych w zataczniku II do tego rozporzadzenia. Takie wymagania sg
uzasadnione potrzebg zapewnienia interoperacyjnosci europejskich portfeli tozsamosci

cyfrowej 1 elektronicznych poswiadczen atrybutéw uzywanych za posrednictwem tych portfeli.

W zwiazku z powyzszym, proponowane nowe przepisy, wprowadzane do ustawy z dnia
5 wrze$nia 2016 r. o ushugach zaufania oraz identyfikacji elektronicznej, wskazuja, kto bedzie
wykonywat obowigzki, o ktorych mowa w art. 45e ust. 1 rozporzadzenia eIDAS, czyli
zapewnial kwalifikowanym dostawcom ushug zaufania, ktorzy beda dostarczali kwalifikowane
elektroniczne poswiadczenia atrybutéw, mozliwos¢ weryfikacji drogg elektroniczng, na
zadanie uzytkownika, atrybutow, o ktérych mowa w zataczniku VI do rozporzadzenia eIDAS.
Z uwagi na to, ze nie istnieje obecnie zadna krajowa platforma umozliwiajaca weryfikacje tak
rozleglego zakresu danych, zaktada si¢, Ze co do zasady mozliwo$¢ weryfikacji danych droga
elektroniczng beda realizowaly podmioty publiczne, ktore sg odpowiedzialne na poziomie
krajowym za poszczegodlne zrodla autentyczne — kazdy podmiot we wlasnym zakresie. Nie
wyznacza si¢ posrednikow, ktorzy mogliby, zamiast podmiotow odpowiedzialnych za Zrédta
autentyczne, weryfikowaé¢ atrybuty, tym niemniej nalezy mie¢ na uwadze, ze wprost na
podstawie art. 10 rozporzadzenia 2025/1569 panstwa cztonkowskie mogg odnosic si¢ do ushug
wspolnych systemu technicznego — okreSlonego w art. 14 rozporzadzenia Parlamentu
Europejskiego i Rady (UE) 2018/1724 z dnia 2 pazdziernika 2018 r. w sprawie utworzenia
jednolitego portalu cyfrowego w celu zapewnienia dostgpu do informacji, procedur oraz ustug
wsparcia i rozwigzywania problemoéw, a takze zmieniajace rozporzadzenie (UE) nr 1024/2012

—1ponownie wykorzystywac te wspolne ustugi, a takze krajowe komponenty z nimi potaczone.

Wspomniane wyzej podmioty publiczne celowo nie s3 wymieniane wprost w projektowanych

przepisach, z uwagi na to, ze stale postepujaca informatyzacja zadan publicznych powoduje
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tworzenie kolejnych publicznych zrédet autentycznych, ktore wczesniej nie istnialy.
Zaklada si¢, ze odpowiednie podmioty publiczne udostepniag kwalifikowanym dostawcom
ustug zaufania zarzadzane przez siebie zrodta autentyczne — do weryfikacji danych na
podstawie przepisow eIDAS — stad tez nie ma potrzeby dodawania takiego wymogu
w przepisach sektorowych. Powodowatoby to bowiem niepotrzebng inflacje prawa
i dodatkowo niepewno$¢ w zakresie mozliwo$ci udostgpnienia zrédet autentycznych,
w przypadku, gdy nie bytoby specjalnego przepisu ustawowego wymagajacego udostepnienia
okreslonego zrédta. Mogloby to w zasadniczy sposob utrudni¢ albo wrecz uniemozliwié
wydawanie kwalifikowanych elektronicznych poswiadczen atrybutdéw, co byloby niezgodne

z 0gblnymi celami europejskich ram tozsamosci cyfrowe;.

W kontekscie zapewnienia ochrony danych osobowych w procesie wspomnianej wyzej
weryfikacji danych, istotne sg zasady tej weryfikacji danych, okreslone w art. 9 ust. 31 4
rozporzadzenia 2025/1569. Z przepiséw tych wynika, ze kwalifikowany dostawca ustug
zaufania, pytajacy o weryfikacje atrybutdw, musi wstepnie zna¢ warto$¢ atrybutu, o ktory pyta
dzialajac z upowaznienia (tj. na zadanie) uzytkownika, poniewaz wynik weryfikacji moze
okresla¢ wylacznie, czy atrybut zostal potwierdzony. Przykladowo znaczy to, Ze nie mozna
zapyta¢ ,jakie wyksztalcenie/jaki dyplom/jakie uprawnienia ma osoba X, tylko
poprosi¢ o potwierdzenie, ze osoba X ma okreslone wyksztatcenie/uzyskata dyplom okreslone;j
uczelni o okres$lonej specjalizacji/posiada okreslone uprawnienia. W rezultacie weryfikacji
bedzie mozna uzyska¢ odpowiedz tak/nie, zamiast pakietu danych odnoszacych si¢ do danej

osoby.

Obecnie, w ramach aplikacji mObywatel, funkcjonuja poswiadczenia dotyczace sytuacji
prawnej uzytkownika tej aplikacji lub praw mu przystugujacych, ktore, wydawane sg jako
dokumenty mobilne. Dokumenty te sa postrzegane zardwno przez uzytkownikow tej aplikacji,
jak 1 przez strony ufajgce tym poswiadczeniom jako potrzebne. W zwiazku z powyzszym,
w proponowanych przepisach zaktada si¢, ze minister wiasciwy do spraw informatyzacji bedzie
mogl wydawaé elektroniczne poswiadczenia atrybutow, o ktorych mowa w art. 45f
rozporzadzenia eIDAS, w imieniu podmiotow odpowiedzialnych za Zrddta autentyczne, a w
szczegllnosci bedzie mogt wydawac je do zapewnianego przez siebie europejskiego portfela
tozsamosci cyfrowej. Nalezy bowiem zatozy¢, ze jezeli europejski portfel tozsamosci cyfrowe;j
nie bedzie zapewniat co najmniej takich samych mozliwo$ci potwierdzania atrybutow, jakie

obecnie zapewnia aplikacja mObywatel (za pomocg dokumentéw mobilnych), moze by¢
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postrzegany przez uzytkownikéw jako narzedzie mniej uzyteczne i w rezultacie nie bedzie

wykorzystywany.

Jak zaznaczono na wstepie ze wzgledow techniczno-organizacyjnych nie bedzie mozliwe
wykorzystanie istniejgcych dokumentow mobilnych, funkcjonujacych w ramach aplikacji
mObywatel, w celu uzyskania elektronicznego poswiadczenia atrybutow w europejskim

portfelu tozsamosci cyfrowe;.

Minister wtasciwy do spraw informatyzacji bedzie mogt wydawac elektroniczne poswiadczenie
atrybutow, do europejskiego portfela tozsamosci cyfrowej, ktore beda wydawane w imieniu
podmiotu sektora publicznego odpowiedzialnego za zrodio autentyczne, w rozumieniu art. 3
pkt 46 rozporzadzenia eIDAS (speilniajace wymagania art. 45f rozporzadzenia eIDAS),
uznawane w catej UE, zgodnie z art. 45b ust. 2 tego rozporzadzenia) lub elektroniczne
poswiadczenia atrybutéw, w rozumieniu art. 3 pkt 44 rozporzadzenia eIDAS (bez koniecznosci
spelniania wymagan art. 45f rozporzadzenia eIDAS 1 co za tym idzie niemajace skutku
zgodnego z art. 45b ust. 2 tego rozporzadzenia). Zaklada si¢ bowiem, ze nie wszystkie
elektroniczne poswiadczenia atrybutéw, wydawane przez ministra wiasciwego do spraw
informatyzacji do zapewnianego przez niego europejskiego portfela tozsamos$ci cyfrowe;,
musza mie¢ skutek prawny wskazany w art. 45b ust. 2 rozporzadzenia eIDAS (np. karta
mieszkanca okreslonego miasta), jak rowniez, ze nie wszystkie z nich muszg taki skutek
uzyskac¢ z dniem wejScia w zycie niniejszej ustawy (np. poswiadczenie, ze okreslona osoba jest

radcg prawnym).

Z uwagi na to, ze procedury zglaszania atrybutéw i schematow elektronicznych poswiadczen
atrybutow do wiasciwych katalogow prowadzonych przez Komisje Europejska, o ktorych
mowa w rozporzadzeniu 2025/1569, nie zostaly jeszcze praktyce zweryfikowane, jak rowniez
na to, ze wnioski zglaszajace atrybuty i schematy elektronicznych poswiadczen atrybutéw
podlegaja ocenie Komisji Europejskiej po zasiggnigciu opinii Grupy Wspotpracy, ustanowione;j
na podstawie art. 46e ust. 1 rozporzadzenia eIDAS, nalezalo ustanowi¢ skutek prawny
wszystkich elektronicznych poswiadczen atrybutéw wydawanych przez ministra wtasciwego
do spraw informatyzacji, do zapewnianego przez tego ministra europejskiego portfela
tozsamosci cyfrowej. Zaproponowane w ustawie z dnia 5 wrze$nia 2016 r. o uslugach zaufania
oraz identyfikacji elektronicznej brzmienie przepisu uwzglednia, Ze nie wszystkie wydawane
w Polsce dokumenty potwierdzajace okreslony stan prawny lub uprawnienia sg wydawane

W postaci papierowej.

16



W projektowanych przepisach proponuje si¢ ustalenie zasad sktadania wnioskow o wigczenie
atrybutéw, wymienionych w zataczniku VI do rozporzadzenia 910/2014, do katalogu atrybutow
zapewnianego przez Komisj¢ Europejska, oraz wnioskow o wilaczenie schematdéw poswiadczen
atrybutow do katalogu schematow poswiadczen atrybutow zapewnianego przez Komisje
Europejska. Wnioski o wlaczenie atrybutow do katalogu atrybutow zapewnianego przez
Komisje Europejska bedzie co do zasady sktadat minister wiasciwy do spraw informatyzacji.
Celem przyjecia powyzszego rozwigzania jest zapewnienie spojnej polityki panstwa w tym

zakresie.

Wnhioski o wlaczenie schematoéw poswiadczen atrybutow do katalogu schematéw poswiadczen
atrybutéw zapewnianego przez Komisje Europejska bedzie mogt sktada¢ minister wlasciwy do
spraw informatyzacji, podmioty odpowiedzialne za zrddta autentyczne, w rozumieniu art. 3 pkt
47 rozporzadzenia 910/2014, kwalifikowani dostawcy ustug zaufania §wiadczacy ustugi
wydawania kwalifikowanych po$wiadczen atrybutoéw oraz dostawcy ustug online, wpisani do

rejestru stron ufajacych, gdy wpis dotyczy atrybutu, dla ktérego zglaszany jest schemat.

Majac na uwadze, ze skladane, przez ministra wlasciwego do spraw informatyzacji, wnioski
o wlaczenie atrybutow i1 schematow elektronicznych poswiadczen atrybutéw do odpowiednich
katalogoéw zapewnianych przez Komisj¢ Europejska beda wymagaty wktadu przygotowanego
przez podmioty odpowiedzialne za zrodila autentyczne ustala si¢ sposoby przekazywania
takiego wktadu. Minister wtasciwy do spraw informatyzacji bedzie wnioskowal o wiaczenie
atrybutu lub schematu elektronicznego po$wiadczenia atrybutéw do odpowiedniego katalogu
Komisji Europejskiej na podstawie otrzymanego wniosku podmiotu odpowiedzialnego za

zrodia autentyczne.

W ramach projektowanych zmian w ustawie z dnia 5 wrzes$nia 2016 r. o ustugach zaufania
oraz identyfikacji elektronicznej proponuje si¢ nalozenie na ministra wlasciwego do spraw
informatyzacji szeregu nowych zadan informacyjnych, ktére wynikaja z przepisow
rozporzadzenia e[DAS, w tym ustanowienie krajowego programu certyfikacji, w odniesieniu
do wymogdw, o ktérych mowa w art. 5S¢ ust. 3 rozporzadzenia eIDAS, 1 wyznaczenie jednostek
oceniajacych zgodno$¢ europejskich portfeli tozsamosci cyfrowej, o ktérych mowa w art. Sc

ust. 1 rozporzadzenia eIDAS.

W kontekscie tych przepiséw nalezy zwroci¢ uwage, ze — zgodnie z art. Sc ust. 2 rozporzadzenia
eIDAS — certyfikacj¢ zgodnos$ci europejskich portfeli tozsamosci cyfrowej, ktore sg zwigzane
z cyberbezpieczenstwem, przeprowadza si¢ zgodnie z europejskimi programami certyfikacji

cyberbezpieczefnstwa, przyjetymi na podstawie rozporzadzenia Parlamentu Europejskiego
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iRady (UE) 2019/881 zdnia 17 kwietnia 2019 r. w sprawie ENISA (Agencji Unii
Europejskiej ds. Cyberbezpieczenstwa) oraz certyfikacji cyberbezpieczefistwa w zakresie
technologii informacyjno-komunikacyjnych oraz uchylenia rozporzadzenia (UE) nr 526/2013
(akt o cyberbezpieczenstwie) (Dz. U. UE. L. z 2019 r. Nr 151, str. 15 z p6zn. zm.) — zwanego
dalej ,,rozporzadzeniem 2019/881” — oraz programami certyfikacji cyberbezpieczenstwa,
wymienionymi w aktach wykonawczych, o ktorych mowa w art. 5c¢ ust. 6 rozporzadzenia

eIDAS?.

Z uwagi na to, ze nie zostaly jeszcze wydane europejskie programy certyfikacji
cyberbezpieczenstwa dla europejskich portfeli tozsamos$ci cyfrowej, przyjete na podstawie
rozporzadzenia 2019/881, certyfikacja europejskiego portfela tozsamosci cyfrowej
wydawanego w Polsce bedzie opierata si¢ o programy certyfikacji wydane na podstawie dwoch
réznych aktow prawnych. W zakresie zgodno$ci z cyberbezpieczenstwem, na podstawie
przepisow wydanych na podstawie ustawy z dnia 25 czerwca 2025 r. o krajowym systemie
certyfikacji cyberbezpieczenstwa (Dz. U. poz. 1017), a zakresie pozostatych elementéw na
podstawie ustawy z dnia 5 wrzesnia 2016 r. o ustugach zaufania oraz identyfikacji

elektronicznej (Dz. U. z 2024 r. poz. 1725).

W projekcie zaproponowano takze przepisy majace na celu zapewnienie rozdzielno$ci
1 niezaleznoSci zadah realizowanych przez ministra wlasciwego do spraw informatyzacji
w zakresie wydawania europejskiego portfela tozsamosci cyfrowej oraz certyfikacji oraz
nadzoru nad dostawcami ustug zaufania oraz krajowym schematem identyfikacji
elektronicznej, .. Analogicznie zapewniono rozdzielnos¢ i niezaleznos$¢ zadan realizowanych
przez ministra wlasciwego do spraw informatyzacji w zakresie wydawania elektronicznych
poswiadczen atrybutow oraz nadzoru nad dostawcami ustug zaufania oraz krajowym
schematem identyfikacji elektronicznej. Zastosowano tu podobne rozwigzanie jak w art. 4 ust.

4 ustawy z dnia 25 czerwca 2025 r. o krajowym systemie certyfikacji cyberbezpieczenstwa.
IV. Zmiany w ustawie z dnia 17 lutego 2005 r. o informatyzacji dzialalno$ci podmiotéow
realizujacych zadania publiczne

Calem proponowanych zmian w ustawie z dnia 17 lutego 2005 r. o informatyzacji podmiotow

realizujacych zadania publiczne (Dz. U. z 2025 r. poz. 1703) jest:

25 Obecnie to rozporzadzenie wykonawcze Komisji (UE) 2024/2981 z dnia 28 listopada 2024 r. ustanawiajace zasady
stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 w odniesieniu do certyfikacji europejskich
portfeli tozsamosci cyfrowej (Dz. U. UE. L. z 2024 r. poz. 2981).
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- wskazanie, ze zapewniany przez ministra wlasciwego do spraw informatyzacji
europejski portfel tozsamosci cyfrowej wydaje si¢ w ramach publicznego systemu
identyfikacji elektronicznej, o ktérym mowa w art. 20aa tej ustawy,

- zapewnienie mozliwosci wydawania profilu zaufanego podmiotu publicznego oraz

profilu zaufanego osoby fizycznej reprezentujacej podmiot publiczny.

Z uwagi na to, ze europejski portfel tozsamosci cyfrowej, jest $rodkiem identyfikacji
elektronicznej?® oraz ze — zgodnie z art. 5d ust. 2 lit. b rozporzadzenia eIDAS — nalezy
przekaza¢ Komisji Europejskiej opis systemu identyfikacji elektronicznej, w ramach ktorego
zapewniany bedzie europejski portfel tozsamos$ci cyfrowej, zasadnym jest, aby portfel byt
kolejnym $rodkiem identyfikacji elektronicznej wydawanym w ramach publicznego systemu
identyfikacji elektronicznej, ktory zostat juz notyfikowany w Komisji Europejskiej, na
podstawie art. 9 rozporzadzenia eIDAS. Dodatkowo nalezy dodaé, ze zrodtem autentycznym
dla danych identyfikujacych osobg¢ begdzie — podobnie jak w przypadku pozostatych srodkow
identyfikacji elektronicznej, wydawanych w ramach publicznego systemu identyfikacji
elektronicznej — rejestr PESEL. Jednoczesnie, organem odpowiedzialnym za notyfikowany
publiczny system identyfikacji elektronicznej 1 jednostka, ktora zarzadza rejestracja
niepowtarzalnych danych identyfikujacych osobe oraz organem nadzoru®’ bedzie ten sam
podmiot, ktory zostal wskazany w projektowanych przepisach jako podmiot zapewniajacy

w Polsce europejski portfel tozsamosci cyfrowe;.

W zwigzku z powyzszym nalezy poszerzy¢ zakres danych, jakie minister wtasciwy do spraw
informatyzacji moze przetwarza¢ w ramach publicznego systemu identyfikacji elektronicznej,
gdyz zakres danych identyfikujacych osobg wydawanych dla europejskiego portfela tozsamosci
cyfrowej wydawanego w Polsce bedzie szerszy niz zakres danych dotychczas przetwarzanych

w ramach tego systemu.

Istotng korzyscia, jaka daje umocowanie europejskiego portfela tozsamosci cyfrowej
wydawanego w Polsce jako kolejnego $rodka identyfikacji elektronicznej wydawanego
w ramach publicznego systemu identyfikacji elektronicznej, jest zapewnienie uzytkownikom

tego portfela mozliwosci korzystania z ustug publicznych przytaczonych obecnie do wezta

26 Zgodnie z art. 3 pkt 34 rozporzadzania eIDAS, "europejski portfel tozsamosci cyfrowej" oznacza $rodek identyfikacji
elektronicznej, ktory umozliwia uzytkownikowi bezpieczne przechowywanie i walidacje danych identyfikujacych osobg i
elektronicznych poswiadczen atrybutdéw oraz bezpieczne zarzadzanie tymi danymi i pos$wiadczeniami na potrzeby
udostepniania ich stronom ufajacym oraz innym uzytkownikom europejskich portfeli tozsamosci cyfrowej, i ktory umozliwia
sktadanie kwalifikowanych podpisow elektronicznych lub kwalifikowanych pieczeci elektronicznych;

27 Zob. https://ec.europa.eu/digital-building-blocks/sites/spaces/EIDCOMMUNITY /pages/554369093/Poland
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krajowego identyfikacji elektronicznej. Portfel ten zostanie bowiem dotaczony do wyzej

wspomnianego wezta jako kolejny srodek identyfikacji elektronicznej, poniewaz:

- jest $rodkiem identyfikacji elektronicznej, w rozumieniu art. 3 pkt 42 rozporzadzenia
eIDAS,

- w Polsce wszystkie ustugi publiczne 1 wszystkie $rodki identyfikacji elektronicznej
wydane w publicznym systemie identyfikacji elektronicznej, pozwalajace na
korzystanie z tych wushug, sa przylaczone do wezta krajowego identyfikacji
elektronicznej na mocy art. 21m ustawy z dnia 5 wrzesnia 2016 r. o uslugach zaufania
oraz identyfikacji elektronicznej, aby zapewni¢ uzytkownikom tych uslug mozliwo$¢
wyboru $rodka identyfikacji elektronicznej, ktorym dysponuja, a publicznym
dostawcom tych ustug jednorazowg integracj¢ z tym weztem (a nie osobno z kazdym

dostawcg srodka identyfikacji elektronicznej).
Dzi¢ki takiemu dziataniu:

- uzytkownicy zapewnianego przez ministra wlasciwego do spraw informatyzacji
europejskiego portfela tozsamosci cyfrowej od razu uzyskaja mozliwo$¢ korzystania ze
wszystkich ustug online, ktore obecnie sg przytaczone do wezta krajowego identytikacji
elektronicznej (w szczegdlnosci ustug publicznych), co bedzie zgodne z oczekiwaniami
tych uzytkownikow,

- publiczni dostawcy ustug online bgda gotowi na uwierzytelnianie uzytkownikow za
pomoca portfela bez potrzeby wprowadzenia kosztownych zmian w swoich systemach
(wszyscy dostawcy w jednym i tym samym czasie), oraz

- zostanie wykorzystana istniejaca juz infrastruktura techniczno-organizacyjna.

Formalnie strong ufajaca wpisang do rejestru stron ufajagcych bedzie w tym przypadku minister
wlasciwy do spraw informatyzacji udostepniajacy wezet krajowy identyfikacji elektroniczne;,
gdyz bedzie on $swiadczyt dla uzytkownikow portfela ustuge przekazania przez ten wezet
zestawu danych identyfikujacych osobg, w formacie przewidzianym dla tego wezta, a nie
w formacie przewidzianym dla europejskiego portfela tozsamosci cyfrowej. Zaktada sie, ze
wymagany od portfela zestaw danych bedzie zawsze taki sam jak obecnie we wszystkich
uslugach publicznych (tj.: imig¢, nazwisko, data urodzenia i numer PESEL) i zostanie on
wpisany do rejestru stron ufajacych, o ktérym mowa w art. 5b rozporzadzenia eIDAS. Gdy w
ramach rozwoju ustug publicznych okaze si¢ potrzebne sg inne zestawy danych lub gdy ustugi

te bedg wykorzystywac elektroniczne poswiadczenia atrybutdéw, to ustugi te bedg mogty by¢
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sukcesywnie dostosowywane do takich zmian, w szczegdlnosci aby umozliwi¢ bezposrednig
integracje z portfelem. Taka bezposrednia integracja z portfelem bedzie juz wymagata od
podmiotu publicznego wpisania si¢ do rejestru stron ufajacych, uzyskania certyfikatu dostepu
strony ufajacej portfela oraz certyfikatu rejestracji strony ufajgcej portfela, jak réwniez
dostosowania systemu teleinformatycznego do formatow danych przewidzianych dla
komunikacji z portfelem (innych niz format danych przekazywany z wezta krajowego
identyfikacji elektronicznej). Dzigki przytaczeniu do wezta krajowego identyfikacji
elektronicznej wydawanego w kraju portfela, wspomniane wyzej dostosowanie nie begdzie
konieczne od razu i w zwigzku z tym nie bedzie powodowac jednorazowego spigtrzenia si¢
kosztow, jak rowniez tworzenia si¢ tzw. ,,waskich gardet” przy wdrazaniu nowych rozwigzan
od strony organizacyjno-technicznej po oddaniu portfela od uzytku?®. Zaktada sie, ze zmiany
beda nastepowaly stopniowo w miar¢ potrzeb wynikajacych z rozwoju systemow
teleinformatycznych i tworzenia ustug wykorzystujacych inne niz identyfikacja elektroniczna

funkcjonalnosci portfela.

Jezeli chodzi o zapewnienie mozliwosci wydawania profilu zaufanego podmiotu publicznego
oraz profilu zaufanego osoby fizycznej reprezentujacej podmiot publiczny, to pierwsze z tych
narzedzi bedzie $rodkiem identyfikacji elektronicznej osoby prawnej, w rozumieniu
rozporzadzenia eIDAS, adrugie $rodkiem identyfikacji elektronicznej osoby fizycznej
reprezentujacej osobe prawng. Celem wydawania takich srodkow jest zapewnienie narzedzi,
ktore nastgpnie umozliwiag osobom prawnym, jakimi sg podmioty publiczne, i ich
pracownikom, na zidentyfikowanie si¢ w systemach teleinformatycznych jako takie wlasnie
osoby, bez potrzeby dodatkowego informowania strony ufajgcej o tym, ze ma ona do czynienia

z podmiotem publicznym lub jego przedstawicielem.

Dodatkowa korzy$cia bedzie mozliwo$¢ polegania w ustugach publicznych na $rodkach
identyfikacji elektronicznej pracownikéw podmiotdw publicznych niezawierajacych numeru
PESEL, w przypadkach gdy taki numer nie jest wymagany. W szczegolnosci numer PESEL nie
bytby przesytany do dostawcy ustugi online. Zaktada si¢, ze do jednoznacznej identyfikacji
pracownika zatatwiajacego sprawe wystarczy imi¢ i nazwisko, data urodzenia oraz nazwa
1 numer reprezentowanego podmiotu publicznego, pod jakim podmiot ten jest zarejestrowany

w Katalogu Podmiotéw Publicznych. Majac na uwadze, Ze jest mozliwe, ze podmiot publiczny

28 Gdyby konieczne byto przytaczenie do portfela wszystkich podmiotéw publicznych w jednym czasie, spowodowatoby to
konieczno§¢ dostosowania systemow publicznych do komunikacji z portfelem w jednym czasie i w efekcie masowe
zamawianie ustug integracyjnych, co dodatkowo zwigkszytoby koszty po stronie jednostek sektora finanséw publicznych.
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moze by¢ reprezentowany przez dwoch pracownikéw o takim samym imieniu i nazwisku,
zaktada si¢, ze data urodzenia jest w takim przypadku wystarczajagcym, naturalnym

wyréznikiem, ktoéry zapewni jednoznaczng identyfikacje osoby fizyczne;j.

W celu zapewnienia rownowagi pomigdzy bezpieczenstwem podmiotu publicznego
1 bezpieczenstwem pracownika tego podmiotu, majac przy tym na uwadze wymogi dotyczace
powigzania mi¢dzy $rodkami identyfikacji elektronicznej oséb fizycznych i 0s6b prawnych,
wskazane wczeSci 2.1.4 zalgcznika do rozporzadzenia wykonawczego Komisji (UE)
2015/1502 z dnia 8 wrzesnia 2015 r. w sprawie ustanowienia minimalnych specyfikacji
technicznych 1 procedur dotyczacych poziomdéw zaufania w zakresie Srodkéw identyfikacji
elektronicznej na podstawie art. 8 ust. 3 rozporzadzenia Parlamentu Europejskiego i Rady (UE)
nr 910/2014 w sprawie identyfikacji elektronicznej i ustug zaufania w odniesieniu do transakcji
elektronicznych na rynku wewnetrznym (Dz. U. UE. L. z 2015 r. Nr 235, str. 7 z p6zn. zm.) —
zwanego dalej ,rozporzadzeniem 2015/1502” —wskazano, ze profil zaufany podmiotu
publicznego oraz profil zaufany osoby fizycznej reprezentujacej podmiot publiczny sa
powiazane z profilami zaufanymi osoby fizycznej os6b upowaznionych do uzywania wyzej
wspomnianych profili zaufanych. Dzigki takiemu powigzaniu podmiot publiczny bedzie miat
pewno$¢, ze bedzie go reprezentowal wylacznie upowazniony pracownik ibedzie mogt
w kazdej chwili odwota¢ takie upowaznienie, a upowazniany pracownik bedzie miat pewnos¢,
ze podmiot publiczny, ktéry go upowaznit, nie bedzie w stanie uzy¢ wydanego dla niego profilu

zaufanego bez jego wiedzy.

W  przypadku profilu zaufanego podmiotu publicznego, ktéry umozliwia nastgpnie
potwierdzanie przez podmiot publiczny profili zaufanych osob fizycznych reprezentujacych ten
podmiot, wymagane jest uzywanie mechanizmow uwierzytelniania polegajacych na profilu
osobistym lub kwalifikowanym certyfikacie podpisu elektronicznego. To dodatkowe
wymaganie zabezpiecza podmioty publiczne przed skutkami potencjalnej kradziezy profilu
zaufanego administratora wskazanego do zarzadzania profilem zaufanym podmiotu
publicznego. Nawet jezeli mialoby miejsce takie zdarzenie, wymagany mechanizm

uwierzytelniania spowodowalby, Ze profil zaufany podmiotu pozostatby bezpieczny.

V. Zmiany w ustawie z dnia 26 maja 2023 r. o aplikacji mObywatel

Zakres przedmiotowy regulacji ustawy ulegnie poszerzeniu o kwestie dotyczace europejskiego

portfela tozsamosci cyfrowej, ktory bedzie zapewniany w Polsce.
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Zmieniana ustawa be¢dzie upowazniata ministra wilasciwego do spraw informatyzacji do
wydawania europejskiego portfela tozsamosci cyfrowej, a w tym takze do zapewniania

nastepujacych, niezbgdnych elementdéw tego portfela:

- oprogramowanie przeznaczone dla urzadzen mobilnych umozliwiajagce korzystanie
z tego portfela,

- bezpieczng aplikacje kryptograficzng portfela, o ktérej mowa w art. 2 pkt 1
rozporzadzenia 2024/2979,

- bezpieczne urzadzenie kryptograficzne portfela, o ktéorym mowa w art. 2 pkt 12
rozporzadzenia 2024/2979,

- wydanie danych identyfikujacych osobe.

Na gruncie zmienianej ustawy ustalony zostanie krajowy zestaw danych identyfikujacych
osob¢ fizyczng, jaki bedzie znajdowal si¢ w europejskim portfelu tozsamosci cyfrowej
zapewnianym przez ministra wlasciwego do spraw informatyzacji. Zestaw ten bedzie zawierat
dane obowigzkowe, wynikajace z przepisoOw rozporzadzenia 2024/2977. Pozostale dane, jakie
majg znalez¢ si¢ w krajowym zestawie danych identyfikujacych osobe uzytkownika portfela,

sa wymienione w rozporzadzeniu 2024/2977 jako elementy opcjonalne.
Zwazywszy jednak, ze:

- kompletny zestaw danych wymagany na poziomie krajowym musi zapewnié
jednoznaczng identyfikacja osoby fizycznej i co za tym idzie musi by¢ uzupetniony
o elementy opcjonalne, ktore lacznie z danymi wymaganymi zapewnig taka
identyfikacje,

- rozporzadzenie 2024/2977 dopuszcza mozliwos¢ wilaczenia do zestawu danych
identyfikujacych osobg elementu zwanego ,,personal administrative number”
(rozumianego jako ,,Wartos¢ przypisana osobie fizycznej, ktora jest niepowtarzalna
wsrod wszystkich osobistych numerow administracyjnych wydanych przez dostawce
danych identyfikujgcych osobe. W przypadku gdy panstwa cztonkowskie zdecydujq sie
na wlgczenie tego atrybutu, majq obowigzek opisa¢ w swoich systemach identyfikacji
elektronicznej, w ramach ktorych wydawane sq dane identyfikujgce osobe, polityke,
ktorq stosujq do wartosci tego atrybutu, w tym, w stosownych przypadkach, szczegolne
warunki przetwarzania tej wartosci’),

- w Polsce numerem jednoznacznie identyfikujagcym osobg fizyczng jest numer PESEL
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wlaczenie do krajowego zestawu danych identyfikujacych osob¢ numeru PESEL jest w peini

uzasadnione.

Dzigki wykorzystaniu numeru PESEL nie bedzie potrzeby dodatkowego *lacznego
przetwarzania z danymi obowigzkowymi w tych ustugach innych danych, takich jak np.:
nazwisko rodowe, adres zamieszkania, adres email, czy nr telefonu komdrkowego. Czgsto
podnoszony w odniesieniu do ustug online argument, ze nie kazda taka usluga online oraz nie
kazdy system teleinformatyczny wymaga identyfikacji osoby fizycznej przy uzyciu numeru
PESEL, a w wielu przypadkach cele przetwarzania moga by¢ realizowane z wykorzystaniem
innych identyfikatorow lub mechanizmoéw uwierzytelniania, nie jest w tym przypadku
wystarczajacy. Nalezy bowiem wskazaé, ze europejski portfel tozsamosci cyfrowej
bez mozliwosci przekazania przez uzytkownika numeru PESEL w procesie uwierzytelniania
stalby si¢ narzgdziem bezuzytecznym dla wigkszosci uzytkownikow. Wobec znaczacych
naktadéw finansowych, jakich wymaga zapewnienie obywatelom takiego portfela, opisana
wyzej sytuacja nie tylko bylaby razaca niegospodarno$cia, ale bytaby takze niezgodna
z 0gblnymi celami rozporzadzenia eIDAS (utatwienie bezpiecznej elektronicznej identyfikacji
1 uwierzytelniania). Niemozliwe byloby réwniez uzyskiwanie elektronicznych po$wiadczen
atrybutdéw w oparciu o Zrodla autentyczne, w ktorych cechg charakterystyczng, wlasciwose,

prawo lub zezwolenie osoby fizycznej powigzano z numerem PESEL.

Warto przy tym dodatkowo podkresli¢, ze poleganie w celu jednoznacznej identyfikacji osoby
fizycznej na zmiennych elementach, takich jak adres zamieszkania, adres email, czy nr telefonu
komoérkowego, moze spowodowac uniemozliwienie cigglego korzystanie przez taka osobg
z ustug online po zmianie tych danych, a w szczeg6lnosci uniemozliwienie dostepu do konta
w systemie teleinformatycznym, w ktorym takie uslugi sg udostepniane. W krétkim czasie
pojawilaby si¢ potrzeba przyporzadkowywania odpowiednio nowego adresu zamieszkania,
adresu email lub numeru telefonu komorkowego do poprzedniego, przyjetego identyfikatora
(wynikowo tworzenia historii zmian adresOw 1 numerow), jak réwniez przebudowy ustug
online w celu obstugi takich danych. Ponadto, kazda zmiana adresu zamieszkania, adresu email
lub numeru telefonu komorkowego wymagataby ponownego wydania zestawu danych
identyfikujacych osobe i co za tym idzie ponownego potwierdzenia tozsamosci, co bytoby nie
tylko ucigzliwe dla uzytkownikéw nieposiadajacych dowodu osobistego z warstwa

elektroniczng, ale rowniez kosztowne dla panstwa.

Bardzo dobrze ilustruja przyszie problemy, jakie niosloby ze sobg poleganie na wyzej

wspomnianych, zmiennych elementach, klopoty, jakie obecnie maja uzytkownicy profilu
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zaufanego, ktorzy zmienili numer telefonu komoérkowego, ale zapomnieli wpisa¢ nowy numer
do swojego profilu zaufanego, w czasie, w ktorym jeszcze dysponowali poprzednim numerem.
Innym dobrze ilustrujacym przyktadem konsekwencji polegania na zmiennych danych s3
problemy z dostgpem do ustug online, jakie maja osoby fizyczne po zmianie numeru PESEL.
W zwiagzku z tym, ze nie ma zadnego unikatowego elementu, na ktorym mozna by polegac
celem dopasowania nowej tozsamosci do danych i dokumentacji tej osoby zgromadzonych
wczesniej, w praktyce zmusza to do indywidualnego dziatania takiej osoby celem uzyskania
dostepu do kazdego takiego zbioru danych. Podsumowujac, rezygnacja z numeru PESEL, jako
unikalnego identyfikatora osoby fizycznej, 1 poleganie w tym zakresie na elementach
zmiennych, takich jak opisane powyzej, wigzatloby si¢ nie tylko z istotnymi problemami
uzytkownikéw w dostepie do ich danych zgromadzonych w rejestrach publicznych i systemach
teleinformatycznych podmiotow publicznych, ale prowadzitloby réwniez do koniecznosci
kosztownej przebudowy wigkszosci ustug publicznych, poprzedzonej zmianami przepisow

prawa regulujgcych funkcjonowanie tych ustug.

Ponadto, nalezy podkresli¢, ze w przypadku, gdy w ustudze online nie jest niezbedny numer
PESEL, mechanizmy portfela bedg pozwalaly na to, aby numer PESEL nie byt przekazywany.
Europejskie portfele tozsamosci cyfrowej maja umozliwia¢ selektywne udostepnianie danych,
czyli dziata¢ inaczej niz inne S$rodki identyfikacji elektronicznej wydawane w ramach
publicznego systemu identyfikacji elektronicznej (tj. profilu zaufanego, profilu osobistego
1 profilu mObywatel), dla ktérych zestaw danych identyfikujacych osobe fizyczng jest ustalony
1 staty.

Podobnie bedzie w przypadku nazwiska rodowego 1 pici jako elementow znajdujacych sie¢ w
krajowym zestawie danych identyfikujacych osobe. Przekazywanie tych danych przez
uzytkownika portfela stronie ufajacej bedzie mozliwe, tylko wtedy, gdy strona ta zarejestruje
si¢ w rejestrze stron ufajacych europejskiemu portfelowi tozsamosci cyfrowej 1 wskaze
odrebnie kazda usluge, w ktorej zamierza takie dane wykorzystywac¢. Uzytkownik portfela
bedzie za kazdym razem informowany komu 1 jakie dane przekazuje 1 bedzie mogt zablokowac
wystanie takich danych oraz w wygodny sposdb powiadomi¢ organ ochrony danych o kazdym
nieuzasadnionym zadaniu danych, co bedzie prowadzito do samoregulujacego si¢ systemu
(. dane nadmiarowe nie beda zadane przez strony ufajace z uwagi na mozliwos¢ interwencji

powiadomionego, przez uzytkownika portfela, organu ochrony danych).

W zwigzku z takimi cechami portfela i1 otaczajacych go systemoéw teleinformatycznych

1 rejestrow warto zaznaczy¢, ze zasada minimalizacji danych, o ktérej mowa w rozporzadzeniu
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Parlamentu Europejskiego 1 Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony
osob fizycznych w zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego
przeplywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdélnym rozporzadzeniem
o ochronie danych) (Dz. U. UE. L. z2016 1. Nr 119, str. 1 zp6zn. zm.) — zwanym dalej ,,RODO”
— w przypadku danych znajdujacych si¢ w zestawie danych identyfikujacych osobg, powinna

by¢ rozumiana inaczej niz w przypadku ustug online, w jakich wykorzystuje si¢ ten portfel.

Dodanie do zestawu danych identyfikujacych osobg elementu danych, jakim jest pleé, jest
uzasadniona, z uwagi na fakt dodania numeru PESEL, ktory juz zawiera oznaczenie pici. Skoro
1 tak oznaczenie ptci bedzie przetwarzane w ramach danych identyfikujacych osobe, zasadnym
jest, aby uzytkownicy europejskiego portfela tozsamosci cyfrowej, zapewnianego przez
ministra wlasciwego do spraw informatyzacji, mogli ten element udostepnia¢ odrebnie,
wykorzystujac opcje, jaka musi zapewnia¢ kazdy portfel, czyli mozliwo$¢ selektywnego
udostepniania danych. Dzigki temu uzytkownicy portfela beda mogli udostepni¢ informacje
o plci, nie udostepniajac jednoczesnie numeru PESEL, a nawet zadnych innych danych, jezeli

nie bedzie takiej potrzeby.

Dodanie do zestawu danych identyfikujacych osobe nazwiska rodowego jest wyj$ciem
naprzeciw mozliwosci tworzenia ustug, w ktorych ten element danych moze by¢
wykorzystywany do precyzyjnego ustalenia tozsamosci osoby, w przypadku, gdy strona ufajgca
nie przetwarza numeru PESEL (na przyktad w ustugach transgranicznych lub w ustugach
krajowych, w ktérych nazwisko rodowe jest potrzebne na podstawie przepisow odrebnych).
Majac na uwadze wskazang wyzej mozliwos$¢ selektywnego ujawniania danych, istnienie
w zestawie danych identyfikujacych osobe nazwiska rodowego 1 pici moze przyczyni¢ si¢ do
minimalizacji danych uzywanych w ustugach online, poniewaz pozwoli uzytkownikowi
portfela na przekazanie stronie ufajacej wylacznie takiej informacji, bez potrzeby wysylania

innych danych.

Wizerunek twarzy uzytkownika portfela, jako element krajowego zestawu danych
identyfikujacych osobe, jest niezbedny z uwagi na potrzebe zwigkszenia bezpieczenstwa
procesu identyfikacji podczas obecnosci fizycznej. Chodzi o to, aby uzytkownik europejskiego
portfela tozsamo$ci cyfrowej, zapewnianego przez ministra wlasciwego do spraw
informatyzacji, podobnie jak obecnie uzytkownik dokumentu mObywatel, mogt potwierdzi¢
swoja tozsamos¢, okazujac, oprocz zestawu danych okres$lajacych jego tozsamos¢, takze
fotografie. Zaktada si¢, ze potwierdzenie danych podczas obecnosci fizycznej wymaga

okazania rowniez fotografii tak, aby strona weryfikujagca tozsamo$¢ miala pewnos¢, ze
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dokumentem tym postuguje si¢ ta osoba fizyczna, ktorej dane zawiera okazywany dokument.
Dzigki temu wyeliminowane zostanie niebezpieczenstwo postugiwania si¢ europejskim
portfelem tozsamos$ci cyfrowej, zapewnianym przez ministra wilasciwego do spraw
informatyzacji, podczas obecnos$ci fizycznej, przez osoby trzecie dziatajace bez zgody lub

wiedzy uzytkownika tego portfela.

Projekt ustawy okresla tez zestaw danych identyfikujacych osobe prawng. Wymog zapewnienia
europejskiego portfela tozsamosci cyfrowej dla osoby prawnej i co za tym idzie takze
okreslenia zestawu danych identyfikujacych taka osobe wynika z art. 5a ust. 1 rozporzadzenia
eIDAS. W projekcie zaproponowano minimalny zestaw danych, jaki jest wymagany przez
rozporzadzenie 2024/2977. Takie minimum danych wynika z tego, ze obecnie nie s3 wydawane
w Polsce $rodki identyfikacji elektronicznej osoby prawnej i co z tym idzie nie ma ustug online
przygotowanych do wykorzystania takich srodkéw. Majac ponadto na uwadze procedowany
obecnie projekt rozporzadzenia Parlamentu Europejskiego i Rady w sprawie ustanowienia
Europejskich Portfeli Biznesowych?, w ramach ktérego planuje sie zmiane art. Sa
rozporzadzenia eIDAS w celu zagwarantowania, aby obowigzkowe wydawanie europejskich
portfeli tozsamosci cyfrowej dotyczylo wylacznie osob fizycznych, jak rowniez, ze Europejskie
Portfele Biznesowe co do zasady maja zapewnia¢ ustalenie tozsamosci ich witascicieli, ktorzy
mogg by¢ osobami prawnymi (w tym podmiotami publicznymi), rekomendowane przyjecie
minimum zakresu danych identyfikujacych osobg¢ prawna, jakie moglyby by¢ pozyskiwane
przez uzytkownikéw zapewnianego przez ministra europejskiego portfela tozsamosci cyfrowe;j

jest uzasadnione.

W projekcie wskazano rowniez zestaw metadanych odnoszacych si¢ do wydawanego zestawu
danych identyfikujacych osobe, o ktorym mowa w tabeli 5 zalacznika do rozporzadzenia
2024/2977. Ograniczono si¢ przy tym do trzech elementéw obowiazkowych, wynikajacych
z przepiséw europejskich oraz jednego elementu opcjonalnego. Elementami obowigzkowymi

bedg zatem:

1) data i godzina wygasnigcia waznosci danych identyfikujacych osobe,

2) nazwa organu, ktory wydat dane identyfikujace osobe (w przypadku zapewnianego
przez ministra wlasciwego do spraw informatyzacji europejskiego portfela tozsamosci
cyfrowej bedzie nim ten minister),

3) dwuznakowy kod ISO 3166-1 dla Rzeczypospolitej Polskie;.

29 COM(2025) 838 final zob. https://eur-lex.europa.cu/legal-content/PL/TXT/HTML/?uri=CELEX:52025PC0838
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4) numer danych identyfikujacych osobe nadany przez dostawce danych identyfikujacych
osobg.

W praktyce numer danych identyfikujacych osobe bedzie mégt mie¢ podobne znaczenie jak
numer dokumentu mObywatel wydawany automatycznie po ustaleniu tozsamosci uzytkownika
aplikacji mObywatel. Dane identyfikujace osobe wydane do europejskiego portfela tozsamosci
cyfrowej, zapewnianego przez ministra wlasciwego do spraw informatyzacji, beda bowiem
zapewnialy, zgodnie z art. 5a ust. 4 lit. a rozporzadzenia eIDAS, mozliwo$¢ potwierdzenia
tozsamosci uzytkownika, w catej Unii Europejskiej, w celu uzyskania dostepu do ustug
publicznych 1 prywatnych, przy jednoczesnym zapewnieniu mozliwosci selektywnego

ujawniania danych.

W projektowanych przepisach wskazano ponadto dwa okresy przechowywania danych
osobowych uzytkownikow europejskiego portfela tozsamosci cyfrowej zapewnianego przez
ministra wlasciwego do spraw informatyzacji. Dane zwigzane z rejestracja uzytkownika
portfela i wydaniem mu danych identyfikujacych osobe, i uniewaznieniem europejskiego
portfela tozsamosci cyfrowej, beda przechowywane przez 20 lat od dnia jego uniewaznienia.
Wspomniany wyzej okres przechowywania tych danych bedzie taki sam, jak w przypadku
danych, przechowywanych przez kwalifikowanych dostawcow ustug zaufania, zwigzanych ze
swiadczeniem ustug zaufania, dokumentow 1 danych zwigzanych z wydawaniem
przedtuzaniem i uniewaznianiem profilu zaufanego, jak rowniez danych, ktore sg przetwarzane
w systemie identyfikacji elektronicznej, w ktorym jest wydawany profil mObywatel. Celem
przetwarzania tych danych jest w kazdym takim przypadku zapewnienie bezpieczenstwa obrotu
prawnego, na wypadek gdyby zaszta potrzeba udowodnienia, ze w okre§lonym czasie
funkcjonowat konkretny Srodek identyfikacji elektronicznej, ktéry byl wydany okreslonej
osobie lub funkcjonowata ustuga zaufania, ktora §wiadczona bytg na rzecz okreslonej osoby, i
byly one wazne. W przeciwnym przypadku potwierdzenie lub zaprzeczenie autentycznosci
dokumentacji elektronicznej, sporzadzanej z wykorzystaniem narzedzi, ktorych istnienia w
okreslonym czasie nie mozna by juz potwierdzi¢, bytoby powaznie utrudnione lub niemozliwe.
Nie przewiduje si¢ przegladu tych danych w celu wyselekcjonowania tych danych, ktére
moglyby by¢ przechowywane krocej. Celem przechowania tych danych jest zapewnienie
mozliwo$ci udowodnienia (takze w sadzie), ze okreslony portfel istnial, byt aktywny i byt
wydany okreslonej osobie z zachowaniem okreslonych wymogéw zgodnych z przepisami, stad
tez niezbe¢dne jest zachowanie cato$ci dokumentacji. Przyktadowo, w przypadku zaprzeczenia

przez uzytkownika jakoby w ogole posiadal on w okreSlonym czasie portfel, brak
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przechowywania jakiejkolwiek czesci danych lub metadanych dotyczacych rejestracii
uzytkownika mogtby prowadzi¢ do powaznych konsekwencji w obrocie prawnym. Podobnie,
w przypadku kradziezy tozsamosci, brak posiadania takich kompletnych danych mégt utrudni¢
lub nawet uniemozliwi¢ ujecie przestepcow, a takze uniemozliwi¢ udowodnienie, ze kradziez
w ogole miala miejsce. W konsekwencji powyzszego przestgpca moglby uniknaé
odpowiedzialno$ci za dokonane, niezgodne z prawym, czyny (takie jak na przyktad zacigganie

kredytow lub innych zobowigzan wobec 0sob trzecich).

Ponadto, co do zasady nie powinno si¢ dokonywac¢ zmian w zgromadzonej dokumentacji przed
uplywem czasu jej przechowywania, gdyz mogtaby utraci¢ wartos¢ dowodowa, o jakag w tym
przypadku chodzi. Jednocze$nie, w przypadku tego rodzaju dokumentacji catkowicie

niezasadna jest pseudonimizacja danych, o ktérej mowa w art. 89 ust. 1 RODO.

Pozostate dane, niezbedne do §wiadczenia ustugi europejskiego portfela tozsamosci cyfrowej,
umozliwiajace  uzytkownikom takiego portfela odtworzenie rejestru transakcji
przeprowadzonych z wykorzystaniem ich europejskiego portfela tozsamosci cyfrowej,
o ktéorym mowa w art. S5a ust. 4 lit. d rozporzadzenia eIDAS, oraz odtworzenie konfiguracji
portfela na nowym urzadzeniu, beda przechowywane tylko przez 2 lata. Znaczy to, ze w
przypadku uszkodzenia, zagubienia lub kradziezy urzadzenia mobilnego uzytkownika
europejskiego portfela tozsamosci cyfrowej, na ktorym zainstalowal on ten portfel
1 zarejestrowat sie jako uzytkownik tego portfela, bedzie on mogt odtworzy¢ wspomniany
wyzej rejestr transakcji oraz posiadane elektroniczne po§wiadczenia atrybutdéw, jednakze tylko
dwa lata wstecz, a pozostale dane zostang bezpowrotnie utracone. Do danych umozliwiajacych
odtworzenie rejestru transakcji bedzie miat dostep tylko zarejestrowany uzytkownik portfela.
Taka ustuga bedzie miala dla uzytkownika portfela istotne znaczenie w przypadku kradziezy
portfela i uzywania go bez jego zgody. Po odzyskaniu portfela uzytkownik bedzie mogt sie
dowiedzie¢, gdzie jego portfel byt uzywany, podczas gdy pozostawat poza jego kontrola, oraz
podja¢ dziatania zmniejszajace dotychczasowe i1 przyszte skutki kradziezy. W przypadku braku
takiej] mozliwosci, osoba okradziona nie miataby szans pozna¢ rozmiaru szkdd, jakie wobec

niej poczynili przestepcy, oraz zakresu danych osobowych jakie zostaty naruszone.

W ramach projektowanych przepiséw okre§lono sposéb potwierdzania tozsamos$ci przed
rejestracjg uzytkownika europejskiego portfela tozsamosci cyfrowej, zapewnianego przez
ministra wilasciwego do spraw informatyzacji. Przewidziano trzy podstawowe sposoby

potwierdzania tozsamosci.
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Pierwszym sposobem jest wykorzystanie profilu osobistego, ktory zostal notyfikowany
w Komisji Europejskiej jako $rodek identyfikacji elektronicznej spetniajacy wymagania dla
wysokiego poziomu bezpieczenstwa®, dzigki czemu moze byé bezposrednio wykorzystany,
bez dodatkowych procedur. Zgodnie bowiem z wytycznymi wskazanymi w zalaczniku do
rozporzadzenia 2015/1502, w czesci 2.1.2. zatytulowanej ,,Sprawdzenie i1 weryfikacja
tozsamosci (osoba fizyczna)”, dla weryfikacji wysokiego poziomu bezpieczenstwa wskazano
w lit. ¢, ze ,,jezeli Srodki identyfikacji elektronicznej sq wydawane na podstawie waznych
zgloszonych srodkow identyfikacji elektronicznej charakteryzujgcych sie wysokim poziomem
bezpieczenstwa i biorgc pod uwage ryzyko zmiany danych identyfikujqcych osobe, nie jest

1

konieczne powtarzanie sprawdzania tozsamosci oraz procedur weryfikacji...”.

Drugim sposobem jest laczone potwierdzenie tozsamosci za pomocg profilu zaufanego, jako
srodka identyfikacji elektronicznej notyfikowanego na §rednim poziomie bezpieczenstwa, oraz
dodatkowej weryfikacji tozsamosci, ktora bedzie realizowana w sposob zgodny z przepisami

wykonawczymi, wydanymi na podstawie art. 5 ust. 24 rozporzadzenia eIDAS .

Trzeci sposob przewiduje potwierdzenie tozsamosci w odpowiednio wyposazonym punkcie
potwierdzajacym tozsamo$¢, podczas obecno$ci fizycznej, po okazaniu dokumentu
stwierdzajacego tozsamos¢ i obywatelstwo. Wymaganym bedzie okazanie w takim punkcie
dokumentu stwierdzajgcego tozsamo$¢ 1 obywatelstwo, ktéry zawiera dowody identyfikacji
fotograficznej lub biometrycznej osoby, ktorej tozsamos¢ jest weryfikowana. Wymog ten jest
nawigzaniem do przepisow rozporzadzenia 2015/1502, w ktérym dla potwierdzania tozsamosci
na wysokim poziomie bezpieczenstwa wymaganym jest, aby — oprocz spetnienia wymogow
takich jak przy srednim poziomie bezpieczenstwa oraz weryfikacji autentycznosci 1 waznosci
dokumentu okazanego dokumentu — dokonano takze pordéwnania jednej cechy fizycznej
wnioskodawcy, lub wigkszej liczby takich jego cech, z informacjami z wiarygodnego zrodia.
Wymog ten spowoduje, ze nie bedzie mozliwe w takim procesie wydanie europejskiego
portfela tozsamosci cyfrowej osobom, ktore nie okazg dokumentu zawierajacego warstwe
elektroniczna, w tym zawierajacego co najmniej wbudowany chip RFID®', w ktorym

przechowuje si¢ dane biometryczne (np. zdjecie, odciski palcéw).

30 Zob. publikacja w Dzienniku Urzedowym Unii Europejskiej C136 z dnia 19 kwietnia 2023 link https:/eur-
lex.europa.eu/legal-content/PL/TXT/PDF/?uri=0J:C:2023:136:FULL oraz https://ec.europa.cu/digital-building-
blocks/sites/spaces/EIDCOMMUNITY /pages/48762251/Overview+of+pre-
notified+and-+notified+elD+schemestunder+eIDAS

31 Zgodny z wymaganiami okre$lonymi przez International Civil Aviation Organization w Doc 9303 Machine Readable Travel
Documents,
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Zaktada sie, ze funkcj¢ punktu potwierdzajacego tozsamos¢ beda petni¢ wojewodowie, z uwagi
na do§wiadczenie urzedéw wojewodzkich w  weryfikacji tozsamosci cudzoziemcow.
Projektowane przepisy nie beda narzucaly organizacji pracy w tym zakresie, to jest na przyktad

taczenia zatatwiania spraw paszportowych z potwierdzaniem tozsamosci dla portfela.

Ponadto przewiduje si¢, ze za zgoda ministra wilasciwego do spraw informatyzacji,
potwierdzanie tozsamosci przed wydaniem danych identyfikujacych osobe rejestracja
uzytkownika europejskiego portfela tozsamosci cyfrowej bedzie mogt petni¢ bank krajowy lub
organ gminy bedacej siedzibg wtadz powiatu lub organ miasta na prawach powiatu. Istnienie
sieci wyspecjalizowanych punktow potwierdzajacych tozsamo$¢ na wysokim poziomie
bezpieczenstwa jest podyktowane potrzeba zapewniania mozliwosci uzyskania europejskiego
portfela tozsamos$ci cyfrowej rowniez rezydentom zamieszkujacym Polske, a nie tylko
obywatelom Polski, ktorzy maja prawo lub obowigzek uzyskania dowodu osobistego z warstwa
elektroniczng, 1 co za tym idzie mozliwos¢ samodzielnego potwierdzenia swojej tozsamosci za
pomoca profilu osobistego. Mimo, ze w ramach dodatkowych metod weryfikacji, o ktorych
mowa w art. 5 ust. 24 rozporzadzenia eIDAS??, planuje si¢ wykorzystanie zdalnej weryfikacji
tozsamos$ci — w szczegllnosci  polegajacej na porownaniu danych elektronicznych
znajdujacych si¢ w okazywanych zdalnie dokumentach tozsamosci z warstwg elektroniczna, z
wizerunkiem wnioskodawcy przekazywanym za pomoca audiowizualnego potaczenia
nawigzanego z podmiotem profesjonalnie weryfikujacym tozsamos$¢ — zaktada sig, ze powinna
by¢ takze mozliwo$¢ korzystania réwniez z punktow stacjonarnych. Moze by¢ to istotne
zwlaszcza w przypadkach, gdyby zdalny sposéb dodatkowej weryfikacji tozsamos$ci zostat
tymczasowo zawieszony w zwigzku z potrzeba wprowadzenia uaktualnien, ktore niezawodnie
wykryja nowe sposoby oszustw stosowanych przez przestepcow korzystajacych

z oprogramowania falszujacego wizerunek osoby zdalnie potwierdzajacej tozsamosc.

Projektowane przepisy okre$laja rowniez sposob potwierdzenia tozsamosci osoby prawnej
przed wydaniem jej danych identyfikujacych osobg i rejestracjg uzytkownika — osoby prawne;j
w europejskim portfelu tozsamosci cyfrowe] zapewnianym przez ministra wlasciwego do

spraw informatyzacji.

Zaklada sig, ze dane identyfikujace osobe prawna, i co z tym idzie portfel osoby prawnej, beda
wydawane wylacznie zarejestrowanym juz uzytkownikom europejskiego portfela tozsamosci

cyfrowej, zapewnianego przez ministra wtasciwego do spraw informatyzacji. Przewiduje si¢

32W momencie pisania tego uzasadnienia rozporzadzenie wykonawcze Komisji w tej sprawie nie bylo jeszcze wydane (trwaja
uzgodnienia)
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mozliwo$¢ samodzielnego uzyskania takiego portfela, przez osob¢ fizyczng uwierzytelniong
tacznie za pomoca swojego europejskiego portfela tozsamosci cyfrowej, zapewnianego przez
ministra wlasciwego do spraw informatyzacji, oraz kwalifikowanego elektronicznego
poswiadczenia atrybutow, ktore bedzie poswiadczalo pelnomocnictwo tej osoby do
postugiwania si¢ europejskim portfela tozsamosci cyfrowej reprezentowanej osoby prawnej.
Przewidziano rowniez mozliwos¢ uzyskania wydawanego, przez ministra wtasciwego do spraw
informatyzacji, europejskiego portfela tozsamos$ci cyfrowej osoby prawnej na wniosek osoby
prawnej ztozony do tego ministra za pomoca specjalnej ustugi online. Europejski portfel
tozsamosci cyfrowej osoby prawnej bedzie mogta rowniez uzyskac¢ osoba fizyczna prowadzaca
dziatalno$¢ gospodarcza, po uwierzytelnieniu za pomocg europejskiego portfela tozsamosci

cyfrowej wydanego jej jako osoby fizycznej.

Planowane rozwigzanie nie przewiduje odrebnej aplikacji dla uzyskiwania danych
identyfikujacych osobe prawng i nastepnie postugiwania si¢ tymi danymi w celu korzystania z
ustug online przeznaczonych dla os6b prawnych, co podyktowane jest nastgpujacymi

przestankami:

- przepisy rozporzadzenia eIDAS nie wymagaja, aby rozwigzania architektoniczne oraz
techniczno-organizacyjne dla europejskiego portfela tozsamosci cyfrowej, wydanego
osobie prawnej, byly inne niz dla europejskiego portfela tozsamosci cyfrowe;,
wydanego osobie fizycznej — sg one takie same,

- portfel osoby prawnej rozni si¢ tylko zestawem danych identyfikujacych osobg i co za
tym idzie sposobem ich uzyskania,

-z uwagi na istot¢ narzedzia, jakim jest §rodek identyfikacji elektronicznej osoby
prawnej, nalezy zabezpieczy¢ taki Srodek przed nieuprawnionym przejeciem przez
osoby nieupowaznione, jednoczesnie mozliwos¢ uzywania tego Srodka przez osobeg
upowazniong, wykorzystujaca w tym celu te samg instancje portfela®, ktéra poshuzyta
mu do potwierdzenia swojej tozsamos$ci celem uzyskania danych identyfikujacych
osobe¢ prawng, ktorg reprezentuje, jest rozwigzaniem, ktoére zapewni spelnienie

powyzszego wymagania.

W tym miejscu nalezy ponownie podkresli¢, ze wspomniany powyzej projekt rozporzadzenia
Parlamentu Europejskiego 1 Rady w sprawie ustanowienia Europejskich Portfeli

Biznesowych®* w przypadku uchwalenia takich przepisow moze w ogdle podwazyé

33 W rozumieniu art. 2 pkt 6 rozporzadzenia wykonawczego Komisji (UE) 2024/2977
34 COM(2025) 838 final zob. https://eur-lex.europa.eu/legal-content/PL/TXT/HTML/?uri=CELEX:52025PC0838
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konieczno$¢, a za co za tym idzie i sens wydawania europejskiego portfela tozsamosci cyfrowe;j
dla osoby prawnej — dlatego tez planowanie odrebnych rozwigzan technicznych jest

przedwczesne.

W ramach projektowanych zmian w ustawie z dnia 26 maja 2023 r. o aplikacji mObywatel
ustala si¢ rowniez zasady zapewnienia uzytkownikom europejskiego portfela tozsamosci
cyfrowej funkcjonalnosci, o ktérej mowa art. 5a ust. 5 lit. g rozporzadzenia eIDAS. Zgodnie
z tym przepisem europejskie portfele tozsamosci cyfrowej musza oferowaé wszystkim osobom
fizycznym mozliwo$¢ sktadania kwalifikowanych podpisow elektronicznych, domys$lnie
i nieodptatnie. Mimo, zZe panstwa czlonkowskie moga przewidzie¢ proporcjonalne $rodki
w celu zapewnienia, aby nieodptatne uzywanie kwalifikowanych podpisow elektronicznych
przez osoby fizyczne bylo ograniczone do celéw innych niz profesjonalne, to i tak obowigzek

ten (cho¢ w pomniejszonym zakresie) pozostaje.

Poniewaz w Polsce kwalifikowane podpisy elektroniczne sg obecnie dostepne wylacznie
odptatnie, zapewnienie nicodplatnych podpisow kwalifikowanych wszystkim uzytkownikom
portfela w dowolnym celu wigzatoby si¢ z koniecznos$cig dodatkowego sfinansowania takich
ustug przez panstwo. W Polsce panstwo wydaje obecnie nieodplatny podpis osobisty (dostepny
dla wszystkich obywateli RP) oraz §wiadczy powszechnie dostgpny (takze dla rezydentow)
nieoplatny podpis zaufany. Podpisy te, wobec podmiotoéw publicznych, sg rownowazne w
skutkach prawnych z podpisem wlasnorgcznym, ale nie s3 to kwalifikowane podpisy
elektroniczne. Ewentualne zmiany w zakresie podpisu zaufanego, ktore miatby sprawié, aby
spetnial on wymogi dla kwalifikowanego podpisu elektronicznego, nie majg sensu, ze wzgledu
na konstrukcje tego podpisu elektronicznego (technicznie jest on bowiem pieczecia
elektroniczng ministra wtasciwego do spraw informatyzacji). Ewentualne, niezb¢dne zmiany
dostosowujace podpis osobisty do wymogdéw podpisu kwalifikowanego bylyby mniejsze,
poniewaz konstrukcyjnie jest on taki sam, jak kwalifikowane podpisy elektroniczne. Mimo to,
nie doprowadzitoby to do efektu wymaganego na gruncie przepisow rozporzadzenia e[DAS.
Artykut 5a ust. 1 tego rozporzadzenia wymaga bowiem zapewnienia europejskiego portfela
tozsamosci cyfrowej wszystkim osobom fizycznym i prawnym w UE, a nie tylko osobom
majacym obywatelstwo polskie. Majac wiec na uwadze, ze dowod osobisty, a wigc 1 podpis
osobisty, wydaje si¢ wylacznie obywatelowi RP, dostosowanie podpisu osobistego do

wymogow kwalifikowanego podpisu elektronicznego rowniez nie jest zasadne.

Z powyzszych powodow, aby domys$lnie i1 nieodptatnie zapewni¢ wszystkim osobom

fizycznym mozliwo$¢ sktadania kwalifikowanych podpiséw elektronicznych, nalezaloby
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wydawac taki podpis w ramach specjalnej ustugi publicznej albo zleci¢ zapewnienie takiego
podpisu, za stosowng rekompensata, kwalifikowanym dostawcom uslug zaufania, ktorzy juz

obecnie $wiadcza takie ustugi,.

Nalezy ponadto zaznaczy¢, ze skladanie kwalifikowanego podpisu elektronicznego wymaga
uzycia kwalifikowanego urzadzenia do sktadania podpisu, a takim urzadzeniem nie moze by¢
smartfon uzytkownika, z uwagi na to, ze smartfony nie s3a obecnie urzadzeniami
certyfikowanymi w tym kierunku. Majac na uwadze, ze cz¢$¢ krajowych kwalifikowanych
dostawcow uslug zaufania juz obecnie wydaje kwalifikowane podpisy elektroniczne, ktore
wykorzystuja kwalifikowane urzadzenia do sktadania podpisu na odleglos$¢, nalezace do tych
dostawcow ustug zaufania (w takim przypadku urzadzenie do sktadania podpisu zapewnia
kwalifikowany dostawca), zaklada si¢, ze uzytkownicy portfela uzyskaja mozliwosé
nieoptatnego skladania kwalifikowanego podpisu elektronicznego za pomocg urzadzen do
sktadania podpisu na odlegtos¢ zapewnianych juz obecnie przez krajowych kwalifikowanych

dostawcow ustug zaufania.

Projektowane przepisy zawierajg takze okreslenie sposobu, w jaki kwalifikowani dostawcy
ustug zaufania zostang upowaznieni do zapewniania uzytkownikom portfela nieodplatnego
kwalifikowanego podpisu elektronicznego. Bedzie to mozliwe na wniosek kwalifikowanego
dostawcy ustug zaufania, wpisanego do rejestru dostawcow ustug zaufania. Zaktada sie¢, ze
wniosek bedzie mogt ztozy¢ tylko kwalifikowany dostawca wpisany do wyzej wspomnianego
rejestru, z uwagi na to, ze tacy kwalifikowani dostawcy pozostaja pod nadzorem ministra
wlasciwego do spraw informatyzacji, ktory jest jednocze$nie zobowigzany do zapewnienia
europejskiego portfela tozsamosci cyfrowej, a zatem jest odpowiedzialny za jego poprawne

funkcjonowanie.

Z uwagi na to, ze kwalifikowany podpis elektroniczny dla uzytkownika portfela ma by¢
zapewniony  nieodplatnie, projektowane przepisy zawieraja okreS$lenie  zasady
rekompensowania kwalifikowanym dostawcom ustug zaufania kosztow, jakie bedg ponosili w
zwiazku ze §wiadczeniem takiej nieodptatnej ustugi. Majac na uwadze potencjalne koszty, jakie
trzeba bytoby rekompensowa¢ kwalifikowanym dostawcom ushug zaufania za $wiadczenie
nieodptatnych ushug, gdyby mozliwe bytoby sktadanie podpiséw w kazdym celu, ograniczono
mozliwo$¢ sktadania takich podpisow do celow nieprofesjonalnych. Zaktada si¢ bowiem, ze
wspdlne ponoszenie kosztow przez wszystkich podatnikow na kwalifikowane podpisy
elektroniczne uzywane nie tylko w celach nieprofesjonalnych, ale r6wniez w celu prowadzenia

dziatalnos$ci biznesowej przez przedsigbiorcow, bytoby nieetyczne, z uwagi na to, ze ilo$¢

34



podpiséw, jakie potrzebuje ztozy¢ osoba fizyczna w celach nieprofesjonalnych, jest znikoma
wobec ilosci podpisow, jakie potrzebuje zlozy¢ firma lub osoba fizyczna prowadzaca
dziatalno$¢ gospodarcza w celach profesjonalnych. Ponadto, warto doda¢, ze przedsigbiorcy i
podmioty publiczne w wigkszosci ustug publicznych mogg juz wykorzysta¢ darmowy podpis
zaufany. Przewidziane, na gruncie projektowanej ustawy, $wiadczenie wyrownawcze dla
kwalifikowanych dostawcow ustug zaufania zostanie w taki sposéb skalkulowane, aby
zrekompensowaé ponoszone koszty $§wiadczenia ushug (tj. zrekompensowaé strate, a nie
zapewni¢ dochod). Zaktada si¢, ze kwalifikowani dostawcy, ktorzy zawnioskujg o mozliwos¢
Swiadczenia takiego nieoplatnego kwalifikowanego podpisu elektronicznego, osiagng korzysci
dzigki wigkszej rozpoznawalno$ci swoich ustug i co za tym idzie zwigkszeniu sprzedazy

Swiadczonych ustug ptatnych.

W  brzmieniu projektowanych przepisow zdefiniowano cel skladania nieodptatnego
kwalifikowanego podpisu elektronicznego ,,inny niz profesjonalny”, majac na uwadze, ze
termin ten nie zostal precyzyjnie okreslony w przepisach rozporzadzenia eIDAS. Ponadto,
zaproponowano uregulowanie wymagania oznaczania dokumentéw elektronicznych
opatrzonych takim podpisem w taki sposob, aby mozliwe bylo stwierdzenie, czy podpis ten
zostal uzyty w celach ,,innych niz profesjonalne”. Zamierzeniem powyzszego jest zapewnienie
mozliwosci odroznienia przez stron¢ ufajaca, w szczegolnosci klienta podmiotu publicznego
lub przedsigbiorcy, czy podmiot ten uzyl nieodplatnego kwalifikowanego podpisu
elektronicznego zgodnie z jego ustawowym przeznaczeniem. W projekcie nie przewiduje si¢
zadnych sankcji za uzywanie takiego nieodplatnego podpisu do celow profesjonalnych.
Zaktada si¢ jednakze, ze uzywanie takiego podpisu niezgodnie z jego przeznaczeniem, ktore
bedzie dostrzegane przez strony ufajgce, dzieki wyraznemu oznaczeniu podpisanego
dokumentu, bedzie skutkowalo utrata zaufania do takiego podpisujacego, co w rezultacie

bedzie petito funkcje zapobiegajaca takiemu uzyciu tego podpisu.

Odrebny pakiet projektowanych przepisow bedzie zapewnial rozwigzania, jakie obecnie juz
z powodzeniem funkcjonujg w aplikacji mObywatel, umozliwiajac §wiadczenie podobnych
ustug takze w europejskim portfelu tozsamosci cyfrowej, zapewnianym przez ministra
wlasciwego do spraw informatyzacji. Jest to mozliwe z uwagi na przepis art. 5a ust. 7
rozporzadzenia eIDAS, ktéry wskazuje, ze bez uszczerbku dla art. 5f tego rozporzadzenia
panstwa czlonkowskie moga przewidzie¢, zgodnie z prawem krajowym, dodatkowe funkcje
europejskich portfeli tozsamosci cyfrowej, w tym interoperacyjnos¢ z istniejagcymi krajowymi

srodkami identyfikacji elektronicznej. Przewiduje si¢ bowiem, ze europejski portfel tozsamosci
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cyfrowej, wydawany przez ministra wlasciwego do spraw informatyzacji, oprocz funkcji
wymaganych na gruncie rozporzadzenia eIDAS, bedzie mogt zapewnia¢ uzytkownikom
réwniez ustugi nieprzewidziane w tym rozporzadzeniu. Docelowo bowiem nie bgdzie potrzeby
utrzymywania jednoczesnie dwoch aplikacji publicznych (tj. aplikacji mObywatel i aplikacji
europejskiego portfela tozsamosci cyfrowej) zapewniajacych podobne funkcje — nie tylko ze
wzgledu na koszty ich utrzymania, ale tez na uzytkownikéw, ktorzy beda mogli poczué sig

zdezorientowani, nie majgc pewnosci, co wybrac.

VI. Zmiany w z dnia 18 listopada 2020 r. ustawie o dore¢czeniach elektronicznych

Przedmiotowe zmiany spowodowane sa konieczno$cig wejScia w zycie, najpdzniej wraz
z przepisami dostosowujagcymi do europejskich ram tozsamosci cyfrowej, przepisow
umocowujacych powstanie Katalogu Podmiotéw Publicznych, ktory bedzie istotnym zrédtem
danych, bez ktorego nie bedzie mozliwa realizacja niektérych procesow przewidzianych
w projektowanej ustawie (na przyklad rejestracja podmiotdow w rejestrze stron ufajacych,
wydawanie profilu zaufanego podmiotu publicznego oraz wydawanie europejskiego portfela

tozsamosci cyfrowej osoby prawnej).

W zakresie tych zmian, do projektu ustawy wtaczono przepisy procedowane w ramach projektu
ustawy o zmianie ustawy o dorgczeniach elektronicznych oraz niektorych innych ustaw
(UD236). Odpowiednio, w zalezno$ci od postgpu prac nad projektem UD236, niezbgdne bedzie

biezace uwzglednianie tych prac.

VII. Pozostale wyjasnienia

Odnoszac si¢ do ewentualnych watpliwos$ci w zakresie potrzeby dokonania zmian w przepisach
sektorowych, ktore w sposob szczegolny dopuszczalyby stosowanie europejskiego portfela
tozsamosci cyfrowej, przyjeto zalozenie, ze nie ma potrzeby wprowadzania takich przepisow.
Nalezy bowiem wskaza¢, ze kazdy europejski portfel tozsamosci cyfrowej (w tym takze ten,
ktéry bedzie wydawany w Polsce), musi by¢ zgodnie z art. 5f rozporzadzenia eIDAS
akceptowany w kazdej ustudze online, $§wiadczonej przez podmiot sektora publicznego 1 w

czesci ustug niektorych podmiotéw prywatnych.

Podobne zatozenie przyjeto w projekcie wobec elektronicznych po$wiadczen atrybutow
wydawanych dla europejskiego portfela tozsamosci cyfrowej. Zaklada si¢ bowiem, ze
nie powinno si¢ w przepisach sektorowych stanowi¢ o mozliwosci wydawania okre§lonych

poswiadczen, o ich zakresach danych, o ich opisach semantycznych, oraz wymaganiach dla
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takich poswiadczen i1 mechanizmach zarzadzania stosowanych, w celu wydania takich
elektronicznych poswiadczen atrybutow. Format, ustalenie zakresu danych i sposéb wydawania
kwalifikowanych elektronicznych poswiadczen atrybutéw oraz elektronicznych poswiadczen
atrybutow wydawanych przez podmiot sektora publicznego odpowiedzialny za zrddto
autentyczne zostaly juz okreslone na gruncie przepisow rozporzadzenia eIDAS oraz

rozporzadzenia 2025/1569.

W tym miejscu nalezy podkresli¢, ze kwalifikowani dostawcy uslug zaufania, wydajacy
elektroniczne po$§wiadczenia atrybutéw, sg ograniczeni przez wyzej opisane przepisy, stad tez
moga wydawac tylko poswiadczenia, ktore sa zgodne ze schematami zgltoszonymi uprzednio
do katalogu prowadzonego przez Komisje¢ Europejska i muszg przy tym spetni¢ wymagania
okreslone w art. 45d rozporzadzanie eIDAS. Nie jest wymaganym wprowadzenie zadnych

specjalnych przepiséw sektorowych, co wynika wprost z art. 45d ust. 3 rozporzadzania e[DAS.

Takze w odniesieniu do elektronicznych poswiadczen atrybutdéw, ktore beda, przez ministra
wlasciwego do spraw informatyzacji, wydawane do — zapewnianego rowniez przez tego
ministra — europejskiego portfela tozsamosci cyfrowej, majacych tylko krajowe znaczenie,
zaktada si¢, ze projektowane przepisy wprowadzane w ustawie z dnia 5 wrzesnia 2016 r.
o ustugach zaufania oraz identyfikacji elektronicznej bgda wystarczajace dla umocowania
prawnego tych poswiadczen. Takie poswiadczenia bedg mogly by¢ wydawane wylacznie na
wniosek zawierajacy odniesienie do wilasciwych przepisow, norm lub wytycznych, opisy
semantyczne 1 rodzaje danych kazdego atrybutu, ktory ma by¢ czeScia wydawanego
elektronicznego poswiadczenia atrybutdéw, a takze opis modelu zaufania i mechanizméw
zarzadzania, stosowanych w celu wydawania wnioskowanego poswiadczenia atrybutow,
aw tym takze mechanizmoOw uniewaznienia oraz opis zrodel informacji, niezb¢dnych do
wydawania takiego elektronicznego poswiadczenia atrybutow. Wymaganym bedzie zatem
przekazanie podobnych informacji, jakie nalezy przekaza¢ do katalogu schematow

poswiadczania atrybutéw, zgodnie z art. 8 pkt 3 rozporzadzenia 2025/1569.

VIII. Przepisy przejsciowe i koncowe

W projektowanych przepisach przewidziano mozliwos$¢ uznawania, na poziomie krajowym,
europejskiego portfela tozsamosci cyfrowej, zapewnianego przez ministra wlasciwego do
spraw informatyzacji, zanim przejdzie on proces certyfikacji, jako $rodka identyfikacji
elektronicznej umozliwiajagcego uwierzytelniania uzytkownikéw w krajowych ustugach

publicznych przytaczonych do wezta krajowego identyfikacji elektronicznej, ktore wymagaja
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uwierzytelnienia uzytkownika na $rednim poziomie bezpieczenstwa. Przewiduje si¢, ze
projektowane przepisy wejda w zycie z dniem 24 grudnia 2026 r., z wyjatkami okreslonymi w

ustawie.

P&zniejsze wejsScie w zycie przepisow dotyczacych europejskiego portfela tozsamosci cyfrowe
dla osoby prawnej jest zwigzane w szczegdlnosci z sygnalizowanymi w niniejszym
uzasadnieniu zaawansowanymi pracami nad Europejskim Portfelem Biznesowym, ktoéry moze
skutecznie zastapi¢ europejski portfel tozsamosci cyfrowej osoby prawnej, a jednoczesnie
projektowane przepisy unijne moga w ogodle wylaczy¢ obowigzek, a nawet mozliwos¢,

wydawania europejskiego portfela tozsamosci cyfrowej osoby prawnej.

Pozniejsze wejscie w zycie przepisOw umozliwiajacych wydawanie profilu zaufanego dla
osoby prawnej bedacej pomiotem publicznym i osoby fizycznej reprezentujacej taki podmiot
jest po czgséci rowniez spowodowane pracami nad Europejskim Portfelem Biznesowym, ktore
moga doprowadzi¢ to obowigzku posiadania przez kazdy podmiot publiczny takiego portfela.
Dodatkowymi powodami przewidywanego przesunigcia w czasie tych prac jest brak ustug
publicznych, w ktorych takie $rodki identyfikacji elektronicznej moglyby by¢ obecnie
wykorzystywane oraz konieczno$¢ priorytetowego traktowania zadan obowigzkowych

whnikajacych z przepiséw europejskich.
Projekt ustawy nie jest sprzeczny z prawem Unii Europejskie;j.

Projekt ustawy nie wymaga uzyskania opinii, dokonania powiadomienia, konsultacji albo
uzgodnienia z wlasciwymi organami 1 instytucjami Unii Europejskiej, w tym z Europejskim
Bankiem Centralnym, o czym mowa w § 39 uchwaty nr 190 Rady Ministrow z dnia
29 pazdziernika 2013 r. — Regulamin pracy Rady Ministrow (M.P. z 2024 r. poz. 806 oraz 2025
1. poz. 408).

Stosownie do postanowien art. 5 ustawy z dnia 7 lipca 2005 r. o dziatalnosci lobbingowe;j
w procesie stanowienia prawa (Dz. U. z 2025 r. poz. 677), projekt zostanie udost¢pniony
w Biuletynie Informacji Publicznej na stronie podmiotowej Ministra Cyfryzacji. Ponadto
zgodnie z § 52 ust. 1 uchwaty Nr 190 Rady Ministrow z dnia 29 pazdziernika 2013 r. —
Regulamin pracy Rady Ministrow, projekt zostanie udostgpniony w Biuletynie Informacji
Publicznej na stronie podmiotowej Rzadowego Centrum Legislacji w zaktadce Rzadowy

Proces Legislacyjny.
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