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1. Jaki problem jest rozwigzywany?

Projektowana ustawa ma na celu dostosowanie krajowego porzadku prawnego do zmian, jakie wprowadzito
rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2024/1183 z dnia 11 kwietnia 2024 r. w sprawie zmiany
rozporzadzenia (UE) nr 910/2014 w odniesieniu do ustanowienia europejskich ram tozsamosci cyfrowej (Dz. Urz.
UE L 2024/1183 z30.04.2024), zwane dalej ,,rozporzadzeniem 2024/1183”. Powyzszy akt prawny dokonat
istotnych zmian w rozporzadzeniu Parlamentu Europejskiego i Rady (UE) nr 910/2014 z dnia 23 lipca 2014 r. w
sprawie identyfikacji elektronicznej i ushug zaufania w odniesieniu do transakcji elektronicznych na rynku
wewnetrznym oraz uchylajagcym dyrektywe 1999/93/WE (Dz. Urz. UE L 257 z 28.08.2014, str. 73, Dz. Urz. UE L
333 227.12.2022, str. 80 oraz Dz. Urz. UE L 2024/1183 z 30.04.2024), zwanym dalej ,,rozporzadzeniem 910/2014”.

Najwazniejszg zmiang w rozporzadzeniu eIDAS jest zobowigzanie panstw czlonkowskich do zapewnienia
europejskiego portfela tozsamosci cyfrowej, zwanego dalej ,,portfelem”, wszystkim osobom fizycznym i prawnym
w Unii Europejskiej. Portfel ma umozliwi¢ tym osobom:

— bezpieczny, zaufany i niezaklocony dostep transgraniczny do ustug publicznych i prywatnych,

— pelng kontrole nad swoimi danymi'.

Rozporzadzenie 910/2014 ustanawia najwazniejsze wymogi dla portfela oraz dla dodatkowych przedsiewzigé, bez
ktoérych portfel nie bedzie mdgl poprawnie funkcjonowac lub by¢ w pelni wykorzystywany. Rozporzadzenie 910/2014
odsyta ponadto w wielu kwestiach do obligatoryjnych lub fakultatywnych aktow wykonawczych, wydawanych przez
Komisje Europejska, wskazujacych wlasciwe normy referencyjne odnoszace si¢ do tych wymogéw oraz, w razie
potrzeby, ustanawiajacych dodatkowe specyfikacje i procedury.

Do najwazniejszych przedsiewzie¢ do zrealizowania przez panstwa cztonkowskiej, oprocz zapewnienia samego
portfela, nalezy zaliczy¢:
— udostepnienie rejestru stron ufajacych portfelowi, w ktorym proces rejestracji musi by¢ efektywny kosztowo
i jednoczes$nie proporcjonalny wzgledem zagrozen?,
—  wymog wskazania podmiotow wydajacych stronom ufajacym portfelowi certyfikaty potwierdzajace ich
tozsamo$¢ wzgledem portfela i zakres danych jakich moga zada¢ od portfela®,
— udostgpnienie publicznych Zrodet autentycznych kwalifikowanym dostawcom ustug zaufania, tak aby mogli
oni na zadanie uzytkownika portfela potwierdzi¢ atrybuty odnoszace si¢ do tego uzytkownika?,
—  wymog zgloszenia okreslonych rodzajow atrybutow polegajacych na publicznych zrodtach autentycznych do
katalogu Komisji Europejskiej, ze wskazaniem adresu, pod ktorym mozna zweryfikowac te atrybuty®,
— zapewnienie dopasowywania tozsamosci w ustugach krajowych osobom korzystajacym ze s$rodkéw
identyfikacji elektronicznej wydanych za granica (w tym osobom majacym nadany nr PESEL i osobom
ktorym nr PESEL nie nadano)®,

! Zob. art. 5a ust. 1 rozporzadzenia 910/2014.

2 Zob. art. 5b ust. 1 i 2 rozporzadzenia 910/2014.

3 Zob. przepisy wykonawcze wydane na podstawie art. 5b ust. 11 europejskiego portfela tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia
910/2014.

4 Zob. art. 45¢ rozporzadzenia 910/2014.

° Zob. przepisy wykonawcze wydane na podstawie art. 45¢ ust.2 rozporzadzenia 910/2014.

6 Zob. art. 11a rozporzadzenia 910/2014.



— zapewnienie uzytkownikom portfela mozliwosci nicoplatnego sktadania kwalifikowanego podpisu
elektronicznego’,

— przygotowanie krajowego programu certyfikacji portfela i certyfikacja portfela zgodnie z tym programem?,

— liczne nowe obowiazki informacyjne.

Wskaza¢ nalezy, ze konieczno$¢ interwencji legislacyjnej na gruncie krajowym wynika w szczego6lnosSci
z nastepujacych przepiséw rozporzadzenia 2024/1183:
1. art. 1 pkt 5 w zakresie nastgpujacych przepisow:
a) art. Saust 1 1 2 - obowigzek zapewnienia co najmniej jednego europejskiego portfela tozsamosci cyfrowe;j
1 mozliwe sposoby zapewnienia,
b) art. 5a ust. 3 - mozliwo§¢ nieujawniania kodu zrodtowego poszczegdlnych komponentéw innych niz
zainstalowane na urzadzeniach uzytkownika,
c) art. Sa ust. 5 lit. g - mozliwo$¢ przewidzenia proporcjonalnych srodkow w celu zapewnienia, aby nieodptatne
uzywanie kwalifikowanych podpiséw elektronicznych przez osoby fizyczne byto ograniczone do celéw innych
niz profesjonalne,
d) art. 5a ust. 7 - dodatkowe funkcje europejskich portfeli tozsamosci cyfrowej, w tym interoperacyjnosé
z istniejacymi krajowymi srodkami identyfikacji elektroniczne;,
e) art. 5a ust. 8 - nieodptatne mechanizmy walidacji portfeli i tozsamosci stron ufajacych portfelom,
f) art. 5a ust. 18 - obowigzki informacyjne wobec Komisji Europejskie;j,
g) przepisow wykonawczych wydanych na podstawie art. 5a ust. 23 — w tym krajowe zakresy danych
identyfikujacych osobe,
h) art. 5b - zapewnienie rejestru stron ufajacych ktore, zamierzajg polegac na europejskich portfelach tozsamosci
cyfrowej 1 przepisow wykonawczych wydanych na podstawie art. 5b ust. 11, w tym:
- wskazanie podmiotu zapewniajacego rejestr,
- sposobow rejestracii,
- ustanowienia podmiotow wydajacych certyfikaty strony ufajacej portfelowi,
1) art. 5¢ - ustanowienie rozwigzan krajowych dotyczacych certyfikacji europejskiego portfela tozsamosci
cyfrowej i inne obowigzki z tym zwigzane,
j) art. 5d - obowiazki informacyjne wobec Komisji Europejskiej oraz grupy wspoipracy ustanowionej na
podstawie art. 46¢ ust. 1 rozporzadzenia 910/2014.
2. art. 1 pkt 11 w zakresie:
a) zapewnienia jednoznacznego dopasowywania tozsamo$ci o0so6b fizycznych w transgranicznym
uwierzytelnianiu z uzyciem notyfikowanych $rodkow identyfikacji elektronicznej lub europejskich portfeli
tozsamosci cyfrowej,
b) przepisow wykonawczych wydanych na podstawie art. 11a ust. 3.
3. art. 1 pkt 12 w zakresie uchylenia ust. 7 w art. 12 rozporzadzenia 910/2014.
4. art. 1 pkt 13 w zakresie wyznaczenia jednostki oceniajacej zgodno$¢ systemoéw identyfikacji elektronicznej z
wymogami dotyczacymi cyberbezpieczenstwa.
5. art. 1 pkt 45 w zakresie:
a) art. 45b ust. 2, art. 45f w kontekscie art. 3 pkt 46 (wskazanie podmiotu publicznego ktéry moze wydawac
poswiadczenia atrybutow w imieniu podmiotéw sektora publicznego odpowiedzialnych za zrodto autentyczne — i
przepisy ustalajace procedury krajowe w tym zakresie),
b) art. 45¢ ust. 1 - zapewnienie $rodkow umozliwiajacych kwalifikowanym dostawcom ushug zaufania, ktorzy
dostarczajag kwalifikowane elektroniczne poswiadczenia atrybutéw, weryfikacje tych atrybutéw droga
elektroniczng, na zadanie uzytkownika,
¢) przepisow wykonawczych wydanych na podstawie art. art. 45d ust. 5, art. 45¢ ust. 2 oraz art. 45fust. 617 —w
tym okreslenie zasad przekazywania informacji do prowadzonych przez Komisje Europejska katalogdéw (katalogu
atrybutow 1 katalogu schematow atrybutow).
6. art. 1 pkt 47 w zakresie art. 46a - wyznaczanie organu nadzoru dla ram tozsamosci cyfrowe;.

Przepisy planowane do wdrozenia na gruncie przedmiotowego projektu ustawy stanowi¢ bedag takze realizacje
postulatu zgloszonego w ramach inicjatywy deregulacyjnej MC-12-135, dotyczacego aplikacji mObywatel.

2. Rekomendowane rozwiazanie, w tym planowane narzedzia interwencji, i oczekiwany efekt

Zmiany przewidziane w rozporzadzeniu 2024/1183 wymagajg interwencji legislacyjnej na poziomie krajowym,
polegajacej na wprowadzeniu przepisow, ktore umozliwia stosowanie w Polsce rozwigzan uregulowanych na gruncie
rozporzadzenia 910/2014.

7 Zob, art. 5a ust. 5 lit. g rozporzadzenia 910/2014.
8 Zob. art. 5c rozporzadzenia 910/2014.



Przepisy planowane do wdrozenia na gruncie przedmiotowego projektu ustawy stanowi¢ beda takze realizacje
postulatu zgloszonego w ramach inicjatywy deregulacyjnej MC-12-135, dotyczacego aplikacji mObywatel.

Projekt ustawy przewiduje wprowadzenie zmian przede wszystkim w:

- ustawie z dnia 5 wrze$nia 2016 r. o ustugach zaufania oraz identyfikacji elektronicznej (Dz. U. z 2024 1. poz.
1725),

- ustawie z dnia 17 lutego 2005 r. o informatyzacji dziatalnosci podmiotéw realizujgcych zadania publiczne
(Dz. U. 22025 r. poz. 1703),

- ustawie z dnia 18 listopada 2020 r. o doreczeniach elektronicznych (Dz. U. z 2026 r. poz. 3),

- ustawie z dnia 26 maja 2023 r o aplikacji mObywatel (Dz. U. z 2024 r. poz. 12751 1717 oraz z 2025 r. poz.
1019).

I. Zmiany w zakresie przepisow ustawy z dnia 5 wrzesnia 2016 r. o uslugach zaufania oraz identyfikacji
elektronicznej:

1. Rozszerzenie zakresu przedmiotowego ustawy w zwiazku z koniecznoScia wprowadzenia rozwigzan
zapewniajacych stosowanie znowelizowanego rozporzadzenia 910/2014.

Zakres przedmiotowy ustawy zostanie poszerzony o kwestie dotyczace:

- funkcjonowania rejestru stron ufajacych europejskim portfelom tozsamosci cyfrowe;,

- sposobu zapewnienia dopasowywania tozsamo$ci osob fizycznych uzywajacych notyfikowanych $rodkow
identyfikacji elektronicznej lub europejskich portfeli tozsamosci cyfrowe;,

- funkcjonowania punktu weryfikacji atrybutow wzgledem zrédet autentycznych,

- wydawania elektronicznych poswiadczen atrybutdéw w imieniu podmiotéw sektora publicznego odpowiedzialnych
za zrodha autentyczne,

- zasad wnioskowania o wlaczenie atrybutéw do katalogu atrybutow publikowanego przez Komisje Europejska;

- zasad wnioskowania o wlaczenie lub zmiang schematéw poswiadczen atrybutow do katalogu schematow
elektronicznych pos§wiadczen atrybutow publikowanego przez Komisje Europejska.

2. Zapewnienie przez ministra wlasciwego do spraw informatyzacji, za posrednictwem wezla krajowego, ustugi
umozliwiajacej uzytkownikom Srodkéw identyfikacji elektronicznej wydanych w systemie identyfikacji
elektronicznej przylaczonym do wezla krajowego, zapoznanie si¢ z historia uzycia tych $rodkow identyfikacji
elektronicznej, zapisang w dziennikach systeméw (logach).

3. Zapewnienie przez ministra wlasciwego do spraw informatyzacji systemu scentralizowanego oraz okreslenie
zasad jego funkcjonowania. System ten umozliwia¢ bedzie dopasowywanie tozsamosci, o ktérym w art. 11a
rozporzadzenia 910/2014.

Rozporzadzenie 910/2014 wymaga w art. 11a, aby dziatajac jako strony ufajace w ushugach transgranicznych, panstwa
cztonkowskie zapewnialy jednoznaczne dopasowywanie tozsamosci osob fizycznych z uzyciem notyfikowanych
srodkow identyfikacji elektronicznej lub europejskich portfeli tozsamosci cyfrowej. Wymaganie to oznacza, ze nalezy
zapewni¢ w ushugach krajowych mozliwo$¢ skutecznego uwierzytelniania uzytkownikéw postugujacych sie
niewydanymi w Polsce srodkami identyfikacji elektronicznej (w szczego6lnosci europejskimi portfelami tozsamosci
cyfrowej). Wyzwanie polega na tym, ze zestawy danych identyfikujacych osobe, jakie zapewniajg Srodki identyfikacji
elektronicznej, wydane w innych krajach UE, oraz jakie zapewnig europejskie portfele tozsamosci cyfrowej, beda inne
niz zestawy obowigzujace w Polsce. Co do zasady w Polsce przyjelo sie, ze osobe fizyczng jednoznacznie identyfikuje
zestaw danych: imi¢/imiona+nazwisko+nr PESEL+data urodzenia (zawarta w nr PESEL). W praktyce zatem nie ma
potrzeby postugiwania si¢ szerszym zakresem danych, aby jednoznacznie zidentyfikowa¢ osobg fizyczna. Taki zestaw
danych odpowiada wymaganemu minimalnemu zestawowi danych, jaki wynika z rozporzadzenia wykonawczego
Komisji (UE) 2015/1501 z dnia 8 wrzesnia 2015 r. w sprawie ram interoperacyjnosci na podstawie art. 12 ust. 8
rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 w sprawie identyfikacji elektronicznej i ushug
zaufania w odniesieniu do transakc;ji elektronicznych na rynku wewnetrznym (Dz. Urz. UE L z 2015 r. Nr 235, str. 1,
z pozn. zm.), zwanego dalej ,,rozporzadzeniem 2015/1501” (nr PESEL odpowiada wymaganemu w tym akcie
prawnym niepowtarzalnemu identyfikatorowi zbudowanemu przez wysylajace panstwo cztonkowskie, zgodnie ze
specyfikacjami technicznymi do celéw transgranicznej identyfikacji, ktory jest mozliwie jak najtrwalszy). Ten
minimalny zestaw danych moze by¢ poszerzony o dodatkowe dane wskazujace imi¢ lub imiona oraz nazwisko lub
nazwiska rodowe, miejsce urodzenia, aktualny adres lub pte¢, co znaczy, ze mozna przyktadowo spodziewac si¢
uzyskania z innego panstwa czlonkowskiego zestawu danych: imi¢+nazwiskotdata urodzeniatniepowtarzalny
identyfikator nadany w innym panstwie cztonkowskim+miejsce urodzenia. Majac taki zestaw danych bedzie trzeba
podja¢ probe dopasowania do obowiazkowego krajowego zestawu imi¢+nazwisko+PESEL (z data urodzenia). Nie jest
w ogole mozliwe jednoznaczne dopasowanie tych dwoch zestawdw, z uwagi na to, ze w UE moze zy¢ wiele os6b
o takim samym imieniu, nazwisku i dacie urodzenia. Co wazne, nawet dodatkowo przetwarzane w celu dopasowania




tozsamosci miejsce urodzenia rowniez nie daje catkowitej pewnosci i co za tym idzie uwierzytelnienia uzytkownika
w ushudze online i udostgpnienia mu danych go dotyczacych.

Minimalny zestaw danych identyfikujacych osobg, jaki majg zapewni¢ europejskie portfele tozsamosci cyfrowej, jest
szerszy od zestawu danych ustalonego dla notyfikowanych srodkow identyfikacji elektronicznej, wynikajacego
z rozporzadzenia 2015/1501. Zgodnie z rozporzadzeniem wykonawczym Komisji (UE) 2024/2977 z dnia 28 listopada
2024 r. w sprawie ustanowienia zasad stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014
w odniesieniu do danych identyfikujacych osobg i elektronicznych poswiadczen atrybutow wydawanych europejskim
portfelom tozsamosci cyfrowej (Dz. Urz. UE L z 2024 r. poz. 2977), zwanym dalej ,,rozporzadzeniem 2024/2977”
- przedmiotowy zastaw danych zawiera¢ ma co najmniej imi¢+nazwisko+data urodzenia+miejsce urodzenia i zestaw
ten moze by¢ poszerzony o doktadne dane adresowe, unikatowy identyfikator/numer przyporzadkowany do osoby
fizycznej, wizerunek twarzy, nazwisko i imi¢ rodowe, pte¢, adres email 1 numer telefonu komorkowego.

Oba te zestawy danych, zgodnie z rozporzadzeniem wykonawczym Komisji (UE) 2025/846 z dnia 6 maja 2025 r.
ustanawiajacym zasady stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr 910/2014 w odniesieniu
do transgranicznego dopasowywania tozsamosci 0sob fizycznych (Dz. Urz. UE L z 2025 r. poz. 846), zwanym dalej
»rfozporzadzeniem 2025/846”, beda musialy by¢ zgodnie brane pod uwagg przy tak zwanym poczatkowym
dopasowywaniu tozsamosci w ustugach publicznych, o ktéorym mowa w motywie 3 tego rozporzadzenia
wykonawczego, gdy osoba fizyczna po raz pierwszy zwréci si¢ o przyznanie dostepu do ushugi swiadczonej przez
strong ufajaca.

W zwigzku z tym minister wlasciwy do spraw informatyzacji zapewnia¢ bedzie scentralizowany system
dopasowywania tozsamosci dla ustug publicznych tak aby notyfikowane srodki identyfikacji elektronicznej lub
europejskie portfele tozsamosci cyfrowej z innego panstwa cztonkowskiego mogly by¢ wstepnie dopasowywane do:
- istniejacych wpiséw w rejestrze PESEL, celem ustalenia, czy uzytkownik korzystajacy ze $rodka identyfikacji
elektronicznej wydanego w innym kraju cztonkowskim UE posiada numer PESEL, oraz

- danych znajdujacych si¢ w systemach teleinformatycznych podmiotéw publicznych, z ktérych osoba fizyczna
postugujaca si¢ srodkiem identyfikacji elektronicznej wydanym w innym kraju UE chce skorzystac.

W zwigzku z wymogami wynikajagcymi z wilasciwego rozporzadzenia wykonawczego Komisji, scentralizowany
system dopasowywania tozsamosci bedzie w szczegdlnosci powiadamial uzytkownikéw korzystajacych z tego
systemu o tym, ze:

- dane udostgpnione za posrednictwem S$rodkéw identyfikacji elektronicznej lub portfela zostaty pomyslnie
dopasowane do doktadnie jednego istniejacego uzytkownika strony ufajacej lub ze dane nie zostaly jednoznacznie
dopasowane,

- w przypadku pomyslnego dopasowania — zZe istnieje mozliwo$¢ przechowywania wyniku procesu dopasowywania
tozsamosci i w jaki sposdb mozna to zrobic,

- w przypadku niepomyslnego dopasowania — czy istniejg inne opcje dopasowania tozsamos$ci lub inne metody
uzyskania dostgpu do ustugi, ktdra zostata pierwotnie zazadana przez uzytkownika.

Przez 6 miesigcy (tj. minimalny okres, o ktérym mowa w art. 5 ust. 3 rozporzadzenia 2025/846) system bedzie
zapewnial gromadzenie danych w dziennikach zdarzen, w ktorych rejestrowane beda:

a) data 1 godzina procesu dopasowywania tozsamosci,

b) identyfikatory lub numery kont uzywane przez strong ufajaca, ktére odnosza si¢ do osoby fizycznej,

¢) inna dokumentacja niezbedna do rozpatrywania sporow, jezeli byta wykorzystywana w procesie dopasowania
tozsamosci

— 0 czym mowa w art. 5 ust. 1 ww. rozporzadzenia wykonawczego.

4. Wskazanie ministra wlasciwego do spraw informatyzacji jako podmiotu odpowiedzialnego za prowadzenie
rejestru stron ufajacych europejskiemu portfelowi tozsamosci cyfrowej i zasad funkcjonowania tego rejestru.
Wskazanie to bgdzie wigzalo si¢ z wprowadzeniem ustawowego upowaznienia dla ministra wlasciwego do spraw
informatyzacji do zapewnienia rejestru stron ufajagcych zgodnie z wymaganiami okre§lonymi w rozporzadzeniu
910/214 oraz ustawie, w tym:

a) potwierdzania tozsamosci stron ufajacych podlegajacych wpisowi do rejestru,

b) wskazywania w rejestrze zakresu danych, jakie strona ufajaca zamierza uzyskiwac od uzytkownika europejskiego
portfela tozsamos$ci cyfrowej w ramach swiadczonych ustug,

¢) uzyskiwania przez strony ufajace certyfikatow umozliwiajacych ich uwierzytelnianie w europejskim portfelu
tozsamosci cyfrowe;.

Rozporzadzenie 910/2014 wymaga w art. 5b, aby strona ufajgca, ktéra chce lub jest zobowigzana polega¢ na
europejskich portfelach tozsamosci cyfrowej na potrzeby swiadczenia ustug publicznych lub prywatnych, rejestrowata
si¢ w panstwie cztonkowskim, w ktérym ma siedzibg, w dedykowanym do tego celu rejestrze.

Rejestr bedzie zawiera¢ informacje o stronie ufajgcej oraz o zakresie danych, o podanie ktorych strona ufajgca bedzie
zwraca¢ si¢ do uzytkownikow portfela. Celem tych wymagan jest mozliwos¢ automatycznego zweryfikowania przez
portfel i wyswietlanie uzytkownikowi informacji, komu majg by¢ przekazywane dane oraz automatyczne
zweryfikowanie, czy zakres zadanych danych jest zgodny z wpisem do rejestru. Zaktada si¢, ze dzigki temu portfel
zabezpieczy jego uzytkownikow przed wyludzeniami danych osobowych, jak réwniez uniemozliwi przekazywanie




wigkszego zakresu danych niz jest to niezbedne do $wiadczenia ustugi. Rejestr stron ufajacych bedzie publicznie
dostepny, co pozwoli na spelnienie powyzszych zalozen.

Whpis do rejestru i zmiany we wpisie nastgpowac bedg na wniosek:

1) ztozony z wykorzystaniem formularza elektronicznego udostgpnionego przez ministra wlasciwego do spraw
informatyzacji, po uwierzytelnieniu strony ufajacej europejskiemu portfelowi tozsamosci cyfrowej za pomoca:

a) w przypadku osob fizycznych — $rodka identyfikacji elektronicznej osoby fizycznej zapewniajacego wysoki poziom
bezpieczenstwa,

b) w przypadku osob prawnych:

— srodka identyfikacji elektronicznej osoby prawnej zapewniajacego wysoki poziom bezpieczenstwa, lub

— zaawansowanej pieczeci elektronicznej weryfikowanej za pomoca kwalifikowanego certyfikatu ministra wlasciwego
do spraw informatyzacji;

2) zlozony do ministra wiasciwego do spraw informatyzacji za posrednictwem kwalifikowanego dostawcy ustug
zaufania $wiadczacego usluge wydawania certyfikatow dostepu strony ufajacej portfela lub certyfikatow
rejestracyjnych strony ufajacej portfela, o ktorych mowa w rozporzadzeniu wykonawczym Komisji (UE) 2025/848 z
dnia 6 maja 2025 r. ustanawiajacym zasady stosowania rozporzadzenia Parlamentu Europejskiego i Rady (UE) nr
910/2014 w odniesieniu do rejestracji stron ufajacych europejskiego portfela tozsamosci cyfrowej (Dz. Urz. UE L z
2025 r. poz. 848), zwanym dalej ,,rozporzadzeniem 2025/848.

Z przepisdw rozporzadzenia 2025/848 wynika, ze europejski portfel tozsamosci cyfrowej nie bedzie bezposrednio
komunikowat si¢ z rejestrem stron ufajacych, aby potwierdzi¢ tozsamos$¢ strony ufajacej. Takze zakres danych, jakiego
moze wymagac ta strona, nie musi by¢ weryfikowany bezposrednio w rejestrze. Te dane beda weryfikowane na
podstawie specjalnych certyfikatow wydawanych stronom ufajacym. Zaktada sie, ze certyfikaty te beda wydawane
przez kwalifikowanych dostawcow ushug zaufania w oparciu o dane z rejestru stron ufajacych, co znaczy, ze rejestr
bedzie musial w szczegolnosci zapewnia¢ odpowiednie interfejsy sieciowe umozliwiajace pobranie danych celem
wydania certyfikatow, jak rowniez zapewnia¢ automatyczne przekazanie informacji niezbgdnej do uniewaznienia
wydanych certyfikatow w przypadku zmian w rejestrze.

Ponadto, zwazywszy, ze:

- systemy podmiotéw publicznych §wiadczacych ustugi online sg obecnie przylaczone do wezta krajowego
identyfikacji elektronicznej i podmioty te sg na tym wezle rozpoznawane z uwagi na przeprowadzony
wczesniej, na wniosek, o ktérym mowa w art. 21u ustawy z dnia 5 wrzesnia 2016 r. o ustugach zaufania oraz
identyfikacji elektronicznej, proces rejestracji, oraz

- podmioty te korzystaja kazdorazowo z tego samego zestawu danych: imi¢+nazwisko+data urodzenia+numer
PESEL lub inny niepowtarzalny identyfikator nadany przez panstwo cztonkowskie UE, o ktorym mowa w
zataczniku do rozporzadzenia 2015/1501,

- europejski portfel tozsamosci cyfrowej jest zgodnie z definicja srodkiem identyfikacji elektronicznej, oraz

- utrzymanie wezla krajowego identyfikacji elektronicznej zapewnia minister wlasciwy do spraw
informatyzacji,

zaktada sie, ze na mocy projektowanej ustawy do rejestru stron ufajacych zostanie wpisany minister wlasciwy do spraw
informatyzacji jako strona ufajaca europejskiemu portfelowi tozsamosci cyfrowej, §wiadczaca ustuge przekazania
danych do ustugi online podmiotu publicznego za posrednictwem wezta krajowego identyfikacji elektronicznej. Celem
takiego rozwigzania jest, aby proces rejestracji nie musiat by¢ realizowany przez podmioty publiczne, ktére juz sg
zarejestrowane na wezle krajowym identyfikacji elektronicznej’, a ustugi online podmiotow publicznych mogly od
razu by¢ dostepne dla posiadaczy europejskich portfeli tozsamosci cyfrowej. Powyzsze rozwigzanie bedzie zgodne
z art. 5b ust. 1 i 2 rozporzadzenia 910/2014, poniewaz uzytkownikowi portfela znana bedzie strona ufajgca (minister
wlasciwy do spraw informatyzacji) oraz zestaw przekazywanych danych. W tym kontekscie warto rowniez przywotaé
przepis art. 5b ust. 4 rozporzadzenia 910/2014, w ktorym stwierdza si¢, ze ust. 1 i 2 tego artykulu pozostajg bez
uszczerbku dla prawa Unii lub prawa krajowego majacego zastosowanie do $§wiadczenia okreslonych usthug.

Dopiero w przypadku gdy podmiot publiczny (jako strona ufajaca/ ustugodawca) bedzie chciat zmieni¢ zakres danych
wymaganych w ramach $wiadczonych przez siebie ustug online, w szczego6lnosci wykorzysta¢ dodatkowe mozliwosci,
jakie zapewnia europejski portfel tozsamosci cyfrowej, bedzie musiat dokona¢ wpisu do rejestru na zasadach ogoélnych.

5. Wskazanie, ze podmioty publiczne odpowiedzialne na poziomie krajowym za Zrédla autentyczne, o ktérych
mowa w zalaczniku VI do rozporzadzenia 910/2014, zapewniaja kwalifikowanym dostawcom uslug zaufania,
ktorzy dostarczaja kwalifikowane elektroniczne poswiadczenia atrybutéw, mozliwos¢ weryfikacji tych
atrybutéw droga elektroniczna, na zadanie uzytkownika.

6. Wskazanie ministra wlasciwego do spraw informatyzacji jako podmiotu wlasciwego w sprawach skladania
wnioskow o wlaczenie atrybutéow i schematow atrybutow do wlasciwych katalogow prowadzonych przez
Komisje Europejska oraz okreslenie zasad skladania takich wnioskéw.

Zgodnie z art. 45¢ ust. 1 rozporzadzenia 910/2014, panstwa cztonkowskie zapewniajg, aby przynajmniej w odniesieniu
do atrybutéw wymienionych w zatgczniku VI w przypadku, gdy atrybuty te polegaja na Zrédtach autentycznych w
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sektorze publicznym, wprowadzono $rodki umozliwiajace kwalifikowanym dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne poswiadczenia atrybutow, weryfikacje tych atrybutow drogg elektroniczna,
na zadanie uzytkownika, zgodnie z prawem Unii Europejskiej lub prawem krajowym.

Powyzsze dotyczy nastepujacych atrybutow:

1) adres;

2) wiek;

3) pte¢;

4) stan cywilny;

5) sktad rodziny;

6) narodowos¢ lub obywatelstwo;

7) wyksztalcenie, tytuly i licencje;

8) kwalifikacje zawodowe, tytuly i licencje;

9) pelnomocnictwa i upowaznienia do reprezentowania osob fizycznych lub prawnych;

10) publicznoprawne zezwolenia i licencje;

11) w odniesieniu do 0s6b prawnych — dane finansowe i dane dotyczace przedsigbiorstwa.

Aby elektroniczne po$wiadczenia atrybutow mogly by¢ automatycznie przetwarzane i wizualizowane w europejskich
portfelach tozsamosci cyfrowej, jak rowniez w systemach teleinformatycznych stron ufajacych takim poswiadczeniom,
niezbedne jest okre§lenie wzorow takich poswiadczen, ktore ogloszone beda w formacie dostepnym do odczytu
maszynowego. Ogloszeniu struktury elektronicznych poswiadczen atrybutow na szczeblu Unii Europejskiej bedzie
shuzyt specjalny katalog udostepniony przez Komisje Europejskag'®.

Minister wlasciwy do spraw informatyzacji bedzie sklada¢ wnioski o wlaczenie atrybutow wymienionych
1 niewymienionych w zataczniku VI do rozporzadzenia 910/2014 do katalogu atrybutéw zapewnianego przez Komisje
Europejska, o ktorym mowa przepisach wydanych na podstawie art. 45d-—45f rozporzadzenia 910/2014 oraz
o modyfikacje atrybutow w tym katalogu. W przypadku gdy minister wlasciwy do spraw informatyzacji bedzie
podmiotem odpowiedzialnym za Zrédto autentyczne, o ktérym mowa w zataczniku VI do rozporzadzenia 910/2014,
whnioski te sktada¢ bedzie z urzedu.

Minister wlasciwy do spraw informatyzacji bedzie tez sktada¢ wnioski o wlaczenie schematu poswiadczen atrybutow
do katalogu schematoéw poswiadczen atrybutow zapewnianego przez Komisje Europejska, o ktorym mowa w
przepisach wydanych na podstawie art. 45d—45f rozporzadzenia 910/2014 lub o modyfikacje schematu w tym
katalogu. W przypadku gdy minister wlasciwy do spraw informatyzacji bedzie podmiotem, ktéry wydaje elektroniczne
poswiadczenia atrybutow, o ktorych mowa w art. 45f rozporzadzenia 910/2014, wykorzystujace dane stanowigce
zrodlo autentyczne, za ktore jest odpowiedzialny, wnioski te sktada¢ bedzie z urzedu, a w przypadku gdy za zrédio
autentyczne bedzie odpowiedzialny inny podmiot, na wniosek tego podmiotu.

Schematy elektronicznych poswiadczen atrybutéw do katalogu schematdéw atrybutéw zapewnianego przez Komisje
Europejska beda mogly zgtasza¢ rowniez bezposrednio podmioty odpowiedzialne za zrodta autentyczne, w rozumieniu
art. 3 pkt 47 rozporzadzenia 910/2014, kwalifikowani dostawcy uslug zaufania §wiadczacy ushugi wydawania
kwalifikowanych poswiadczen atrybutow oraz dostawcy ustug online wpisani do rejestru stron ufajacych europejskim
portfelom tozsamosci cyfrowe;.

7. Umocowanie prawne ministra wlasciwego do spraw informatyzacji jako organu zobowiazanego do realizacji
obowigzkow nalozonych na panstwa czlonkowskie w ramach rozporzadzenia 2024/1183.

Minister whasciwy do spraw informatyzacji bedzie wykonywal nastepujace, nowe zadania:

- obowigzek informowania uzytkownikow o wszelkich naruszeniach bezpieczenstwa, ktore moglyby spowodowaé
catkowite lub czgsciowe skompromitowanie ich europejskich portfeli tozsamosci cyfrowej lub zawartosci tych portfeli
(art. S5a ust. 6 rozporzadzenia 910/2014), obowigzki informacyjne, o ktorych mowa w art. Sa ust. 18 rozporzadzenia
910/2014 (o podmiotach odpowiedzialnych za zapewnienie portfela, za prowadzenie rejestru stron ufajacych
portfelowi, za mechanizm walidacji danych identyfikujacych osobg i mechanizm walidacji autentycznosci portfeli),

- obowigzek ustanawiania krajowych programéow certyfikacji, zgodnie z wymogami okreslonymi w aktach
wykonawczych, o ktorych mowa w art. Sc ust. 6 rozporzadzenia 910/2014, i przekazywania projektoéw programow
certyfikacji Grupie Wspolpracy na rzecz Europejskiej Tozsamosci Cyfrowej (grupa wspotpracy),

- obowiazek przekazywania Komisji Europejskiej nazw i adreséw jednostek oceniajacych zgodno$é, o ktorych mowa
w art. 5c ust. 1 rozporzadzenia 910/2014,

- obowigzek informowania Komisji Europejskiej i grupy wspotpracy o europejskich portfelach tozsamosci cyfrowej,
ktore zostaly zapewnione zgodnie z rozporzadzeniem 910/2014 i certyfikowane przez jednostki oceniajace zgodnos¢,
jak réwniez o odwotaniu certyfikacji wraz z podaniem przyczyny jej odwotania,

- przedktadanie Komisji Europejskiej ewentualnych wnioskow o usunigcie z wlasciwego wykazu europejskiego
portfela tozsamosci cyfrowej 1 systemu identyfikacji elektronicznej, w ramach ktorego portfel ten jest zapewniany,

- zawieszanie zapewniania i uzywania zgtoszonych europejskich portfeli tozsamosci cyfrowej lub wycofywanie ich z
uzytkowania w przypadku naruszenia bezpieczenstwa lub czg§ciowej ich kompromitacji, jak réwniez informowanie o

10 Zgodnie z zasadami okreslonymi w projektowanych wykonawczych wydanych na podstawie art. 45d-f rozporzadzenia 910/2024.



tym: uzytkownikow, ktorych to dotyczy, pojedynczych punktow kontaktowych, stron ufajgcych oraz Komisji
Europejskie;j,

- sprawowanie nadzoru w zakresie zapewniania przez podmioty sektora publicznego, ktore wydajg elektroniczne
poswiadczenia atrybutow, poziomu rzetelnosci i wiarygodnosci rownowaznego kwalifikowanym dostawcom ustug
zaufania, zgodnie z art. 24 rozporzadzenia 910/2014 (wraz z okre$leniem narzedzi tego nadzoru),

- notyfikowanie Komisji Europejskiej podmiotow sektora publicznego, o ktérych mowa w art. 3 pkt 46 rozporzadzenia
910/2014, zgodnie z art. 45f ust. 3 rozporzadzenia 910/2014,

- wyznaczanie pojedynczego punktu kontaktowego ds. ustug zaufania, europejskich portfeli tozsamosci cyfrowej i
notyfikowanych systemow identyfikacji elektroniczne;j,

- obowiazek zbierania danych statystycznych dotyczacych funkcjonowania europejskich portfeli tozsamosci cyfrowe;j
oraz kwalifikowanych ushug zaufania dostarczanych lub $wiadczonych na terytorium Polski, o ktérych mowa w art.
48a rozporzadzenia 910/2014, udostgpniania ich publicznie oraz przedktadania Komisji Europejskiej sprawozdan
dotyczacych tych danych.

8. Wskazanie organu nadzoru nad dostawca (dostawcami) europejskiego portfela tozsamosci cyfrowej oraz
dostawcami ustug zaufania w zwiazku z art. 46a ust. 1 oraz art. 46b ust. 1 rozporzadzenia 910/2014.

Zgodnie z art. 46a ust. 1 rozporzadzenia 910/2014, nalezy zapewni¢ niezalezny nadzor nad ramami dla europejskiego
portfela tozsamosci cyfrowej. W zwigzku z tym zostang ustanowione przepisy, ktore zapewnig, ze nadzor bedzie
$wiadczony przez ministra wlasciwego do spraw informatyzacji lub jednostke mu podlegla lub przez niego
nadzorowana w sposob skuteczny, efektywny i niezalezny od zadan realizowanych przez tego ministra lub jednostke
mu podlegla lub przez niego nadzorowang w zakresie zapewniania portfela.

9. Uregulowanie procedury uznania rozwigzania (portfela) jako europejskiego portfela tozsamosci cyfrowej,
wydawanego niezaleznie od panstwa czlonkowskiego Unii Europejskiej.

II. Zmiany w zakresie przepiséw ustawy z dnia 26 maja 2023 r. o aplikacji mObywatel:

1. Ustanowienie krajowych zakreséw danych identyfikujacych osobe dla europejskiego portfela tozsamosci
cyfrowej wydawanego w Polsce dla osoby fizycznej i osoby prawnej oraz mechanizméw walidacji tych danych.
W zwiazku z tym, ze europejski portfel tozsamosci cyfrowej bedzie w szczegdlnosci srodkiem identyfikacji
elektronicznej, bedzie musiat zawiera¢ okreslone dane identyfikujace osobe (fizyczng i prawng), w tym co najmnie;j
zestaw minimalny, o ktérym mowa w rozporzadzeniu 2024/2977, czyli:

- imi¢/imiona,

- nazwisko,

- data urodzenia,

- miejsce urodzenia,

- obywatelstwo.
W przypadku osoby fizycznej europejski portfel tozsamosci cyfrowej bedzie moglt zawierac takze opcjonalne dane
identyfikujace ta osobe, okreslone w rozporzadzeniu 2024/2977. Przepisy okresla zakres tych danych, tak aby
przetwarzana byta dana o nazwie ,,personal_administrative_number”, o ktérej mowa w rozporzadzeniu 2024/2977 —
w Polsce bedzie to numer PESEL posiadacza portfela. Brak mozliwosci wpisania numeru PESEL do zestawu danych
identyfikujacych osobe uczynilby wydawany w Polsce europejski portfel tozsamosci cyfrowej bezuzytecznym w
ustugach publicznych, poniewaz ustugi te co do zasady wymagaja numeru PESEL dla skutecznego sfinalizowania
procedur, jakim shuzg.
Przepisy okreslajg takze zestawy danych identyfikujacych osobe prawna, aby bylo jasne, jakie dane zawiera¢ ma
srodek identyfikacji elektronicznej, ktory pozwoli¢ ma na ustalenie tozsamosci osoby prawnej. Taki zestaw danych
powinien zawiera¢ w szczegolnosci obecnie uzywang nazwe prawng oraz niepowtarzalny identyfikator zbudowany
przez wysylajace panstwo czlonkowskie, zgodnie ze specyfikacjami technicznymi do celow transgranicznej
identyfikacji, ktory jest mozliwie jak najtrwalszy. Powyzsze dane uzupehia¢ bgdg opcjonalne dane identyfikujace
osobe prawna, ktorymi moga by¢:
- aktualny adres,
- numer identyfikacyjny VAT,
- numer identyfikacji podatkowej (NIP),
- niepowtarzalny identyfikator europejski, o ktorym mowa w dyrektywie Parlamentu Europejskiego i Rady (UE)
2017/1132 w sprawie niektorych aspektow prawa spotek (Dz. Urz. UE L 169 z 30.06.2027, str. 46, z pdzn. zm.),
- identyfikator podmiotu prawnego (LEI), o ktorym mowa w rozporzadzeniu wykonawczym Komisji (UE) 2022/1860
z dnia 10 czerwca 2022 r. ustanawiajgce, na potrzeby stosowania rozporzadzenia Parlamentu Europejskiego i Rady
(UE) nr 648/2012, wykonawcze standardy techniczne w odniesieniu do standardéw, formatoéw, czestotliwosci 1 metod
oraz zasad dokonywania zgloszen (Dz. Urz. UE L 262 z 07.10.2022, str. 68),
- numer rejestracyjny 1 identyfikacyjny przedsigbiorcy (EORI), o ktérym mowa w rozporzadzeniu wykonawczym
Komisji (UE) nr 1352/2013 z dnia 4 grudnia 2013 r. ustanawiajace formularze przewidziane w rozporzadzeniu




Parlamentu Europejskiego i Rady (UE) nr 608/2013 w sprawie egzekwowania praw wilasnos$ci intelektualnej przez
organy celne (Dz. Urz. UE L 341 z 18.12.2013, str.10), oraz

- numer akcyzowy okreslony w art. 2 pkt 12 rozporzadzenia Rady (UE) nr 389/2012 z dnia 2 maja 2012 r. w sprawie
wspotpracy administracyjnej w dziedzinie podatkéw akcyzowych oraz uchylenia rozporzadzenia (WE) nr 2073/2004
(Dz. Urz. UE L 121 2 8.05.2012, str. 1).

Powyzsze elementy okreslone zostaty w rozporzadzeniu 2024/2977.

2. Wskazanie ministra wlasciwego do spraw informatyzacji jako podmiotu odpowiedzialnego za zapewnienie
europejskiego portfela tozsamosci cyfrowej. Zaklada sie, ze to minister wlasciwy do spraw informatyzacji
wydaje europejski portfel tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014,
bedacy europejskim portfelem tozsamosci cyfrowej, o ktorym mowa w art. Sa ust. 1 rozporzadzenia 910/2014.
Aby europejski portfel tozsamosci cyfrowej zapewniany przez ministra wlasciwego do spraw informatyzacji mogt by¢
uzytkowany, oprdcz interwencji legislacyjnej polegajacej na wskazaniu wymogow, jakie bedzie musial spetniac,
konieczne bedzie takze skonstruowanie rozwigzania, w szczegolnosci zapewniajac nizej wskazane funkcjonalnos$ci:
1) potwierdzenie tozsamosci uzytkownika w sposob, ktory pozwoli na zapewnienie, ze docelowy europejski portfel
tozsamosci cyfrowej, jako $rodek identyfikacji elektronicznej, bedzie spetniat wymagania dla wysokiego poziomu
bezpieczenstwa, w rozumieniu przepiséw rozporzadzenia 910/2014. Skutkiem powyzszego koniecznym bedzie:

a) wdrozenie weryfikacji tozsamos$ci uzytkownikow z wykorzystaniem profilu osobistego,

b) zapewnienie mozliwosci potwierdzenia tozsamos$ci na wysokim poziomie bezpieczenstwa uzytkownikom, ktorzy
nie posiadaja i nie moga uzyska¢ dowodu osobistego, a zgodnie z rozporzadzeniem 910/2014 maja prawo do uzyskania
europejskiego portfela tozsamosci cyfrowej (tj. osoby przebywajace na state w Polsce niebedace obywatelami RP);
2) selektywne przekazywanie danych osobowych przez uzytkownika w taki sposob, ze bez wzgledu na to, jakie dane
zostang wskazane do przekazania, beda one podpisane elektronicznie w sposob, ktory nie bedzie budzit watpliwosci
strony ufajacej (ustugodawcy) co do ich integralnosci i pochodzenia;

3) gromadzenie, przechowywanie, przekazywanie i okazywanie elektronicznych po§wiadczen atrybutow;

4) generowanie pseudonimow, o ktorych mowa w art. 5a ust. 4 lit. b rozporzadzenia 910/2014;

5) bezpieczne uwierzytelnianie europejskiego portfela tozsamosci cyfrowej innej osoby oraz otrzymywanie i
udostepnianie danych identyfikujacych osobg i elektronicznych pos§wiadczen atrybutow w bezpieczny sposob migdzy
dwoma europejskimi portfelami tozsamosci cyfrowe;;

6) dostep do rejestru wszystkich transakcji przeprowadzonych z wykorzystaniem europejskiego portfela tozsamosci
cyfrowej, w tym funkcjonalno$ci pozwalajace na:

a) przegladanie aktualnej listy stron ufajacych, z ktorymi uzytkownik ustanowit potaczenie, oraz, w stosownych
przypadkach, wszystkich udostepnionych danych,

b) tatwe zadanie od strony ufajacej usuniecia danych osobowych, zgodnie z art. 17 RODO,

c) tatwe zglaszanie strony ufajacej Prezesowi Urzgdu Ochrony Danych Osobowych, w przypadku otrzymania
przypuszczalnie niezgodnego z prawem lub podejrzanego zadania udostepnienia danych;

7) sktadanie kwalifikowanych podpiséw elektronicznych i kwalifikowanych pieczeci elektronicznych. W ramach
powyzszego konieczne jest zapewnienie mozliwosci nieoptatnego skladania kwalifikowanych podpiséw
elektronicznych przez osoby fizyczne, co najmniej do celéw innych niz profesjonalne;

8) pobieranie danych i przenoszenie danych, w zakresie o ktorym mowa w art. 5a ust. 4 lit. f i g rozporzadzenia
910/2014.

3. Wskazanie, ze uzywanie przez osoby fizyczne kwalifikowanych podpisow elektronicznych, jakie maja by¢
nieodptatnie dostepne dla posiadaczy europejskiego portfela tozsamosci cyfrowej, ogranicza si¢ tylko do celow
innych niz profesjonalne.

Zostal zdefiniowany takze cel skladania kwalifikowanego podpisu elektronicznego inny niz profesjonalny oraz
okreslenie ograniczen w postugiwaniu si¢ przez osoby fizyczne kwalifikowanym podpisem elektronicznym tylko do
celéw innych niz profesjonalne. Przepisy wskazuja, ze na wniosek kwalifikowanego dostawcy ustug zaufania, po
spetieniu okreslonych wymagan przez tego dostawce, minister wlasciwy do spraw informatyzacji wyraza zgode, w
drodze decyzji przyznajaca mozliwo$¢ §wiadczenia nieodplatnej ustugi kwalifikowanego podpisu elektronicznego dla
posiadaczy europejskich portfeli tozsamosci cyfrowej wydanych w Polsce, do celéw innych niz profesjonalne. W
zwiazku z tym, Ze pojecie ,,cel inny niz profesjonalny” nie zostato zdefiniowane w rozporzadzeniu 910/2014, przepisy
wskaza, ze przez cel sktadania kwalifikowanego podpisu elektronicznego inny niz profesjonalny rozumie si¢ sktadanie
tego podpisu w celu o§wiadczenia woli w swoim imieniu lub imieniu innej osoby fizycznej w celu zalatwienia sprawy
prywatnej, niezwigzanej z wykonywanym zawodem, prowadzong dziatalnoscig gospodarczg lub dziatalnoscig osoby
prawnej albo jednostki organizacyjnej nieposiadajacej osobowosci prawnej, ktory sktadajacy to o$wiadczenia
reprezentuje.

Majac na uwadze potencjalne koszty, jakie trzeba bytoby rekompensowac kwalifikowanym dostawcom ustug zaufania
za $wiadczenie nieodptatnych ushug, gdyby mozliwe byloby sktadanie podpisow w kazdym celu, ograniczono
mozliwo$¢ skladania takich podpisow do celow nieprofesjonalnych. Zaklada si¢ bowiem, ze wspdlne ponoszenie




kosztow przez wszystkich podatnikow na kwalifikowane podpisy elektroniczne uzywane nie tylko w celach
nieprofesjonalnych, ale rowniez w celu prowadzenia biznesu przez przedsigbiorcow bytoby nieetyczne z uwagi na to,
ze ilos¢ podpisow, jakie potrzebuje zlozy¢ osoba fizyczna w celach nieprofesjonalnych, jest znikoma wobec ilosci
podpisow jakie potrzebuje ztozy¢ firma lub osoba fizyczna prowadzaca dziatalno$§¢ gospodarcza w celach
profesjonalnych. Ponadto warto doda¢, ze przedsigbiorcy i podmioty publiczne w wiekszosci ustug publicznych moga
juz wykorzysta¢ darmowy podpis zaufany.

Projektowane przepisy definiuja cel sktadania kwalifikowanego podpisu elektronicznego inny niz profesjonalny, z
uwagi na to, ze termin ten nie zostal doprecyzowany w przepisach rozporzadzenia 910/2014. Cel nie zostat
zdefiniowany jako katalog czynnosci, tylko ogoélne wskazanie, ze chodzi o podpisanie w celu zalatwienia sprawy
prywatnej, niezwigzanej z wykonywanym zawodem, prowadzona dziatalnos$cia gospodarczg lub dziatalnoscig osoby
prawnej albo jednostki organizacyjnej nieposiadajacej osobowosci prawnej, ktory sktadajacy podpis reprezentuje.

4. OkreSlenie zasad na jakich w europejskim portfelu tozsamosci cyfrowej, o ktorym mowa w art. Sa ust. 2 lit.
a rozporzgdzenia 910/2014, udostepniona zostanie usluga umozliwiajaca uzytkownikom europejskiego portfela
tozsamosci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, nieodplatne skladanie
kwalifikowanych podpiséw elektronicznych, w celach innych niz profesjonalne.

Wskazano, ze bedzie to ushuga $wiadczona przez pomocy kwalifikowanych dostawcow ushug zaufania, za
rekompensata okreslong na zasadach wskazanych w ustawie, ktdrzy spelnig okreslone wymogi i ztoza stosowny
wniosek. Wskazano, ze uzywanie przez osoby fizyczne kwalifikowanych podpisow elektronicznych, jakie majg by¢
nieodptatnie dostgpne dla posiadaczy europejskiego portfela tozsamosci cyfrowej, ogranicza si¢ tylko do celow innych
niz profesjonalne.

5. Okreslenie organizacji i sposobu finansowania bezplatnych kwalifikowanych podpiséw elektronicznych,
jakie maja by¢ zapewnione uzytkownikom europejskiego portfela tozsamosci cyfrowej.

Uzytkownikom europejskiego portfela tozsamosci cyfrowej zapewniona bedzie mozliwosci uzyskiwania tak zwanych
jednorazowych kwalifikowanych certyfikatow podpisu elektronicznego, umozliwiajacych opatrzenie kwalifikowanym
podpisem elektronicznym jednego dokumentu za pomoca kwalifikowanego urzadzenia do sktadania podpisu na
odlegltos¢, zapewnianego przez kwalifikowanego dostawcg ustug zaufania.

Aby zapewni¢ rozliczalno$¢ ustug nieoptatnego kwalifikowanego podpisu elektronicznego, wygodg uzytkownikow i
nie wprowadza¢ faworyzacji zadnego z dostawcow, ktory zawnioskowatl o §wiadczenie takiej ushugi, zaktada sig, ze
minister wlasciwy do spraw informatyzacji bedzie zapewniat funkcjonowanie platformy integracyjnej stanowigcej
rozwigzanie techniczno-organizacyjne, ktore umozliwi:

- przytaczenie si¢ do tej platformy wszystkim kwalifikowanym dostawcom ushug zaufania, ktérzy uzyskali zgode na
$wiadczenie ustugi nieodptatnego podpisu kwalifikowanego na warunkach okreslonych w ustawie;

- wprowadzenie zasady losowego wyboru dostawcy tej ustugi dla kazdego kolejnego sktadanego kwalifikowanego
podpisu elektronicznego, z zachowaniem zasady proporcjonalnosci tego wyboru,

- ujednolicony interfejs uzytkownika sktadajacego podpis,

- dotaczenie do ztozonego podpisu informacji, Zze zostat on ztozony w ramach nieoptatnej ustugi w celu innym niz
profesjonalny,

- rozliczalno$¢ takich ustug.

6. Wdrozenie rozwiazan umozliwiajacych wprowadzenie europejskiego portfela tozsamosci cyfrowej
spelniajacego w szczegdlnosci wymagania, o ktérych mowa w przepisach dotyczacych zgodnosci europejskich
portfeli tozsamoS$ci cyfrowej (oraz systemu identyfikacji elektronicznej, w ramach ktérego beda one
zapewniane), z wymogami okreslonymi w art. 5a ust. 4, 5 i 8 rozporzadzenia 910/2014, z wymogiem dotyczacym
logicznego oddzielenia okreslonym w art. Sa ust. 14 rozporzadzenia 910/2014, oraz, w stosownych przypadkach,
z normami i specyfikacjami technicznymi, o ktérych mowa w art. Sa ust. 24 rozporzadzenia 910/2014, jak
réwniez zapewnienia certyfikacji, o ktorej mowa w art. Sc rozporzadzenia 910/2014 oraz utrzymanie podstaw
prawnych pozwalajacych na dalsze postugiwanie sie w uslugach krajowych aplikacja mObywatel, dla ktérej
potwierdzono tozsamo$¢, w sposob dotychczasowy, z zastosowaniem dotychczasowego mechanizmu
uwierzytelniania.

W ramach powyzszych rozwigzan przewidziano m. in.:

- zmian¢ wskazujacg, ze ustawa bedzie okresla¢ sposob zapewnienia europejskiego portfela tozsamosci cyfrowej dla
0sob fizycznych i prawnych w Polsce oraz zasady funkcjonowania aplikacji europejskiego portfela tozsamosci
cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014,

- zmiany w zakresie wnioskowania o tzw. ustuge niestandardows, polegajace na tym, ze podmiot zainteresowany
wnioskowa¢ bedzie rowniez o opracowanie, udostgpnienie oraz umozliwienie temu podmiotowi §wiadczenia takiej
ustugi w ramach obu rozwigzan — aplikacji mObywatel oraz europejskiego portfela tozsamosci cyfrowej, o ktorym
mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014;




- okreslenie zasad w jaki sposob mozna zosta¢ uzytkownikiem europejskiego portfela tozsamosci cyfrowej, o ktorym
mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014, oraz ustanowienie upowaznien do wydania przez ministra
wilasciwego do spraw informatyzacji stosownych rozporzadzen,

- wskazanie zasady, ze jezeli z przepisu prawa wynika obowigzek stwierdzenia tozsamosci lub obywatelstwa na
podstawie dokumentu tozsamosci, w szczegolno$ci na podstawie dowodu osobistego lub paszportu, obowiazek ten
uznaje si¢ za spetniony w przypadku stwierdzenia tozsamosci lub obywatelstwa na podstawie pelnego zestawu danych
identyfikujacych osobg fizyczna, jakie zawiera europejski portfel tozsamosci cyfrowej, o ktorym mowa w art. 5a ust.
2 lit. a rozporzadzenia 910/2014, podczas wzajemnej fizycznej obecnosci stron;

- wskazanie zasad, na jakich w europejskim portfelu tozsamos$ci cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a
rozporzadzenia 910/2014 moga by¢ udostepniane dodatkowe ustugi oraz zaprojektowanie upowaznienia dla Rady
Ministrow do wydania rozporzadzenia okreslajacego zakres danych i wykaz rejestrow publicznych oraz systemow
teleinformatycznych, z ktérych uzytkownik europejskiego portfela tozsamosci cyfrowej, o ktdrym mowa w art. 5a ust.
2 lit. a rozporzadzenia 910/2014, moze pobra¢ dane, oraz podmiotow publicznych prowadzacych te rejestry publiczne
i systemy teleinformatyczne.

III. Zmiany w zakresie przepisow ustawy z dnia 17 lutego 2005 r. o informatyzacji dzialalno$ci podmiotow
realizujacych zadania publiczne.

Zmiany dotyczace profilu zaufanego stanowiacego Srodek identyfikacji elektronicznej osoby fizycznej —
wprowadzenie nowych wariantéw profilu zaufanego, ktére bedg stanowily: Srodek identyfikacji elektronicznej
podmiotu publicznego oraz Srodek identyfikacji elektronicznej osoby fizycznej reprezentujaca podmiot
publiczny.

Umozliwienie w ramach publicznego systemu identyfikacji elektronicznej, o ktorym mowa w art. 20aa ustawy z dnia
17 lutego 2005 r. o informatyzacji dziatalnosci podmiotow realizujacych zadania publiczne, wydawania nie tylko (jak
obecnie) profili zaufanych, ktore potwierdzaja tozsamo$¢ osoby fizycznej, ale takze nowych $rodkow identyfikacji
elektronicznej, ktére beda potwierdzaly tozsamos¢ podmiotu publicznego oraz osoby fizycznej reprezentujacej
podmiot publiczny. Powyzsze pozwoli w szczegdlnosci na:

- potwierdzanie tozsamoS$ci podmiotow takze w ustugach publicznych wymagajacych identyfikacji osoby prawnej (np.
ustugach ZUS, NFZ, w eUrzedzie skarbowym, KRS, BDO itd.), co w rezultacie pozwoli zasadniczo uproscic¢
rejestracje uzytkownikow tych systemow i co za tym idzie zmniejszy¢ koszty obstugi tych systemow,

- zapewnienie pracownikom podmiotéw publicznych, zobowigzanych do korzystania z ustug online w celu realizacji
zadan stuzbowych, mozliwosci korzystania ze §rodka identyfikacji elektronicznej, ktory nie bedzie zawierat numeru
PESEL i bedzie przeznaczony co celow stuzbowych (potrzeba taka byla wielokrotnie sygnalizowana przez Rzecznika
Praw Obywatelskich i Prezesa Urzgdu Ochrony Danych Osobowych).

Wydawanie profili zaufanych dla podmiotéw publicznych i 0séb fizycznych reprezentujgcych podmioty publiczne
wigze si¢ z koniecznoscig wprowadzenia odpowiednich zmian w ww. ustawie m.in. w zakresie uregulowania zakresu
danych dotyczacych osob prawnych i bezpiecznego powigzania oséb (administratoréw), ktore zostang wyznaczone
przez osoby prawne do zarzadzania ich profilami zaufanymi podmiotu oraz okreslenia procedury potwierdzania
nowych wariantow profilu zaufanego.

Ponadto w zwiazku z tym, ze europejski portfel tozsamosci cyfrowej jest z definicji zawartej w art. 3 pkt 42
rozporzadzenia 910/2014 $rodkiem identyfikacji elektronicznej, oraz zaktada si¢, ze taki portfel bedzie zapewniany
przez ministra wlasciwego do spraw informatyzacji, wlaczono ten portfel do pakietu Srodkow identyfikacji
elektronicznej wydawanych w ramach publicznego systemu identyfikacji elektroniczne;.

IV. Zmiany w zakresie przepiséw ustawy z dnia 18 listopada 2020 r. o doreczeniach elektronicznych.

Zmiany polegajace na ustanowieniu Katalogu Podmiotow Publicznych (KPP).

Gltowng zmiang w zakresie ustawy jest dodanie przepisow wprowadzajacych system, w ktorym bedzie prowadzony
KPP. Celem ustanowienia KPP jest m. in. stworzenie rejestru, za pomocg ktorego mozliwa bedzie weryfikacja danych
zawartych we wnioskach o wpis i zmiany we wpisie do rejestru stron ufajacych europejskiemu portfelowi tozsamosci
cyfrowej. KPP pozwoli tez wyeliminowac zauwazone problemy zwigzane z kwalifikowaniem wybranych podmiotow
jako publicznych, ktérych dotycza przepisy ustawy oraz stworzenie mozliwosci zmiany tych danych, oraz zasad
wymiany informacji mi¢dzy KPP a baza adresow elektronicznych (BAE), ePUAP, KRS i REGON —w ktorych sg dane
dotyczace rowniez podmiotdéw publicznych, ale zaden z tych rejestrow nie posiada kompletnych danych o podmiotach
publicznych. Dodanie tych przepisdéw ma rowniez na celu zebranie w jednym systemie najwazniejszych informacji o
podmiotach publicznych oraz podmiotach realizujacych zadania publiczne oraz ujednolicenia tych informacji.

3. Jak problem zostal rozwigzany w innych krajach, w szczegéInosci krajach czlonkowskich OECD/UE?

Zgodnie z art. 288 TFUE, rozporzadzenie ma zasi¢g ogdlny, wigze w calosci 1 jest bezposrednio stosowane we
wszystkich panstwach czionkowskich. Rozporzadzenie 910/2014 w wersji zmienionej przez rozporzadzenie
2024/1183 bedzie wigc bezposrednio stosowane we wszystkich krajach cztonkowskich UE. Zgodnie z art. 5a ust. 1




rozporzadzenia 910/2014, panstwa cztonkowskie zobowigzane sa do zapewnienia co najmniej jednego europejskiego
portfela tozsamosci cyfrowej w terminie 24 miesiecy od dnia wejscia w zycie aktow wykonawczych, o ktorych mowa
w art. 5a ust. 23 i art. Sc ust. 6 rozporzadzenia 910/2014. Przedmiotowe akty wykonawcze weszly w zycie 24 grudnia
2024 r. Z uwagi na fazg prac zadne panstwo cztonkowskie nie zapewnilo jeszcze portfela tozsamosci cyfrowej
zgodnego z rozporzadzeniem 910/2014 w ksztalcie nadanym mu rozporzadzeniem 2024/1183.

W ramach wspétpracy dziewigtnastu panstw cztonkowskich oraz Ukrainy (dziatajacych w formie konsorcjum) od
1 kwietnia 2023 r. do 30 wrzesnia 2025 r. realizowany byt projekt Potential, majacy na celu zweryfikowanie rozwigzan
techniczno-organizacyjnych w ustalonych wczesniej przypadkach uzycia europejskiego portfela tozsamosci cyfrowe;.
Te do$wiadczenia docelowo beda stuzy¢ utatwieniu zrozumienia sposobu funkcjonowania portfela, przygotowaniu
usprawnien w realizacji procesow technicznych i ostatecznie moga mie¢ wpltyw na ksztalt przepisow krajowych
shuzacych stosowaniu rozporzadzenia 910/2014.

4. Podmioty, na ktére oddzialuje projekt

Grupa Wielkosé Zrodto danych Oddziatywanie
Minister wlasciwy do 1 Informacja Przyznanie dodatkowych kompetencji i
spraw informatyzacji ogoblnodostgpna | koniecznos¢ realizacji nowych

obowigzkow zwigzanych z
zapewnieniem stosowania
rozporzadzenia 910/2014, opisanych w
pkt 2 OSR.

Minister Sprawiedliwo$ci 1 Informacja Podmiot odpowiedzialny za zrédio
ogoélnodostgpna | autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktérych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do 1 Informacja Podmiot odpowiedzialny za Zrédto

spraw o§wiaty i ogblnodostepna | autentyczne, w rozumieniu art. 3 pkt 47

wychowania rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do 1 Informacja Podmiot odpowiedzialny za Zrédio

spraw szkolnictwa ogolnodostgpna | autentyczne, w rozumieniu art. 3 pkt 47

wyzszego 1 nauki rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore




jest odpowiedzialny, droga
elektroniczng, na zgdanie uzytkownika,

- sktadajacy do ministra whasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktérych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do
spraw zdrowia

Informacja
ogo6lnodostgpna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktérych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do
spraw budownictwa,
planowania i
zagospodarowania
przestrzennego oraz
mieszkalnictwa

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- sktadajacy do ministra wlasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wiasciwy do
spraw energii

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrédio
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczaja kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do
Spraw transportu

Informacja
ogodlnodostgpna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore




jest odpowiedzialny, droga
elektroniczng, na zgdanie uzytkownika,

- sktadajacy do ministra whasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktérych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do
spraw rolnictwa

Informacja
ogo6lnodostgpna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktérych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do
spraw gospodarki

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- sktadajacy do ministra wlasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wiasciwy do
spraw finansow
publicznych

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrédio
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczaja kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do
spraw kultury i ochrony
dziedzictwa narodowego

Informacja
ogodlnodostgpna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore




jest odpowiedzialny, droga
elektroniczng, na zgdanie uzytkownika
- sktadajacy do ministra whasciwego do
spraw informatyzacji wnioski
zawierajace w informacje, o ktérych
mowa w art. 7 ust. 5 rozporzadzenia
2025/1569.

Minister wlasciwy do
spraw pracy

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczaja kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- sktadajacy do ministra wlasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Minister wlasciwy do
spraw wewnetrznych

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrédio
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwo$¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- sktadajacy do ministra wlasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktérych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Naczelna Rada Lekarska

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczaja kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Naczelna Rada
Pielegniarek i Potoznych

Informacja
ogolnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrédto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore




jest odpowiedzialny, droga
elektroniczng, na zgdanie uzytkownika,
- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
whnioski zawierajace informacje, o
ktérych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Izba Diagnostow
Laboratoryjnych

Informacja
ogo6lnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrédto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczaja kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- mogacy sktada¢ do ministra
wiasciwego do spraw informatyzacji
whnioski zawierajace informacje, o
ktérych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Izba
Fizjoterapeutow

Informacja
ogo6lnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrodto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- mogacy sktada¢ do ministra
wiasciwego do spraw informatyzacji
whnioski zawierajace informacje, o
ktorych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Naczelna Rada
Adwokacka

Informacja
ogo6lnodostgpna

Podmiot inny niz publiczny
odpowiedzialny za zrédto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zadanie uzytkownika,

- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
whnioski zawierajgce informacje, o
ktorych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Rada Radcow
Prawnych

Informacja
ogolnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrédto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy




dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
wnioski zawierajace informacje, o
ktérych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Rada Biegtych
Rewidentow

Informacja
ogo6lnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrédto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,
- mogacy sktada¢ do ministra
wiasciwego do spraw informatyzacji
whnioski zawierajace informacje, o
ktérych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Rada Doradcoéw
Podatkowych

Informacja
ogo6lnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrodto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwo$¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
whnioski zawierajace informacje, o
ktorych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Naczelna Rada
Aptekarska

Informacja
ogodlnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrédto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwosé¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zadanie uzytkownika,

- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
wnioski zawierajace informacje, o
ktorych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Izba Lekarsko-
Weterynaryjna

Informacja
ogodlnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrodto autentyczne w




rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwo$¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,
- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
whnioski zawierajace informacje, o
ktérych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Rada
Komornicza

Informacja
ogo6lnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrédto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- mogacy sktada¢ do ministra
wiasciwego do spraw informatyzacji
whnioski zawierajace informacje, o
ktérych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Rada Doradcoéw
Podatkowych

Informacja
ogo6lnodostepna

Podmiot inny niz publiczny
odpowiedzialny za zrodto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zadanie uzytkownika,

- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
wnioski zawierajace informacje, o
ktoérych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Krajowa Rada Notarialna

Informacja
ogodlnodostgpna

Podmiot inny niz publiczny
odpowiedzialny za zrodto autentyczne w
rozumieniu art. 3 pkt 47 rozporzadzenia
910/2014 i co za tym idzie:

- mogacy zapewni¢ kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- mogacy sktada¢ do ministra
wlasciwego do spraw informatyzacji
wnioski zawierajace informacje, o




ktorych mowa w art. 7 ust. 5
rozporzadzenia 2025/1569

Glowny Inspektor
Nadzoru Budowlanego

Informacja
ogo6lnodostgpna

Podmiot odpowiedzialny za Zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwo$¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Urzad Patentowy RP

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Gltoéwny Geodeta Kraju

Informacja
ogo6lnodostgpna

Podmiot odpowiedzialny za zrédio
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwo$¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Wyzszy Urzad Gorniczy

Informacja
ogodlnodostgpna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczaja kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,
- sktadajacy do ministra whasciwego do
spraw informatyzacji wnioski




zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Urzad Dozoru
Technicznego

Informacja
ogo6lnodostgpna

Podmiot odpowiedzialny za Zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwo$¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczng, na zadanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Urzad Transportu
Kolejowego

Informacja
ogo6lnodostepna

Podmiot odpowiedzialny za zrodto
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwos¢
weryfikacji atrybutéw w zrddle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Urzad Lotnictwa
Cywilnego

Informacja
ogo6lnodostgpna

Podmiot odpowiedzialny za zrédio
autentyczne, w rozumieniu art. 3 pkt 47
rozporzadzenia 910/2014 i co za tym
idzie:

- zapewniajacy kwalifikowanym
dostawcom ustug zaufania, ktorzy
dostarczajg kwalifikowane elektroniczne
poswiadczenia atrybutow, mozliwo$¢
weryfikacji atrybutéw w zrodle za ktore
jest odpowiedzialny, droga
elektroniczna, na zgdanie uzytkownika,

- sktadajacy do ministra wiasciwego do
spraw informatyzacji wnioski
zawierajace informacje, o ktorych mowa
w art. 7 ust. 5 rozporzadzenia 2025/1569.

Krajowa Izba
Rozliczeniowa

https://me.bip.go

v.pl/wezel-
krajowy-
zintegrowani-
dostawcy-
srodka-
identyfikacji/rej
estr-dostawcow-
srodka-

identyfikacji-
elektronicznej-

przylaczonych-
do-wezla-

krajowego.html

Podmiot odpowiedzialny za system
mojelD, ktory w czgéci moze by¢ objety
badaniem zgodnosci.

Nowy art. 12a ust. 1 rozporzadzenia
910/2014 wymaga aby zgodnos¢
systemow identyfikacji elektronicznej,
ktore majg by¢ notyfikowane, w tym
zgodno$¢ z wymogami zwigzanymi z
cyberbezpieczenstwem okreslonymi w
art. 8 ust. 2 dotyczacymi poziomow
bezpieczenstwa systemow identyfikacji
elektronicznej byta certyfikowana przez
jednostki oceniajgce zgodno$é



https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-srodka-identyfikacji/rejestr-dostawcow-srodka-identyfikacji-elektronicznej-przylaczonych-do-wezla-krajowego.html
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wyznaczone przez panstwa
cztonkowskie.

Znaczy to ze system mojelD moze by¢
badany w zakresie w jakim ma to
znacznie dla potwierdzania profilu
zaufanego pod warunkiem ze bedzie to
wynikato z odpowiedniego programu
certyfikacji cyberbezpieczenstwa na
podstawie rozporzadzenia 2019/881 lub
jego czesci, w zakresie, w jakim
certyfikat cyberbezpieczenstwa lub jego
czesci obejmuja te podmioty.

Podmioty wydajace §rodki 531 https://mc.bip.go | Podmioty odpowiedzialne za wydawanie
identyfikacji v.pl/wezel- srodkow identyfikacji elektronicznej w
elektronicznej w ramach krajowy- ramach systemu mojelD, co moze by¢
systemow identyfikacji zintegrowani- | objete badaniem zgodnosci.
elektronicznej dostawcy- Nowy art. 12a ust. 1 rozporzadzenia
przylaczonych do wezta srodka- 910/2014 wymaga, aby zgodnos¢
krajowego identyfikacji identyfikacji/rej | systemoéw identyfikacji elektroniczne;,
elektronicznej estr-dostawcow- | ktére maja by¢ notyfikowane, w tym
srodka- zgodnos$¢ z wymogami zwigzanymi z
identyfikacji- | cyberbezpieczenstwem okreslonymi w
elektronicznej- | art. 8 ust. 2 dotyczacymi poziomow
przylaczonych- | bezpieczenstwa systemow identyfikacji
do-wezla- elektronicznej byta certyfikowana przez
krajowego.html | jednostki oceniajgce zgodnos¢
wyznaczone przez panstwa
cztonkowskie.
Znaczy to ze wydawanie srodkow
identyfikacji elektronicznej w ramach
systemu moje ID moze by¢ badane w
zakresie w jakim ma to znacznie dla
potwierdzania profilu zaufanego, pod
warunkiem ze bedzie to wynikato z
odpowiedniego programu certyfikacji
cyberbezpieczenstwa na podstawie
rozporzadzenia 2019/881 lub jego
czescei, w zakresie, w jakim certyfikat
cyberbezpieczenstwa lub jego czesci
obejmuja te podmioty.
Krajowe punkty 2234 https://pz.gov.pl/ | Podmioty potwierdzajace tozsamos¢
potwierdzajace profil pz/confirmation | os6b fizycznych przez wydaniem profilu
zaufany PointAddresses | zaufanego, co moze by¢ objete badaniem
List zgodnosci.

Nowy art. 12a ust. 1 rozporzadzenia
910/2014 wymaga aby zgodnos¢
systemow identyfikacji elektroniczne;j,
ktére majg by¢ notyfikowane, w tym
zgodno$¢ z wymogami zwigzanymi z
cyberbezpieczenstwem okreslonymi w
art. 8 ust. 2 dotyczacymi poziomow
bezpieczenstwa systemow identyfikacji
elektronicznej byta certyfikowana przez
jednostki oceniajace zgodnosé¢
wyznaczone przez panstwa
cztonkowskie.

Znaczy to ze potwierdzanie tozsamosci
0s0b fizycznych przez wydaniem profilu
zaufanego moze by¢ objete certyfikacja,
pod warunkiem ze bedzie to wynikato z
odpowiedniego programu certyfikacji
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cyberbezpieczenstwa na podstawie
rozporzadzenia 2019/881 lub jego
czescei, w zakresie, w jakim certyfikat
cyberbezpieczenstwa lub jego czesci
obejmuja te podmioty.
Jednostki podlegle 5 https://www.gov | Pracownicy tych jednostek mogg zosta¢
Ministrowi Cyfryzacji lub .pl/web/cyfryzac | upowaznieni do przeprowadzenia
przez niego nadzorowane ja/podmioty- | kontroli dostawcow ushug zaufania
podlegle-
nadzorowane-i-
objete-
nadzorem-
wlascicielskim-
ministra
Kwalifikowani dostawcy 8 https://www.ncc | Podmioty podlegajace audytowi.
ustug zaufania ert.pl/ Swiadczone juz kwalifikowane ustugi
zaufania beda musiaty zosta¢ poddane
audytowi zgodnie ze zmienionymi
przepisami rozporzadzenia 910/2014.
Odpowiednio nowe ustugi zaufania
przewidziane zmienionym
rozporzadzeniem 910/2014 réwniez
musza by¢ zbadane przez podmioty
oceniajace zgodnosé
Podmioty swiadczace 2042 https://me.bip.g | Podmioty podlegajace kontroli.
ustugi online przylaczone ov.pl/wezel- W zakresie tych podmiotow zamiany w
do wezta krajowego krajowy- przepisach zwiagzane z nowelizacja
identyfikacji zintegrowani- | rozporzadzenia 910/2014 nie wptyna na
elektronicznej dostawcy- istniejacy stan prawny chyba ze bedzie
uslug/wezel- | to wynikato z odpowiedniego programu
krajowy- certyfikacji cyberbezpieczenstwa na
zintegrowani- | podstawie rozporzadzenia 2019/881 lub
dostawcy- jego czesci, w zakresie, w jakim
uslug.html certyfikat cyberbezpieczenstwa lub jego
czesci obejma te podmioty.
Liczba oséb Okoto 38 944 200 osob Dane wlasne | Mozliwo$¢ szybszego zatatwiania spraw
uprawnionych do prywatnych i urzedowych, mozliwos¢
uzyskania europejskiego zatatwiania spraw bez wychodzenia z
portfela tozsamosci domu. Oddzialywanie szczegdtowo
cyfrowej, o ktérym mowa omoéwiono w pkt 7 OSR.
w art. Sa ust. 2 lit. a
rozporzadzenia 910/2014
Przedsigbiorcy Okoto 3 min GUS Sprawniejsze swiadczenie ustug online.
Oddziatywanie szczegélowo omowiono
w pkt 7 OSR.

5. Informacje na temat zakresu, czasu trwania i podsumowanie wynikow konsultacji

Projekt zostanie poddany uzgodnieniom, konsultacjom publicznym i opiniowaniu trwajagcym 30 dni.

Stosownie do postanowien art. 5 ustawy z dnia 7 lipca 2005 r. o dziatalno$ci lobbingowej w procesie stanowienia
prawa (Dz. U. z 2025 r. poz. 677) projekt zostanie udostepniony w Biuletynie Informacji Publicznej Ministerstwa
Cyfryzacji. Ponadto, zgodnie z § 52 ust. 1 uchwaly nr 190 Rady Ministréw z dnia 29 pazdziernika 2013 r. — Regulamin
pracy Rady Ministrow (M.P. z 2024 r. poz. 806 oraz z 2025 r. poz. 408), projekt zostanie udostgpniony w Biuletynie
Informacji Publicznej na stronie podmiotowej Rzadowego Centrum Legislacji, w serwisie Rzadowy Proces
Legislacyjny.

Zgodnie z ustawa z dnia 23 maja 1991 r. o zwigzkach zawodowych projekt zostanie przekazany do nastepujacych
organizacji zwigzkow zawodowych:

1) NSZZ ,,Solidarnos¢”;

2) Ogolnopolskiego Porozumienie Zwigzkow Zawodowych;

3) Forum Zwigzkéw Zawodowych.



https://sip.lex.pl/#/document/69192391
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.gov.pl/web/cyfryzacja/podmioty-podlegle-nadzorowane-i-objete-nadzorem-wlascicielskim-ministra
https://www.nccert.pl/
https://www.nccert.pl/
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html
https://mc.bip.gov.pl/wezel-krajowy-zintegrowani-dostawcy-uslug/wezel-krajowy-zintegrowani-dostawcy-uslug.html

Zgodnie z ustawg z dnia 23 maja 1991 r. o organizacjach pracodawcow projekt zostanie przekazany do nastepujacych
reprezentatywnych organizacji pracodawcow:

1) Konfederacji ,,LLewiatan”;

2) Zwiazku Rzemiosta Polskiego;

3) Pracodawcéw Rzeczypospolitej Polskie;;

4) Business Centre Club;

5) Zwiazku Przedsiebiorcow i Pracodawcow;

6) Federacji Przedsigbiorcéw Polskich;

7) Polskiego Towarzystwa Gospodarczego.

W ramach konsultacji publicznych projekt zostanie skierowany do nastepujacych podmiotow:
1) Polskiej Izby Informatyki i Telekomunikac;ji;

2) Krajowej Izby Gospodarczej Elektroniki i Telekomunikacji;

3) Polskiej Izby Komunikacji Elektronicznej;

4) Krajowej Izby Gospodarcze;j;

5) Krajowej Izby Komunikacji Ethernetowe;;

6) Krajowej Izby Gospodarki Cyfrowej;

7) Fundacji Bezpieczna Cyberprzestrzen;

8) Polskiego Towarzystwa Informatycznego;

9) Zwiazku Pracodawcow Branzy Internetowej IAB Polska;

10) Polskiej Rady Biznesu;

11) Naczelnej Organizacji Technicznej;

12) Zwigzku Pracodawcow Medioéw Elektronicznych i Telekomunikacji Mediakom;
13) Izby Gospodarki Elektronicznej;

14) Internet Society Poland,

15) Zwigzku Importeréw i Producentow Sprzetu Elektrycznego i Elektronicznego Branzy RTV i IT — ZIPSEE
,Cyfrowa

Polska”;

16) Polskiego Centrum Badan i Certyfikacji S.A.;

17) Polskiej Organizacji Handlu i Dystrybucji;

18) Naczelnej Rady Zrzeszen Handlu i Ushug;

19) Polskiego Stowarzyszenia Marketingu SMB;

20) Amerykanskiej Izby Handlowej w Polsce;

21) Krajowej Izby Rozliczeniowe;j;

22) Fundacji Putaskiego;

23) Sektorowej Rady ds. Kompetencji — Telekomunikacja i Cyberbezpieczenstwo;
24) Green Rev Institute;

25) Fundacji ePanstwo;

26) Stowarzyszenia Administratorow Bezpieczenstwa Informacji;
27) Stowarzyszenia Sie¢ Obywatelska — Watchdog Polska;

28) Stowarzyszenia Panoptykon;

29) Zwiazku Bankow Polskich;

30) Enigma Systemy Ochrony Informacji Sp. z 0.0.;

31) EuroCert Sp. z 0.0.;

32) Polskiej Wytwomi Papieroéw Wartosciowych S.A.;

33) Asseco Data Systems S.A.;

34) Autenti sp. z 0.0.;

35) Poczty Polskiej S.A.;

36) KFJ Inwestycje Sp. z 0. 0.;

37) Izby Architektéw RP;

38) Polskiej Izby Inzynierow Budownictwa;

39) Naczelnej Izby Lekarska;

40) Naczelnej Izby Pielegniarek i Potoznych;

41) Krajowej Izby Fizjoterapeutdéw;

42) Naczelnej Izby Aptekarskiej;

43) Krajowej Izby Diagnostow Laboratoryjnych;

44) Krajowej Izby Lekarsko-Weterynaryjnej;

45) Krajowej Izby Radcow Prawnych;

46) Naczelnej Rady Adwokackiej;

47) Krajowej Rady Komorniczej;




48) Krajowej Rady Biegtych Rewidentow;

49) Krajowej Rady Doradcow Podatkowych;

50) Krajowej Rady Notarialnej;

51) Polskiej Izby Rzecznikéw Patentowych;

52) Stowarzyszenia Elektrykow Polskich;

53) Stowarzyszenia Geodetéw Polskich;

54) Polskiego Towarzystwa Ttumaczy Przysiggtych i Specjalistycznych.

W ramach opiniowania projekt zostanie skierowany do nastgpujacych podmiotow:
1) Prezesa Urzgdu Komunikacji Elektroniczne;;

2) Prezesa Urzedu Ochrony Konkurencji i Konsumentow;
3) Prezesa Urzedu Zamdwien Publicznych;

4) Prezesa Urzedu Ochrony Danych Osobowych;

5) Prezesa Gtownego Urzgdu Statystycznego;

6) Rzecznika Matych i Srednich Przedsiebiorcow;

7) Rzecznika Praw Obywatelskich;

8) Krajowej Rady Radiofonii i Telewizji;

9) Polskiego Komitetu Normalizacyjnego;

10) Najwyzszej Izby Kontroli;

11) Agencji Bezpieczenstwa Wewnetrznego;

12) Agencji Wywiadu;

13) Biura Bezpieczenstwa Narodowego;

14) Centralnego Biura Antykorupcyjnego;

15) Stuzby Kontrwywiadu Wojskowego;

16) Stuzby Wywiadu Wojskowego;

17) Rzagdowego Centrum Bezpieczenstwa;

18) Stuzby Ochrony Panstwa;

19) Polskiego Centrum Akredytacii;

20) Naukowej i Akademickiej Sieci Komputerowej — Panstwowy Instytut Badawczy;
21) Instytutu Lacznosci — Panstwowy Instytut Badawczy;
22) Prezesa Prokuratorii Generalnej Rzeczypospolitej Polskie;j;
23) Glownego Inspektora Nadzoru Budowlanego;

24) Urzedu Patentowego RP;

25) Urzedu Regulacji Energetyki;

26) Gtownego Geodety Kraju;

27) Wyzszego Urzedu Gorniczego;

28) Urzedu Dozoru Technicznego;

29) Urzedu Transportu Kolejowego;

30) Urzedu Lotnictwa Cywilnego.

Projekt zostanie skierowany do Komisji Wspolnej Rzadu i Samorzadu Terytorialnego, Rady do Spraw Cyfryzacji i
Rady Dialogu Spotecznego, Rady Pozytku Publicznego oraz Rady Dialogu z Mlodym Pokoleniem celem wydania
opinii.

6. Wplyw na sektor finanséw publicznych

(ceny Skutki w okresie 10 lat od wejscia w zycie zmian [mln zt]
state z

0 1 2 3 4 5 6 7 8 9 10 | Zgeznie (0-10)

Docho 0 0 0 0 0 0 0 0 0 0 0 0
dy
ogole
m

budzet | 0 0 0 0 0 0 0 0 0 0 0 0
panstw
a

JST 0 0 0 0 0 0 0 0 0 0 0 0

Wydat | 4550 | 48,94 | 53,57 | 71,02 73,97 | 76,10 | 77,80 66,55 | 68,55 84,11 30,45 | 696,57
ki




ogole

m

budzet | 45,50 | 48,94 | 5357 | 71,02 73,97 | 76,10 | 77,80 | 66,55 | 68,55 | 84,11 | 30,45 | 696,57

panstw

a

JST 0 0 0 0 0 0 0 0 0 0 0 0

pozost | 0 0 0 0 0 0 0 0 0 0 0 0

ate

jednost

ki

(oddzie

Inie)

Saldo -45,50 | -48,94 | -53,57 | -71,02 -73,97 | -76,10 | -77,80 | -66,55 | -68,55 | -84,11 | -30,45 | -696,57

ogole

m

budzet | -45,50 | -48,94 | -53,57 | -71,02 -73,97 | -76,10 | -77,80 | -66,55 | -68,55 | -84,11 | -30,45 | -696,57

panstw

a

JST 0 0 0 0 0 0 0 0 0 0 0 0
Rozwigzania przewidziane w ustawie finansowane bgda z budzetu panstwa z czesci budzetowej 27
(informatyzacja).
Wydatki zwigzane z wejsciem w zycie rozwigzan przewidzianych w ustawie zostang sfinansowane w ramach

Zrodta | limitow wydatkow czesci budzetowej 27, bez koniecznosci ich zwiekszania w roku wejscia w zycie ustawy

finanso | oraz w latach kolejnych.

wania | Projektowana regulacja nie bgdzie mie¢ wplywu na budzety jednostek samorzadu terytorialnego.
Przewiduje sie, ze czg$¢ zadan zwigzanych z budowa i1 utrzymaniem europejskiego portfela tozsamosci
cyfrowej, o ktorym mowa w art. 5a ust. 2 lit. a rozporzadzenia 910/2014 zostanie sfinansowanych przy udziale
srodkéw pochodzacych z budzetu Unii Europejskiej z programu FERC.

Dodatk | Wydatki budzetu panstwa zaprezentowane w tabeli powyzej wynikajg z kosztow jakie Centralny Osrodek

owe Informatyki (instytucja gospodarki budzetowej) poniesie w zwiazku z realizacjg zadan wynikajacych z ustawy,

inform | a ktére nastgpnie zostang poniesione z budzetu panstwa z czgsci budzetowej 27 (informatyzacja).

acje, w

tym Koszty zaprezentowane powyzej stanowig odzwierciedlenie ponizszej tabeli:

Wskaza 2026 2027 2028 2029 2030 2031 2032 2033 2034 2035 2036

nie Utrzyman 6523200, | 9545400, | 25672466 | 27259393 | 27986805 | 28248531 | 15512737 | 15978119 | 29957462 | 30451186

zrddet ie 0zt 00zt 00zt ,04z4 ,6271 ,78zt 2574 L1524 2774 ,84z4 , 7374
Budowa i | 45500000 | 42419520 | 44028198 | 45349044 | 46709516 | 48110801 | 49554125 | 51040749 | 52571971 | 54149130

danych | | Rozwsj ,00zt .00zt 7224 6821 0224 5024 5521 31zt 7921 9521 0zt

i 45500000 | 48942720 | 53573598 | 71021510 | 73968909 | 76097607 | 77802656 | 66553486 | 68550091 | 84106593 | 30451186

. Suma ,00zt ,00z1 7274 ,727% ,64z71 2874 ,80zt L4671 ,06z1 ,797% 737t

przyjet

ych do 696568361,

oblicze | | sumalolat ‘ 20zt ‘ ‘ ‘ ‘ ‘ ‘ ‘

n

zaloze | Utrzymanie Rozwoju Cyfrowej Tozsamosci (RCT) obejmuje koszty usrednionego rocznego wykonania

n w utrzymaniu w obszarze RCT (profil zaufany, wezet krajowy, wezet podpisu).

Koszty w ramach utrzymania RCT oraz Rozwoju nie zostaly oszacowane z uwagi na odlegly horyzont czasowy.

7. Wplyw na konkurencyjnos¢ gospodarki i przedsiebiorczos¢, w tym funkcjonowanie przedsiebiorcéow oraz
na rodzine, obywateli i gospodarstwa domowe

Skutki

Czas w latach od wejscia w 0 1 2 3 5 10 Lgcznie
zycie zmian (0-10)
W ujeciu duze Brak danych | Brak Brak Brak Brak Brak Brak
pienieznym | przedsigbiorstwa danych danych danych danych danych | danych
(w mln z, sektor mikro-, Nie dotyczy | Nie Nie Nie Nie Nie Nie
ceny stale z | matych i dotyczy dotyczy dotyczy | dotyczy | dotyczy | dotyczy
...... r.) srednich

przedsigbiorstw

rodzina, Nie dotyczy | Nie Nie Nie Nie Nie Nie

obywatele oraz dotyczy dotyczy dotyczy | dotyczy | dotyczy | dotyczy

gospodarstwa

domowe

(dodaj/usun)




W ujeciu
niepieniezn
ym

duze
przedsigbiorstwa

Praktyczny wptyw na przedsi¢biorcéw bedzie zalezny od roli przedsigbiorcy:

1) przedsigbiorcy, ktérzy moga polegaé na europejskim portfelu tozsamosci cyfrowej
celem $wiadczenia ustug online;

2) przedsigbiorcy, ktorzy sami beda chcieli uzyska¢ europejski portfel tozsamosci
cyfrowej celem potwierdzania swojej tozsamos$ci w publicznych lub prywatnych
ustugach online (jako osoba prawna);

3) przedsigbiorcy $wiadczacy ustugi dla europejskiego portfela tozsamosci cyfrowej (w
tym kwalifikowani dostawcy ustug zaufania $wiadczacy za wynagrodzeniem ustuge
nieodptatnego dla uzytkownikéw kwalifikowanego podpisu elektronicznego, ustugi
wydawania certyfikatow dostepu i certyfikatow rejestracji strony ufajgcej, podmioty
posredniczace w uwierzytelnianiu za pomocg portfela).

Rola wymieniona w pkt 1 moze by¢ wykorzystywana przez przedsiebiorcow do
sprawniejszego $wiadczenia ustug online polegajgcych na powszechnie dostepnym
sprawdzonym bezpiecznym rozwigzaniu. Docelowo umozliwi to przedsigbiorcom
latwiejsza obstuge klientow zwlaszcza w procesach w ramach, ktorych moze by¢
potrzebne wykorzystanie kwalifikowanego podpisu elektronicznego i jednocze$nie
zmniejszy ryzyko niepoprawnego rozpoznania klienta i potencjalne konsekwencje z
tego wynikajace. W przypadku upowszechnienia si¢ europejskiego portfela tozsamosci
cyfrowej w stopniu porownywalnym z aplikacja mObywatel wykorzystanie go w
ustugach online utatwi dostep do tych ustug od razu szerokiej rzeszy klientow.

Rola wymieniona w pkt 2 bedzie stopniowo wykorzystywana, z uwagi na brak obecnie
w przepisach prawa mozliwosci wykorzystywania srodkéw identyfikacji elektronicznej
osoby prawnej. Majac na uwadze procedowany obecnie projekt Rozporzadzenia
Parlamentu Europejskiego i Rady w sprawie ustanowienia Europejskich Portfeli
Biznesowych, w ramach ktorego planuje si¢ zmiane art. 5a rozporzadzenia 910/2014 w
celu zagwarantowania, aby obowigzkowe wydawanie europejskich portfeli tozsamosci
cyfrowej dotyczyto wylacznie osob fizycznych, jak rowniez, ze Europejskie Portfele
Biznesowe co do zasady majg zapewniaé¢ ustalenie tozsamosci ich wihascicieli, ktorzy
moga by¢ osobami prawnymi (w tym podmiotami publicznymi), jak rowniez
planowany tymi przepisami obowigzek uznawania Europejskich Portfeli Biznesowych
przez podmioty publiczne, mozna przyjac¢ zatozenie ze przedsigbiorcy docelowo beda
dziata¢ w oparciu o te przepisy.

Rola wymieniona w pkt 3 ograniczy si¢ gtéwnie do dostawcow ustug zaufania, ktorzy
dzigki $wiadczeniu ustug dla portfela bedg mogli by¢ bardziej popularni i co za tym
idzie, rynek ushig zaufania (w tym innych niz $wiadczone dla portfela) moze si¢
rozwijac.

sektor mikro-,
matych i
srednich
przedsigbiorstw

Praktyczny wplyw na przedsiebiorcow bedzie rézny w zaleznosci od roli
przedsigbiorcy:

1) przedsigbiorcy, ktérzy moga polegaé na europejskim portfelu tozsamosci cyfrowej
celem $§wiadczenia ustug online;

2) przedsigbiorcy, ktorzy sami beda chcieli uzyskac¢ europejski portfel tozsamosci
cyfrowej celem potwierdzania swojej tozsamosci w publicznych lub prywatnych
ustugach online (jako osoba prawna);

3) przedsigbiorcy $swiadczacy ushugi dla europejskiego portfela tozsamosci cyfrowej (w
tym kwalifikowani dostawcy ustug zaufania $wiadczacy za wynagrodzeniem ustuge
nieodptatnego dla uzytkownikéw kwalifikowanego podpisu elektronicznego, ustugi
wydawania certyfikatow dostepu i certyfikatow rejestracji strony ufajacej, podmioty
posredniczace w uwierzytelnianiu za pomocg portfela).

Rola wymieniona w pkt 1 moze by¢ wykorzystywana przez przedsigbiorcow do
sprawniejszego $§wiadczenia ustug online polegajacych na powszechnie dostepnym
sprawdzonym bezpiecznym rozwigzaniu. Docelowo umozliwi to przedsigbiorcom
latwiejsza obstuge klientow zwlaszcza w procesach w ramach, ktorych moze by¢
potrzebne wykorzystanie kwalifikowanego podpisu elektronicznego i jednoczesnie
zmniejszy ryzyko niepoprawnego rozpoznania klienta i potencjalne konsekwencje z
tego wynikajace. W przypadku upowszechnienia si¢ europejskiego portfela tozsamosci
cyfrowej w stopniu poréwnywalnym z aplikacja mObywatel wykorzystanie go w
ustugach online utatwi dostep do tych ustug od razu szerokiej rzeszy klientow.

Rola wymieniona w pkt 2 bedzie stopniowo wykorzystywana, z uwagi na brak obecnie
w przepisach prawa mozliwosci wykorzystywania srodkéw identyfikacji elektronicznej
osoby prawnej. Majac na uwadze procedowany obecnie projekt Rozporzadzenia
Parlamentu Europejskiego i Rady w sprawie ustanowienia Europejskich Portfeli
Biznesowych, w ramach ktorego planuje si¢ zmiane art. 5a rozporzadzenia 910/2014 w
celu zagwarantowania, aby obowiazkowe wydawanie europejskich portfeli tozsamosci
cyfrowej dotyczyto wylgcznie osob fizycznych, jak rowniez, ze Europejskie Portfele




Biznesowe co do zasady majg zapewnia¢ ustalenie tozsamos$ci ich wiascicieli, ktorzy
mogg by¢ osobami prawnymi (w tym podmiotami publicznymi), jak réwniez
planowany tymi przepisami obowigzek uznawania Europejskich Portfeli Biznesowych
przez podmioty publiczne, mozna przyjaé zatozenie ze przedsigbiorcy docelowo beda
dziata¢ w oparciu o te przepisy.

Rola wymieniona w pkt 3 ograniczy si¢ glownie do dostawcoéw ushug zaufania, ktorzy
dzigki $wiadczeniu ustug dla portfela bedg mogli by¢ bardziej popularni i co za tym
idzie rynek ushig zaufania (w tym innych niz $wiadczone dla portfela) moze si¢
rozwijaé.

rodzina,
obywatele oraz
gospodarstwa
domowe

Dla uzytkownikow europejski portfel tozsamosci cyfrowej umozliwi:

a) uznawanie europejskiego portfela tozsamosci cyfrowej w catej Unii Europejskie;j,
co oznacza mozliwo$¢ korzystania z ustug transgranicznych,

b) uznawanie europejskiego portfela tozsamosci cyfrowej przez prywatne strony
ufajace, gdy silne uwierzytelnienie uzytkownika do celéw identyfikacji elektronicznej
jest wymagane (w tym w obszarach transportu, energii, bankowosci, ustug
finansowych, zabezpieczenia spotecznego, zdrowia, wody pitnej, ustug pocztowych,
infrastruktury cyfrowej, edukacji lub telekomunikacji),

¢) spelnianie wymogow wysokiego poziomu bezpieczenstwa,

d) mozliwos$¢ sktadania kwalifikowanego podpisu elektronicznego (w tym
nieodptatnie w celach nieprofesjonalnych),

¢) mozliwos¢ pozyskiwania kwalifikowanych elektronicznych poswiadczen
atrybutow.

(dodaj/usun)

Niemierzaln | (dodaj/usun)

Nie dotyczy

e (dodaj/usun)

Nie dotyczy

Dodatkowe informacje, w tym
wskazanie zrodet danych i
przyjetych do obliczen zalozen

Nie dotyczy

8. Zmiana obcigzen regulacyjnych (w tym obowigzkéw informacyjnych) wynikajacych z projektu

[] nie dotyczy

Wprowadzane sa | [X tak
obcigzenia poza [ ] nie
bezwzglednie [] nie dotyczy
wymaganymi

przez UE

(szczegoty w
odwrdconej tabeli

zgodnosci).
X] zmniejszenie | [_] zwigkszenie liczby dokumentow
liczby (] zwiekszenie liczby procedur
dokumentow [] wydtuZenie czasu na zalatwienie sprawy
(] zmniejszenie [ ] inne:
liczby procedur
[X] skrécenie
czasu na
zalatwienie
sprawy
inne:
Wprowadzane [ ] tak
obcigZzenia sa [ ] nie

przystosowane do | [X] nie dotyczy

ich elektronizacji.

Komentarz:

Regulacje wprowadzane poza bezwzglednie wymaganymi przez UE:
- przepisy dotyczace Katalogu Podmiotow Publicznych,
- przepisy dotyczace profilu zaufanego podmiotu publicznego oraz profilu zaufanego osoby reprezentujgcej podmiot

publiczny.

Projekt przyczyni si¢ do usprawnienia komunikacji na linii obywatel-panstwo, poprzez jej elektronizacje, co pozwoli
na skrocenie czasu na zalatwienie sprawy oraz zmniejszenie liczby dokumentéw w postaci papierowej.

9. Wplyw na rynek pracy




Przewiduje si¢, ze projekt bedzie mie¢ pozytywny wplyw na rynek pracy, w szczegélnosci poprzez mozliwosé
elektronizacji kontaktoéw mi¢dzy pracownikami, a ich pracodawcami.

10. Wplyw na pozostale obszary

] [] demografia X informatyzacja
srodowisk | [_] mienie panstwowe [ ] zdrowie
o naturalne | [X] inne: ocena skutkow dla

= ochrony danych osobowych

sytuacjai | zostanie sporzadzona po ustaleniu

rozwoj ostatecznej tresci przepisow, na

regionalny | p6zniejszym etapie

[] sady

powszechn

e,

administra

cyjne lub

wojskowe

Projekt pozytywnie wptynie na informatyzacj¢ poprzez zwickszenie katalogu ustug,
jakie obywatele beda mogli zatatwic online.

Przewiduje si¢, ze projekt pozytywnie wplynie na sytuacje i rozwdj regionalny.
Zwigkszenie ilosci spraw, jakie beda mogly by¢ zatatwione online pozwoli cho¢
czesciowo zniwelowac rdznice w rozwoju regionow.

Omodwienie wptywu

11.Planowane wykonanie przepisow aktu prawnego

Przewiduje si¢, ze ustawa wejdzie w zycie z dniem 24 grudnia 2026 r., z wyjatkami przewidzianymi w projekcie
ustawy.

12. W jaki sposob i kiedy nastapi ewaluacja efektow projektu oraz jakie mierniki zostana zastosowane?

Ewaluacja rozwigzan przewidzianych projektem ustawy nastapi w oparciu o rozwigzania przewidziane w art. 49
rozporzadzenia 910/2014. Zgodnie z nim, Komisja Europejska dokonuje przegladu stosowania rozporzadzenia
910/2014 1 do dnia 21 maja 2026 r. przedlozy sprawozdanie Parlamentowi Europejskiemu i Radzie Unii Europejskie;j.
W sprawozdaniu tym Komisja Europejska oceni w szczegdélnosci, czy nalezy zmieni¢ zakres stosowania
rozporzadzenia 910/2014 lub jego poszczegoélnych przepisow, w tym - w szczegolnosci - przepisow zawartych w art.
S5c ust. 5 rozporzadzenia 910/2014, biorac pod uwage doswiadczenia zdobyte przy stosowaniu niniejszego
rozporzadzenia, a takze rozwoj technologiczny, sytuacj¢ rynkowa i prawna. W razie potrzeby do sprawozdania dotacza
si¢ wniosek dotyczacy zmiany rozporzadzenia 910/2014. Sprawozdanie to obejmowac bedzie oceng dostgpnosci,
bezpieczenstwa i uzytecznos$ci notyfikowanych $rodkow identyfikacji elektronicznej oraz europejskich portfeli
tozsamosci cyfrowej objetych zakresem stosowania niniejszego rozporzadzenia oraz oceng, czy WSzyscy prywatni
dostawcy ustug online korzystajacy z ustug identyfikacji elektronicznej $wiadczonych przez strony trzecie do celow
uwierzytelniania uzytkownikow muszg zosta¢ zobowigzani do akceptowania wykorzystywania notyfikowanych
srodkow identyfikacji elektronicznej i europejskiego portfela tozsamosci cyfrowej. Ponadto do dnia 21 maja 2030 r.,
a nastgpnie co cztery lata, Komisja Europejska przedktada¢ bedzie Parlamentowi Europejskiemu i Radzie Unii
Europejskiej sprawozdanie z postepdw w osigganiu celow rozporzadzenia 910/2014.

13.Zalaczniki (istotne dokumenty zrédlowe, badania, analizy itp.)

Brak




