Projekt z dnia 11 lutego 2026 r.

UZASADNIENIE
I.  Celi potrzeba regulacji

Projektowana uchwata Rady Ministrow w sprawie przyj¢cia strategii dotyczacej informatyzacji
panstwa, zwanej ,,Strategia Cyfryzacji Panstwa do 2035 r.”, a w niniejszym dokumencie zwanej
dalej ,,Strategia”, stanowi wykonanie upowaznienia okreslonego w art. 12aa ust. 1 ustawy z
dnia 17 lutego 2005 r. o informatyzacji dzialalnosci podmiotéw realizujacych zadania
publiczne (Dz. U. z 2025 r. poz. 1703), zwanej dalej ,ustawa o informatyzacji”,
wprowadzonego w drodze ustawy z dnia 25 lipca 2025 r. o zmianie ustawy o informatyzacji
dziatalnosci podmiotow realizujgcych zadania publiczne oraz niektorych innych ustaw (Dz. U.
poz. 1158).

Zgodnie z art. 12aa ust. 2 ustawy o informatyzacji Strategia uwzglednia w szczegdlnosci:
1) aktualny stan informatyzacji panstwa,
2) wizje informatyzacji panstwa,
3) cele informatyzacji panstwa,
4) $rodki i dzialania stuzace realizacji celow informatyzacji panstwa,
5) sposoby i zasady wspotpracy podmiotow, ktorych dotyczy informatyzacja panstwa,
6) mozliwosci finansowania dziatan, o ktérych mowa w pkt. 4.

Organami zobowigzanymi do realizacji Strategii sg cztonkowie Rady Ministrow (art. 12ac
ust. 1 ustawy o informatyzacji), natomiast minister wlasciwy do spraw informatyzacji zostat

réwniez zobowigzany do monitorowania tej realizacji (art. 12ac ust. 2 ustawy o informatyzacji).

Strategia przyjmowana jest na okres dziesigcioletni (art. 12ab ustawy o informatyzacji). Jednak
z uwagi na tempo rozwoju technologicznego i1 trudno$¢ w przewidzeniu jego dtugofalowych
kierunkow niezbedny bedzie regularny przeglad Strategii i jego ewentualna aktualizacja.
Minister wlasciwy do spraw informatyzacji we wspotpracy z czlonkami Rady Ministrow,
bedzie dokonywal przegladu Strategii co 2 lata, a sprawozdanie z przegladu bedzie
przedktadane Radzie Ministréw w terminie 2 miesigcy od jego zakonczenia (art. 12ad ustawy

o informatyzacji).

Podobnie jak w innych panstwach europejskich, w Polsce réwniez widoczna jest potrzeba

zaprojektowania wizji transformacji cyfrowej w dokumencie o randze strategii, a nie tylko na



poziomie dokumentu operacyjno-wdrozeniowego. Strategia zastagpi Program Zintegrowanej
Informatyzacji Panstwa, a zakresem przedmiotowym obejmuje dzialania bgedace w zakresie
kompetencji Rady Ministrow. Opisane podejscie wpisuje si¢ polityke Unii Europejskiej
wyrazong w programie polityki ,,Droga ku Cyfrowej Dekadzie” do 2030 r.

Strategia uwzglednia dotychczas zrealizowane dziatania oraz poziom zastosowania
nowoczesnych technologii w administracji publicznej na rzecz obywateli, biorgc pod uwage
zatozenia komplementarnych dokumentéw strategicznych i programowych Rzadu w tym
obszarze. Strategia obejmuje okres wykraczajacy poza dotychczas przyjete strategie rozwoju,
co jest konieczne z uwagi na potrzebg dobrego planowania, spdjnosci 1 cigglosci procesoOw
cyfrowych panstwa. W proces przygotowania i realizacji zalozen Strategii zaangazowane
zostaly pozostale ministerstwa, w celu zapewnienia harmonizacji i komplementarnosci
realizowanych i planowanych dziatan na rzecz interesariuszy procesu informatyzacji panstwa,
w tym administracji publicznej. Horyzontalny charakter proceséw cyfryzacji sprawia, ze
migdzyresortowa wspolpraca w zakresie ich koordynacji 1 systematyzacja wiedzy na temat
podejmowanych dziatanh ma szczeg6élne znaczenie. Cho¢ dotychczasowe inicjatywy w tym
zakresie przyniosly pewna poprawe, to efektywne zarzadzanie cyfryzacja wymaga podjecia

dalszych dziatan.

Strategia bedzie stanowita rowniez podstawe do okreslania sposobdw 1 zasad wspotpracy
wewnatrz administracji rzadowej oraz wspotpracy z pozostatymi podmiotami, ktorych dotyczy

proces informatyzacji panstwa, w tym jednostkami samorzadu terytorialnego.
Celem Strategii jest okreslenie kierunkdw procesu informatyzacji panstwa, majac na uwadze:

— potrzebe przygotowania kompleksowego i dlugoterminowego dokumentu o charakterze
strategicznym, zapewniajagcego  wieloletnia  perspektywe rozwoju  procesu
informatyzacji panstwa, przy jednoczesnym uwzglednieniu aktualnego tempa rozwoju
cyfrowego w Polsce, w Europie 1 na §wiecie oraz globalnych trendéw technologicznych

oraz sytuacji geopolitycznej;

— efektywno$¢ i1 celowos$¢ wydatkowania $rodkow z budzetu panstwa oraz funduszy

europejskich na dzialania w obszarze cyfryzacji.
II.  Zakres regulacji i uzasadnienie

Strategia stanowi ponadsektorowy dokument strategiczny dotyczacy informatyzacji panstwa,
ktorego nadrzednym celem jest poprawa jakosci zycia obywateli poprzez cyfryzacje do 2035 r.

Realizacja celu bedzie mozliwa dzieki interwencji w szeregu obszaréw, obejmujacych



zagadnienia z zakresu panstwa 1 jego obywateli, gospodarki oraz technologii. Dokument
okresla nowoczesng, przekrojowa i odpowiadajaca na aktualne wyzwania wizje rozwoju
cyfrowego, bazujaca na aktualnych trendach europejskich i globalnych, wynikajaca z diagnozy
aktualnego stanu informatyzacji panstwa oraz odpowiadajacg na formutowane oczekiwania

spoleczne.

W Strategii uwzgledniona zostata diagnoza stanu informatyzacji i dotychczas realizowane
dzialania. W toku opracowania Strategii, zostaly wziete pod uwage zalozenia
komplementarnych dokumentéw strategicznych i programowych Rzadu w tym obszarze.
Diagnoza opracowana zostata na podstawie wynikow miedzynarodowych wskaznikéw i badan,
przy uwzglednieniu najwazniejszych wyzwan 1 $wiatowych trendow spoleczno-
gospodarczych. Pozwolilo to na wyznaczenie kierunkéw w najwazniejszych obszarach
cyfryzacji wraz ze wskazaniem celéow, srodkow stuzacych ich realizacji oraz mozliwosci

finansowania projektowanych dziatan.

Strategia zawiera takze analize SWOT obejmujaca analizg silnych i stabych stron, a takze szans
i zagrozen dla cyfryzacji Polski, w kluczowych obszarach, jakimi sg: infrastruktura techniczna,

kompetencje przysztosci, cyberbezpieczenstwa, cyfrowe panstwo oraz gospodarka cyfrowa.

Horyzontalno$¢ proceséw cyfryzacji i jej silny wptyw na wiele obszarow, pozwolity okresli¢
nadrzedny cel Strategii, ktorym jest podniesienie jakosci zycia dzigki cyfryzacji. Jego realizacja
jest jednak uzalezniona od podjecia szeregu interwencji na réznych plaszczyznach. Na potrzeby
usystematyzowania kierunkdw interwencji okre§lone zostaly 4 obszary horyzontalne, ktore
w najwigkszym stopniu realizuja podstawowe cele Strategii, a ze wzglgedu na rangg i znaczenie,
istotnie wptywaja na efektywnos¢ dzialan w innych obszarach 1 stanowig punkt wyjscia dla

transformacji cyfrowej wielu dziedzin zycia spoteczno-gospodarczego.
W Strategii zidentyfikowano kluczowe (horyzontalne) obszary:

1) zapewnienie dostgpu do szybkich, wydajnych 1 bezpiecznych ustug
telekomunikacyjnych wszystkim uzytkownikom, bez znaczenia w jakiej lokalizacji si¢
znajduja, a takze zapewnienie sprawnej 1 nowoczesnej infrastruktury

telekomunikacyjnej;

2) wzmocnienie kompetencji przysztosci, ktdorych znaczenie jest istotne zaréwno dla
spoleczenstwa, jak i calego systemu funkcjonowania panstwa. Priorytetem bedzie
wzmocnienie umiejetnosci cyfrowych na poziomie podstawowym

1 ponadpodstawowym, efektywna edukacja o wysokiej jakosci oraz higiena cyfrowa.



3)

4)

Waznym elementem jest rowniez ksztatcenie specjalistow (ze szczegolnym
uwzglednieniem pracownikéw administracji publicznej, w tym samorzadowej)
w dziedzinie nowych technologii na rzecz wzmocnienia konkurencyjnosci polskiego

rynku;

zapewnienie bezpieczenstwa wobec coraz wigksze] liczby zagrozen w przestrzeni
cyfrowej. Cel ten obejmuje skoncentrowanie si¢ na spoteczenstwie, sferze publicznej
oraz prywatnej, a takze na arenie mi¢dzynarodowej. Begdzie on realizowany poprzez
rozwéj krajowego systemu cyberbezpieczenstwa, dzialania zwigkszajace poziom
ochrony informacji, a takze rozw¢j kadr i bazy technologiczno-przemystowej

w odniesieniu do cyberbezpieczenstwa;

poprawa  koordynacji  transformacji  cyfrowej] (w  wymiarze krajowym
1 miedzynarodowym) w obliczu braku kompleksowej, spdjnej 1 uporzadkowanej
informacji na temat stanu informatyzacji podmiotéw publicznych oraz jej efektow.
Celem bedzie efektywna migdzyresortowa 1 miedzysektorowa wspotpraca w oparciu
o Architekture Informacyjng Panstwa, zwang dalej ,,AIP”, oraz systematyzacja wiedzy
1 przejrzysto$¢ zarzadzania projektami informatycznymi w skali catego panstwa
w ramach Komitetu do spraw Cyfryzacji. Koordynacja ta pozwoli zapobiec dublowaniu
rozwigzanh w administracji publicznej zaréwno na poziomie centralnym, jak
i1 regionalnym 1 lokalnym. Dlatego tez w Strategii wyszczego6lniono rowniez dziatania
wspierajagce  transformacje cyfrowa jednostek samorzadu terytorialnego, z

uwzglednieniem specyficznych potrzeb regionalnych i1 lokalnych

Pozostale cele Strategii zostaly pogrupowane w obszary podzielone na plaszczyzny:

panstwo, ludzie oraz gospodarka i technologie. Kazdy z obszarow przedstawia szczegdtowsq

diagnozg, cele odpowiadajace istniejagcym problemom i deficytom oraz konkretne §rodki

1 dzialania, ktore pozwolg osiagnaé pozadany stan.

1)

panstwo, czyli obszary zwigzane przede wszystkim z funkcjonowaniem administracji

publicznej oraz jej relacji z podmiotami zewngtrznymi, w tym obywatelami:

— e-ushugi publiczne, ktorych rozwoj obejmuje m.in.: podwyzszanie zakresu
1 poziomu dojrzatosci e-ustug publicznych, zwigkszanie poziomu ich dostepnosci
dla kazdej z grup odbiorcéw oraz wdrozenie jednolitych narzedzi realizacji e-ustug
publicznych zapewniajacych standaryzacje ich realizacji i bezpieczenstwo, a takze

optymalizacje $§wiadczenia e-ustug poprzez wdrozenie rozwigzan horyzontalnych,



2)

cyfryzacja proceséw administracyjnych 1 postgpowan sadowych, w tym
automatyzacja 1 optymalizacja wykonywania procesOw poprzez m.in. pelne
wdrozenie elektronicznego obiegu dokumentéw czy wykorzystywanie e-ustug
i nowoczesnych technologii (rowniez w obszarach wymiaru sprawiedliwosci oraz
tworzenia prawa), a takze dostosowanie przepisOw prawa oraz monitoring
informatyzacji podmiotow publicznych, ktore pozwolg efektywniej kierowac

procesem wdrazania zmian,

publiczne systemy teleinformatyczne i rejestry publiczne, w tym przede wszystkim
dazenie do pelnej interoperacyjnosci zgodnosci z zatozeniami AIP, a takze
bezpiecznego 1 zautomatyzowanego udostepniania wysokiej jakosci danych

z rejestrow publicznych i1 publicznych systemoéw teleinformatycznych,

cyfrowa tozsamo$¢, czyli dalszy rozwoj $rodkow identyfikacji elektronicznej
obejmujacy zwigkszenie ich wykorzystania (rowniez w ustugach transgranicznych),
bezpieczenstwa 1 dostgpnosci, a takze utworzenie S$rodka identyfikacji

elektronicznej dla osoby prawne;j,

chmura obliczeniowa, czyli zapewnienie organom administracji publicznej tatwego

dostepu do skalowalnych, dostarczanych w r6znych modelach ustug chmurowych;

otwarte dane 1 wymiana danych, w tym rozw¢j portalu Otwarte Dane 1 stymulacja

wymiany danych migdzy biznesem i administracja;

ludzie, czyli obszary koncentrujace si¢ na obywatelach, ich jakosci zycia, rozwoju

1 prawach w przestrzeni cyfrowej:

bezpieczna przestrzen cyfrowa, czyli zapewnianie praktycznej realizacji praw
obywateli w sferze cyfrowej poprzez zmiany w zakresie otoczenia
instytucjonalnego 1 regulacyjnego, ze szczegdlnym uwzglednieniem kwestii
ochrony danych osobowych, a takze skoordynowane dziatania na rzecz
przeciwdziatania dezinformacji i usuwania tresci nielegalnych znajdujacych si¢ na

platformach spotecznos$ciowych,

cyfrowe zdrowie, odnoszace si¢ z jednej strony do ochrony obywateli przed
negatywnymi efektami psychospotecznymi zwigzanymi ze sfera cyfrowa,

a z drugiej z cyfryzacja sektora ochrony zdrowia, w tym w odniesieniu do dostepu



3)

do danych medycznych, wsparcia cyfryzacji podmiotoéw systemu ochrony zdrowia

1 wykorzystania innowacyjnych technologii w leczeniu i profilaktyce,

— branze kreatywne, w tym przede wszystkim wsparcie gamedevu, jako istotnej
polskiej branzy eksportowej, a takze wsparcie rozwoju e-sportu i innych branz

kreatywnych,

— cyfrowy dostep do wiedzy i kultury, czyli wsparcie digitalizacji, udostepniania
1 dlugoterminowego przechowywania zasoboéw cyfrowych kultury i nauki, a takze
wykorzystanie nowoczesnych narzgdzi technologicznych w procedurze ich

udostepniania dla obywateli,

— cyfrowa akademia, w tym wsparcie naukowcoéw w dziedzinach zwigzanych

z sektorem cyfrowym i zapewnianie im dostepu do wysokiej jakosci infrastruktury;

gospodarka 1 technologie, czyli obszary odnoszace si¢ do cyfrowej transformacji

gospodarki, a takze wykorzystania w niej i rozwoju nowych technologii:

— cyfrowa transformacja  przedsigbiorstw, czyli  dzialania  wspierajace
przedsigbiorstwa (m.in. poprzez wsparcie finansowe, doradztwo czy w zakresie
rozwoju kompetencji), ktorych realizacja odbywa si¢ w sposob skoordynowany oraz
wedtug wspdlnej 1 spojnej wizji cyfryzacji,

— sztuczna inteligencja, w tym skoordynowany rozwoj technologii 1 wsparcie dla ich

efektywnego 1 transparentnego wdrazania,

— technologie przelomowe, czyli wsparcie badan i1 wdrozen w obszarach takich jak
technologie kwantowe, blockchain, internet rzeczy, pOlprzewodniki, centra

przetwarzania danych czy rozszerzona/wirtualna rzeczywisto$¢,

— technologie kosmiczne, czyli wsparcie rodzimego sektora kosmicznego poprzez

rozwo0j technologii obserwacji Ziemi i wzmocnienie infrastruktury kosmiczne;j,

— finansowanie i wsparcie innowacji, zaktadajace rozwoéj systemu wsparcia dla

innowacyjnych przedsigbiorstw i poszukiwanie nowych zrodet ich finansowania,

— open source, czyli obszar zakladajacy wsparcie efektywnego wykorzystania

1 rozwoju otwartych technologii w Polsce;



— cyfrowa i zielona transformacja, czyli wykorzystanie technologii cyfrowych do
optymalizacji sektora energetycznego, a takze rozwdj ekologii cyfrowej oraz

zapewnienie zrOwnowazonego rozwoju sektora ICT,

— cyfrowa modernizacja rolnictwa, czyli wykorzystanie nowoczesnych technologii
w rolnictwie, z uwzglednieniem dbato$ci o $rodowisko naturalne i dobrostan

zwierzat.

Projektowane rozwigzania bgda odbywaly si¢ z poszanowaniem zasad ochrony danych
osobowych, w tym Konstytucji i Rozporzadzenia Parlamentu Europejskiego i Rady (UE)
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (ogolne rozporzadzenie o ochronie danych — RODO) oraz
zgodnie z zasadg domyslnej ochrony danych (privacy by default — art. 25 ust. 2 RODO).

Strategiczny horyzont czasowy obejmuje perspektywe do 2035 r., natomiast operacjonalizacja
dzialan wymaga elastycznego modelu w krotszej perspektywie czasowej. W tym celu minister
wiasciwy do spraw informatyzacji opracuje plan operacyjny, ktdry zostanie przyjety przez
Komitet do spraw Cyfryzacji. Dokument bedzie identyfikowaé dzialania o charakterze
priorytetowym wskazujac na harmonogram realizacji oraz zrodta ich finansowania. Begdzie on
obejmowac trzyletni horyzont czasowy, a jego coroczna aktualizacja umozliwi dostosowanie
do zmieniajacych si¢ warunkow technologicznych, spolecznych i prawnych. Plan operacyjny
zostanie przyjety przez Komitet do spraw Cyfryzacji i bedzie stanowi¢ réwniez narzedzie

wspierajace proces monitorowania.

Szczegbdlng role w procesie wdrazania Strategii odegraja pelnomocnicy do spraw
informatyzacji powolywani obligatoryjnie, zgodnie z art. 12ae ustawy o informatyzacji,
w urzgdach obstugujacych ministrow kierujacych dziatami administracji rzadowej oraz
w Kancelarii Prezesa Rady Ministrow (fakultatywnie natomiast w pozostatych urzedach).
Dziatania pelnomocnikow do spraw informatyzacji skoncentrowane bedg na sprawach
bedacych we wlasciwosci jednostek organizacyjnych lub organdéw podleglych poszczegdlnym
ministrom 1 przez nich nadzorowanych. Gléwnym ich zadaniem bedzie wsparcie
w koordynowaniu realizacji Strategii, w tym przygotowywanie aktualnych informacji na temat
postepoOw w jej realizacji oraz ryzyk z tym zwigzanych, a takze diagnozowanie obszarow
koniecznych zmian dla dalszego wdrazania Strategii oraz wprowadzania nowych technologii

cyfrowych.



Realizacja Strategii wymaga spdjnych, zharmonizowanych i konsekwentnych interwencji
wroznych obszarach dziatalno$ci panstwa. Efektywng wspotprace w  wymiarze
instytucjonalnym w zakresie cyfrowej transformacji panstwa umozliwi Komitet do spraw
Cyfryzacji, ktorego zadaniem jest zapewnienie koordynacji dziatan panstwa zwigzanych
z informatyzacjg oraz wsparcie w rozwoju cyfrowym panstwa. Dziatalno$¢ Komitetu do spraw
Cyfryzacji polegajaca na opiniowaniu i monitorowaniu przedsiewzi¢¢ informatycznych
o publicznym zastosowaniu wptynie na wzmocnienie ich koordynacji poprzez zapewnienie ich
spojnosci z dziataniami strategicznymi panstwa, w tym zgodno$ci ze Strategig oraz

z zalozeniami AIP.

Z uwagi na potrzebe dobrego planowania, spojnosci i cigglo$ci procesow cyfryzacji panstwa,
Strategia obejmuje wieloletnia perspektywe (do 2035 r.). Jednak tempo rozwoju
technologicznego 1 trudno$¢ w przewidzeniu jego dlugofalowych kierunkéw sprawia, ze
niezbedny jest jej regularny przeglad 1 ewentualna aktualizacja. Zgodnie z art. 12ad ustawy
o informatyzacji, minister wtasciwy do spraw informatyzacji we wspotpracy z innymi
cztonkami Rady Ministrow bedzie dokonywat przegladu Strategii co 2 lata, a sprawozdanie
z przeprowadzonego przegladu bedzie poddawane konsultacjom spotecznym, a nastgpnie
przedktadane Radzie Ministréw w terminie 2 miesigcy od zakonczenia przegladu. Do
opracowywania informacji z realizacji Strategii w celu dokonania przegladu zobowigzani beda

ww. pelnomocnicy do spraw informatyzacji.

Dodatkowo, realizacja Strategii begdzie poddawana raz w roku monitoringowi ministra
wlasciwego do spraw informatyzacji. System monitorowania obejmowaé bedzie badanie
postepu zaplanowanych dzialan w ramach celow horyzontalnych i kierunkowych oraz badanie
ilosciowe dotyczace stopnia realizacji przyjetych wskaznikéw. Wyniki z przeprowadzonego
monitoringu realizacji Strategii beda przedstawiane Komitetowi do spraw Cyfryzacji w formie
sprawozdania oraz publikowane na stronie internetowej Ministerstwa Cyfryzacji, w terminie
3 miesigcy od zakonczenia roku kalendarzowego. Komitet do spraw Cyfryzacji, zgodnie z art.
17a ust. 1 pkt 4 ustawy o informatyzacji, jest uprawniony do koordynacji dziatah w zakresie
monitorowania realizacji Strategii. Monitoring 1 efektywna koordynacja s3 gwarantem
skutecznej i terminowej realizacji Strategii. Majac to na uwadze, Komitet do spraw Cyfryzacji
przyjmie plan operacyjny, stanowiacy narz¢dzie umozliwiajace operacjonalizacj¢ dziatan oraz

efektywna koordynacj¢ monitoringu.

Integralnym elementem monitoringu Strategii bedzie zestaw wskaznikow efektywnosci,

odnoszacych si¢ do celow wyznaczonych w poszczegolnych obszarach. Okreslone w Strategii



wartosci bazowe, posrednie oraz docelowe dla poszczegdlnych wskaznikow w perspektywie
do 2035 r. beda miarg postepéw realizacji Strategii. Zrodtem danych dla pomiaru wskaznikow
bedzie przede wszystkim krajowa statystyka publiczna, ale rowniez System Inwentaryzacji
Systemow Teleinformatycznych (SIST), raporty z dziatalnosci Komitetu do spraw Cyfryzacji,
dane wtasne podmiotéw odpowiedzialnych za realizacje poszczegolnych dziatan oraz dostepne,

cykliczne raporty i badania rynku.

Zaplanowane w Strategii dziatania majg charakter przekrojowy i wptywaja na wiele obszaréw,
a ich realizacja nie bg¢dzie mozliwa bez zapewnienia odpowiednio wysokiego poziomu
finansowania. W zwigzku z tym w Strategii opisano zrédta finansowania dziatan, ktore beda
realizowane przez rézne podmioty, m.in. budzet panstwa, srodki europejskie, instrumenty

zwrotne czy inwestycje sektora prywatnego.

Strategia nie stanowi podstawy do zwigkszenia limitu wydatkow w ramach poszczeg6lnych
cze¢$ci budzetowych. Realizacja okreslonych w Strategii kierunkéw dziatania bedzie odbywac
si¢ w ramach dotychczas posiadanych $rodkéw budzetowych w odpowiednich czg$ciach
budzetowych oraz w ramach regul okreslonych w poszczegdélnych przepisach zarowno w roku
wejscia w zycie uchwaly, jak 1 w latach nastgpnych i nie moze stanowi¢ podstawy do ubiegania

si¢ o dodatkowe $rodki z budzetu panstwa na ten cel.

Z uwagi na miedzyresortowy charakter Strategii 1 dziatah w niej wskazanych w Strategii
zawarto zestawienie organdw wiodacych w danym obszarze dziatan oraz organow

wspoOtpracujacych.

Biorac powyzsze pod uwage nie jest mozliwe osiggniecie celow za pomocg innych srodkéw

niz przyjecie przez Rade Ministrow uchwaty.
III.  Pozostale informacje

Projekt uchwaly bedzie miat posredni, pozytywny wplyw na funkcjonowanie duzych
przedsigbiorstw oraz sektora mikro, matych i $rednich przedsigbiorstw poprzez realizacje
dziatan wskazanych w Strategii (m.in. ze wzgledu na usprawnienie wspotpracy z administracjg
publiczng poprzez zredukowanie obcigzen administracyjnych, cyfryzacje procesow
biznesowych i organizacyjnych (w tym kadrowych), wzrost liczby wysokiej klasy specjalistow
w zakresie wykorzystania technologii cyfrowych w gospodarce, przyspieszenie wdrazania
innowacyjnych rozwigzan IT i nowych technologii w matych i $rednich przedsigbiorstwach,

zwigkszenie poziomu cyberbezpieczenstwa przedsigbiorstw).



Projekt uchwaty bedzie mial posredni, pozytywny wplyw na sytuacje spoteczng i ekonomiczng
rodziny, obywateli, gospodarstw domowych, o0s6b starszych, a takze o0s6b
z niepelnosprawno$ciami poprzez realizacje dziatan wskazanych w Strategii (m.in. ze wzglgdu
na rozwoj sieci telekomunikacyjnych i zapewnienie dostepu do szerokopasmowego internetu
wszystkim gospodarstwom domowym, zwickszenie poziomu kompetencji cyfrowych
w spoleczenstwie, w tym kompetencji oséb starszych, z niepelnosprawnos$ciami i ze
szczegOlnymi potrzebami, wdrozenie programoéw utatwiajacych funkcjonowanie w §wiecie
cyfrowym, wyroéwnywanie szans edukacyjnych 1 zawodowych mieszkancéw obszaréw
wiejskich 1 matych miast, edukacje cyfrowa oraz upowszechnienie technologii cyfrowych
W procesie nauczania i w placowkach oswiatowych, ochrong praw podstawowych w sferze
cyfrowej, rozwoj e-uslug oraz optymalizacj¢ ich $wiadczenia z uwzglednieniem potrzeb
wszystkich uzytkownikéw, redukcje obcigzen administracyjnych dzigki cyfryzacji procesow
administracyjnych 1 zwigkszeniu  interoperacyjno$ci  publicznych  systemow

teleinformatycznych i rejestréw publicznych, czy poprawe dostepu do danych medycznych).

Projekt bedzie mial posredni, pozytywny wpltyw na konkurencyjnos¢ gospodarki i
przedsigbiorczo$¢ poprzez realizacj¢ dzialan wskazanych w Strategii (m.in. ze wzgledu na
zwigkszenie liczby wykwalifikowanych specjalistow ICT oraz STEM, wsparcie
przedsigbiorstw w rozwoju cyfrowym, upowszechnienie technologii cyfrowych, w tym Al,
zwigkszajacych efektywnos$¢ firm, wsparcie rozwoju technologii przetomowych 1 ich
wykorzystania ~w  kluczowych  galeziach  gospodarki,  zwigkszenie = poziomu

cyberbezpieczenstwa przedsigbiorstw).

Projekt uchwaty bedzie miat posredni, pozytywny wplyw na rynek pracy i tworzenie miejsc
pracy m.in. w sektorze nowoczesnych technologii 1 IT poprzez realizacj¢ dziatan wskazanych
w Strategii (m.in. zapobieganie wykluczeniu poprzez rozwdj kompetencji cyfrowych
spoteczenstwa z uwzglednieniem osob ze szczegdlnymi potrzebami, efektywna edukacje
cyfrowa na wszystkich poziomach ksztatcenia, zwigkszenie liczby specjalistek 1 specjalistow
ICT poprzez rozw6j zaawansowanych kompetencji w zakresie nowych technologii cyfrowych
a takze stworzenie mechanizmu umozliwiajacego chg¢tnym przebranzowienie si¢ do zawodu
specjalisty ICT, szersze wiaczanie kobiet w zawody branzy ICT, wzmocnienie kompetencji
cyfrowych oraz kwalifikacji pracownikow, w tym w szczegdlnos$ci w zakresie administracji

publicznej).

Zawarte w projekcie uchwaty regulacje nie stanowig przepisow technicznych w rozumieniu

§2 pkt 5 i § 4 rozporzadzenia Rady Ministrow z dnia 23 grudnia 2002 r. w sprawie sposobu



funkcjonowania krajowego systemy notyfikacji norm i aktow prawnych (Dz. U. poz. 2039 oraz

7 2004 r. poz. 597), dlatego tez projekt uchwaty nie podlega notyfikacji.
Projekt uchwaty jest zgodny z prawem Unii Europejskie;j.

Projekt uchwatly nie wymaga przediozenia instytucjom i organom Unii Europejskiej, w tym
Europejskiemu Bankowi Centralnemu, w celu uzyskania opinii, dokonania konsultacji lub
uzgodnienia, o ktérym mowa w § 39 ust. 1 uchwaty nr 190 Rady Ministrow z dnia
29 pazdziernika 2013 r. — Regulamin pracy Rady Ministrow (M.P. z 2024 r. poz. 806 oraz
z 2025 r. poz. 408).



